
The School District of Hillsborough County


[image: image1.wmf] 

 


SHIELDS MIDDLE SCHOOL
Crisis Management Plan (CMP)

This document is exempt from public records IAW F.S. 119.071

David W. Friedberg/DWF:District Template 2006, July 1, 2005 (Changes from previous addition are reflected in bold and italic print)

Crisis Management Plan

TABLE OF CONTENTS

	
	
	Page Number

	
	BASIC PLAN


	

	
	Situation



	1--4

	
	                Listing of Crisis Plan Annexes and Appendices

	2--3

	
	                Planning Assumptions and Limitations



	4



	
	Mission



	4

	
	Execution



	4



	
	               Individual Crisis Team Member Responsibilities

	5--12

	
	               Lockdown Protocol

	13--14

	
	                           Lockdown Checklist

	15--18

	
	                           Safe Room Notice

	19

	
	               Modified Lockdown

	20

	
	                           Modified Lockdown Checklist

	21--23

	
	               Formation of CMT, With NO Lockdown

	24



	
	Logistics and Administration 


	24--29

	
	               Logistics

	24

	
	                           Administrator “On-Line” Training Requirements

	25

	
	               Administration

	25--26

	
	                          Plan Maintenance

	27

	
	                          Legal Authority

	27

	
	                          Guidance Resource Documents

	28

	
	                          Mutual Aide Agreements

	29



	
	Command and Signal



	29--30

	
	               District-Wide Communication Protocol

	30

	
	               Communication Outage Protocol



	30

	
	TABS


	

	Tab 1
	School/Site Crisis Response Team Personnel Assignments



	32

	Tab 2
	School Crisis Management (CMT) Team/Individual Training Document


	33--34

	Tab 3
	School/Site CMT After Normal Duty Hours Emergency Notification



	35

	Tab 4
	ON-Campus Evacuation Plan



	36--37

	Tab 5
	OFF-Campus Evacuation Plan 



	38--39

	Tab 6
	OFF-Campus Evacuation Checklist



	40

	Tab 7


	School/Site Crisis Management Kit



	41



	Tab 8


	School/Site Trauma Kit



	42

	Tab 9
	Site Organizational Plan for AED and CPR


	43


	
	ANNEXES


	

	Annex I
	National Incident Management System

	I-1--13



	
	            Background

	I-1--2

	
	            Glossary of Terms

	I-6--16

	
	            Acronyms

	I-17--18



	Annex II
	District Incident Command System

	II-1--11



	
	           Incident Management Team Descriptions & Assignments

	II-2--6


	Annex III
	District Response Team (DRT) Plan

	III-1--15



	
	
Team Assignments

	III-4--5

	
	
Verbal Aggression Awareness

	III-15


	Annex IV
	Crisis Intervention/Response Team/Crisis Intervention Manual

	IV-1--27



	
	
Phone Resource List

	IV-1--4

	
	
School Telephone Tree

	IV-5

	
	
Procedures for Handling a School Crisis

	IV-6--9

	
	
Bereavement Support Information
	IV-9-10

	
	
Poison Control (Fill-in sheet)

	IV-11

	
	
Working with the News Media

	IV-12

	
	
Sample Letter from Principal to Faculty

	IV-13

	
	
Sample Letter from Principal to Parents

	IV-14

	
	
Normal Grief Reactions

	IV-15

	
	
Some Things to Think About When You are in a Crisis

	IV-16

	
	
Crisis Consultation with Elementary Students

	IV-17

	
	
Model for Working with Young Children

	IV-18

	
	
How to Reach / Treat the Bereaved Child Within the Classroom

	IV-19

	
	
Developing a Constructive Supportive Relationship



	IV-20--27

	Annex V
	Public Information / Sample Parent Crisis Letters

	V-1--13



	
	
Public Information Strategies and Tactics

	V-1--4

	
	
Sample “Crisis” Incident Letters

	V-5--11

	
	
Important Telephone Numbers to Know



	V-12--14

	Annex VI
	Recovery Operations

	VI-1--14


	
	APPENDICES


	

	Appendix 1
	Bomb Threat Situation/Evacuation Protocol

	A1-1--13



	
	
Checklist

	A1--12

	
	
Phone Call Checklist



	A1--13



	Appendix 2
	Firearm or Weapon Situation

	A2-1--4


	
	
Checklist

	A2--4


	Appendix 3
	Trespasser

	A3-1--3



	
	
Checklist

	A3--3



	Appendix 4
	Out-of-Control Person(s)

	A4-1--3



	
	
Checklist



	A4-3

	Appendix 5
	Guidelines for Managing a Severe Behavioral Incident

	A5-1--9



	
	
Individual School Plan

	A5-2--3

	
	
Reference Card

	A5-4--7

	
	
Severe Behavioral Incident Log

	A5-8--9



	Appendix 6
	Fighting/Civil Unrest Incident(s)

	A6-1--3



	
	
Checklist

	A6--3



	Appendix 7
	Attempted Removal of Student by Non-Custodial Parent

	A7-1--4



	
	
Checklist

	A7--4



	Appendix 8
	Armed Robbery

	A8-1--3



	
	
Obtaining Descriptions of Suspects

	A8-2

	
	
Checklist



	A8-3

	Appendix 9
	Neighborhood Civil Unrest / Riotous Situation

	A9-1--3



	
	
Checklist


	A9-3



	Appendix 10
	Hostage Situation

	A10-1--4



	
	
Checklist

	A10-4



	Appendix 11
	Biological (Anthrax / Ricin) Threat and Proper Mail Handling

	A11-1--9



	
	           Suspected Biological Substances

	A11-2--3

	
	           Mail Handling Protocols

	A11-3--5

	
	           Ricin Information

	A11--6

	
	           Biological Protective Measures

	A11-7--8

	
	
Checklist

	A11-9



	Appendix 12
	Shelter-In-Place Concepts (Chemical, or Radiological Threat)

	A12-1--11



	
	           General Information

	A12-2

	
	           General Procedures

	A12-3--4

	
	           Chemical Terrorism

	A12-5--9

	
	           Radiation Terrorism (Dirty Bomb) 

	A12-10

	
	
Checklist




	A12-11



	Appendix 13
	Water Contamination or Outage

	A13-1--4



	
	
Checklist

	A13-4



	Appendix 14
	Electric Disruption / Outage

	A14-1--3



	
	
Checklist
	A14-3

	Appendix 15
	District Terrorist Threat Levels

	A15-1--11

 

	
	
Low Terrorist Threat Level (Green) Checklist

	A15-7

	
	
Guarded Terrorist Threat Level (Blue) Checklist

	A15-8

	
	
Elevated Terrorist Threat Level (Yellow) Checklist

	A15-9

	
	
High Terrorist Threat Level (Orange) Checklist

	A15-10

	
	
Severe Terrorist Threat Level (Red) Checklist

	A15-11



	Appendix 16


	Shield’s ESE Crisis Plan
	A16-1

	
	
	


DWF/LJ/Appendix/Crisis Management Plan 2006 TOC

THE SCHOOL DISTRICT OF HILLSBOROUGH COUNTY

SECURITY SERVICES DEPARTMENT

INTER OFFICE COMMUNICATION


DATE: July 1, 2006
All changes to the previous July 1, 2004, CMP edition are indicated via bold and italic print. NOT FOR PUBLIC RELEASE in accordance with F.S. 119.071.

PURPOSE:  This District-approved Crisis Management Plan (CMP) was developed with an “All Hazards” approach to our schools’ emergency response protocols – taking into account the established guidelines provided by the Federal Office of Safe and Drug Free Schools (i.e., Mitigation/Prevention, Preparedness, Response, and Recovery), feedback from local, state, and federal emergency responders, the author’s experiences, as well as incorporating “Best Practices” from the Federally mandated National Incident Management System (NIMS) procedures and standardized terminology.  Following these proven crisis response strategies enhances our ability to efficiently and effectively handle school crisis situations – including, when necessary, coordinating with local, state, and federal emergency responders.

The Basic Plan, Annexes, and Appendices provide for an orderly means to mitigate, prepare for, respond to, and recover from emergencies or disasters that threaten life, property, or the environment within the School District of Hillsborough County boundaries.  Furthermore, this CMP describes the fundamental security protocols to assist our school site personnel identifying and addressing: (1) hazards which may impact their school/site, students, and staff; (2) vulnerable critical facilities; (3) emergency incidents that may occur, (4) pre-planning issues to consider to effectively and efficiently handle a crisis, and (5) areas to address when tailoring incident-specific CMPs, as well as; (6) steps to take relative to recovery actions. 

1.
SITUATION:

A.  In this day and time in which we live, emergency incidents (i.e., manmade or natural disaster incidents ranging from fighting and weapons on campus to acts of terrorism to potential catastrophic weather events) are apt to occur with or without advance warning. We must be prepared to handle any crisis situation in an organized, efficient, and effective manner. By remembering the old adage, "Hope for the best, but plan for the worst,” it is understood that pre-planning, training, and practice are the essential elements necessary to ensure the safety and security of our students, faculties, and staffs during any Crisis Management situation. 

B. This Crisis Management Plan with its attached Annexes and Appendices are tailored to meet the specific requirements of our school site. 

C. Hazard Analysis:  The school’s specific crisis plan addresses counter-measures for the site’s vulnerabilities identified in both their School District Assessment Protocol Guide, CEMP Volume 1, Tab A, and Access Control Checklist 2005.
D. While this document is not inclusive of every incident that could arise on campus, listed below are crisis incidents that are addressed in the Annexes and Appendices portion of this plan:

(1) Annex – Addresses how we will carry out a broad task or function in a crisis:

Annex 1
National Incident Management Summary and Glossary of Terms

Annex 2
District Incident Command System (ISC)
Annex 3
District Response Team (DRT)

Annex 4
District Crisis Response  & Intervention Team

Annex 5
Communications (Public Affairs/Important Phone #/ Sample Parent Letters)

Annex 6
Recovery Operations
(2)
Appendix – Provides additional “how to” information specific to a particular hazard/incident.

Appendix 1
Bomb threat
Appendix 2
Firearm or weapon

Appendix 3
Trespasser
Appendix 4
Out of control person (student, parent, staff, or others)

Appendix 5
Managing a Severe Behavioral Incident - Elementary Level 

Appendix 6
Fighting

Appendix 7
Attempted/Removal of student from campus by non-custodial parent

Appendix 8
Armed robbery (a) individual (b) activity

Appendix 9
Neighborhood civil unrest, includes large scale affray/riot 

Appendix 10
Attempted/Hostage or abduction of student or staff

Appendix 11
Biological (Anthrax and/or Ricin) and Mail Handling
Appendix 12
Shelter-In-Place; Chemical or Radiation Terrorism Threat

Appendix 13
Water Contamination or Outage

Appendix 14
Electric Disruption or Outage

Appendix 15
District Terrorist Threat Level Procedures

Appendix 16
Other Appendix Information
E.
Depending on the crisis, the following personnel and/or agencies may be called upon for assistance (911 should always be called for a life-threatening situation).

(1)
Assistant Superintendent of Administration – Lewis Brinson, ROSSAC, 272-4070



(2)
Security Services Department - 24-hour number, 623-3996; David Friedberg, 626- 1667 (Office); and 927-3357 (Cellular)

Check only the law enforcement agencies that APPLY: 

(3)  FORMCHECKBOX 
 Tampa Police Department - Emergency 911, non-emergency 231-6130, Bomb Squad 276-3476, K-9 Support 612-9191

(4)  FORMCHECKBOX 
 Hillsborough County Sheriff's Office - Emergency 911, non-emergency 247- 8200, Bomb Squad 247-8608, K-9 Support 276-3483

(5)
 FORMCHECKBOX 
 Plant City Police Department - Emergency 911, non-emergency 757-9200

(6)  FORMCHECKBOX 
 Temple Terrace Police Department - Emergency 911, non-emergency 989-7110

(7) Public Information Officer – Steve Hegarty, ROSSAC, 272-4046 (Office), 887-7646 (Pager)

(8) Local Fire Department - all emergencies reported via 911, non-emergency


 FORMCHECKBOX 
 Tampa 232-6800;  FORMCHECKBOX 
 Plant City 757-9131;  FORMCHECKBOX 
 County 272-6600; 


 FORMCHECKBOX 
 Temple Terrace 989-7121 

(9)
District Risk Management and Safety Office - Glen Lathers  - 872-5263

(10)
District Response Team – Ken Otero, ROSSAC, 272-4070

(11)
District Crisis Intervention Team - Dr. Tracy Schatzberg, Velasco, 273-7095

(12)
Transportation (buses) - Karen Strickland, Transportation, 982-5511

(13) Florida Department of Law Enforcement (FDLE) - 878-7300

(14) Federal Aviation Administration (FAA) - 371-7760 

(15)
Alcohol, Tobacco, and Firearms (ATF) - 202-7300

(16) Federal Bureau of Investigations (FBI) - 273-4566

(17) Hillsborough County Emergency Operations Center (EOC) – 272-6408
(18) Regional Office for the National Weather Service – 645-2323
(19) Hillsborough County Health Department – 307-8000

F.
Assumptions:  This plan is predicated upon the following  COMMENTS  \* MERGEFORMAT assumptions:

(1) Until the arrival of local school district, city, county, state, or federal emergency responders, the school site administrator(s) and staff possess the authority, equipment, materials, and training needed to temporarily handle any crisis situation that may arise.

(2) Due to the physical proximity of the school/site to local school district, city, county, state, and federal emergency responders, we anticipate support from emergency response personnel within 20 minutes.

(3) The District’s Crisis Management Plan template has been coordinated with the Hillsborough County Sheriff’s Office, Tampa Police Department, Temple Terrace Police Department, Plant City Police Department, Hillsborough County Fire Rescue, Tampa Fire Rescue, Plant City Fire Rescue, MacDill AFB Security Forces and Emergency Ordinance Disposal, as well as local representatives from the Florida Department of Law Enforcement (FDLE), Alcohol, Tobacco, & Firearms (ATF), and Federal Bureau of Investigations.  COMMENTS  \* MERGEFORMAT 

 COMMENTS  \* MERGEFORMAT Furthermore, as requested by the Florida Department of Education, Office of Drug and Safe Free Schools, the Tampa Bay Regional Planning Council has reviewed and critiqued our District crisis plan – citing it as a model for other Florida school districts.

G. Limitations:  It is the policy of the School District of Hillsborough County that no guarantee is implied by this plan.  Because District assets and systems may be damaged, destroyed, or overwhelmed, the Board can only endeavor to make responsible and reasonable efforts to respond based on the situation, information, and resources available at the time.
2.  MISSION:  The overall objective of this plan is to mitigate student and staff exposure to any potentially violent / dangerous incident.  It is our responsibility to endeavor to take the necessary measures that provide a safe and secure campus where our teachers can teach and our students can learn. 

3.  EXECUTION: Depending on the crisis, the site administrator will decide who will be assigned to handle what part of the plan and what his/her assigned duties are. 

A.  The site administrator will:

(1) Ensure a site Crisis Management Plan is developed and consider creating checklists for incidents not addressed in the District’s Emergency Action Checklist, Edition 6.

(2) Perform as the District’s Incident Commander at his/her school site, until properly relieved.
(3) When the need arises for a law enforcement response (i.e., 911 situation), first call 911, then contact the Security Services Department.  The Security Services Department will then contact the appropriate Area Director, Public Information Officer, the Assistant Superintendent for Administration, Transportation, etc.
(4) Identify, in advance, primary and alternative locations for an Incident Command Post (ICP), medical treatment staging area, media staging area (away from all other areas), counseling rooms, site relocation and reunification staging areas, etc., and address them in the plan. (Complete all of the information requested on the forms found at the end of this tab).  No later than the first school day of each school year, ensure you send a copy of your On and Off Campus Evacuation Forms to your area director, the Director of Security Services (who will in turn coordinate this information with our local law enforcement agency), and our District’s Public Information Officer.  Also, ensure you appropriately notify your parents of the school’s pre-selected parent/family reunification staging areas to be used during applicable emergencies (i.e., newsletters, PTSA meetings, etc.).

(5) Pre-select appropriate Shelter-in-Place locations for students, staff, and visitors.  This process is especially challenging for schools/facilities constructed prior to 1980.  The site’s Shelter-in-Place locations were coordinated with Mr. Scott
 on July 1, 2006.
(6) Depending upon the crisis situation, consider contacting contiguous school sites/childcare facilities (both private and public).

Cypress Creek Elementary
4040 19th Ave NE, Ruskin, 33570
671-5167

Lennard High School
2002 East Shell Point Rd, Ruskin 33570   641-5611

Ruskin Elementary
101 E. College Ave, Ruskin, 33570
671-5177

Wimauma Elementary
5709 Hickman, Wimauma, 33598
672-5222

Eisenhower Middle School
7620 Big Bend Rd., Gibsonton, 33534
671-5039

East Bay High School
7710 Big Bend Rd., Gibsonton, 33534
671-5139

(7) Ensure the site's map is kept current (to include marked classroom numbers, areas containing hazardous material storage [HAZMAT], and both locations and directions relative to the “how to’s” to shut off / turn on the utility valves [gas, water, electric, oil, HVAC system, etc.]) and maintained within the site’s crisis management plan, with a copy sent to the Director of Security Services. 

Water shut-off location(s):Room 112
Electric shut-off location(s):Room 125
Gas shut-off location(s): Behind the cafeteria
HVAC (air conditioning) shut-off location(s):Room 125
(8) Decide, if necessary, to form the site's C.M.T. using a pre-selected code, as not all crisis situations will require the activation of the site's Crisis Management Team.

(9) If applicable, ensure a staff member(s) communicates with your school’s crossing guards when an emergency response may affect our student’s arrival or departure times.

(10) Pre-select / predetermine specific positions or individuals who comprise this site's C.M.T.   Ideally, team members should be staff members who do not have daily duties requiring the direct supervision of students.  When this is not possible or practical, consideration should be given to those individuals having an assistant or teacher aide to take charge of students during the member's absence as a result of a crisis.  Also, if the selection of members of the instructional staff to the C.M.T. is deemed necessary, the administrator must pre-identify staff personnel to supervise students during the member's absence. The site’s Crisis Management Team is aligned under the basic concept and format of the National Incident Management System (NIMS).  Indicated after each Crisis Management Team position (reflected in parentheses) is one of the five major Incident Command System functions that the team’s position would fall under should this team need to expand (Command, Planning, Operations, Logistics, and Finance / Administration).  School personnel should be assigned to the following CMT positions / areas. 

a
Evacuation person (Planning) if required by crisis will:

1 pre-establish safe evacuation routes and holding areas (for bomb threats, at least 300' from the school, to include portables) and ensure maps are posted in appropriate locations such as offices, teacher planning areas, classrooms, bulletin boards, etc.

2  consider establishing an evacuation folder.  This folder should contain pre-identified school zone maps indicating which zone/area of the school the C.M.T. member is responsible for evacuating/clearing; evacuation checklists; master/area keys; writing instruments; flashlights; etc., that can be issued out to team members during an emergency.

3 assemble, prior to any emergency situation, an evacuation kit (portable file box or briefcase) to be used in the event relocation is required.  The kit(s) should contain: (1) Administrator, Teacher, Bus Driver, Lockdown and Modified Lockdown Emergency Action Checklists; (2) site’s Crisis Management Plan and District’s Comprehensive Emergency Management Plan; (3) student and staff sign-out sheets (may be used for those subsequently evacuated to medical facilities, etc.); (4) school’s site map; (5) photographs of the site (interior and exterior); (6) a copy of a video depicting the school’s interior and exterior; (7) copies of all student contacts or emergency cards; (8) an employee/volunteer roster with names and phone numbers of emergency contacts; (9) phone numbers and address location(s) of alternate/reunification site(s), and (10) a clearly identifiable marking for the outside location of the principal, school nurse / aide, etc. (Some schools have chosen triangular orange flags on poles that can be seen from a distance) 
4 if implemented, coordinate the orderly evacuation of personnel, including staging areas for relocation/reunification. (See forms at the end of this tab) 

b
Communications and emergency notification person (Planning) will:

1 be familiar with the site’s communications and emergency notification process and phone numbers.

2 solicit the assistance of additional personnel to answer phones.  All student assistants should be replaced by adults.

3 consider designating one telephone line (Administrator’s private line 672-5341 to remain open for incoming use by the Superintendent or selected staff.

4 evaluate the site's telephone communications to determine if additional phone lines are required and coordinate additional telephone lines if needed.

5 pre-identify all personnel possessing portable radio communications

	Scott - Principal
	Cherry – PE Coach

	Spahn - APA
	Cantrell – PE Coach

	Voida - APC
	Carroll – PE Coach

	Trevino – Principal’s Secretary
	Miller – PE Coach

	Montaldo -SRO
	Custodial 

	Turner – Student Intervention
	Custodial

	Tindel – AP Secretary
	Custodial 

	Koza – ESE Specialist
	Custodial 

	Pecylak – Technology Specialist
	Custodial

	Shafer – PE Coach
	Cannon – Agriculture Teacher


6 if directed, collect all of the site's portable radios for distribution.

7 assemble a cellular phone listing of school-based employees to potentially aid in a crisis.  This listing is located at Ms. Trevino’s desk..

8 ensure the availability of an up-to-date local phone directory, list of important telephone numbers, and District Personnel Directory.

9 obtain a battery-operated AM-FM radio and spare batteries.

10 deactivate/turn off the normal change of class bell system, as directed.

11  if applicable, communicate with our school’s crossing guards when an emergency response may affect our student’s arrival or departure times.
c.
Student and staff accountability person (Planning) will:

1 obtain a daily listing of all students and staff in attendance (available via the site’s data processing or District I.S. Department). 

2 if an evacuation is ordered, coordinate efforts to ensure that all staff and students are accounted for.

d.
Media liaison person (Public Information – Support Staff) will:

1
if directed, establish a media staging area.  This area should be pre-established (consider both a primary and alternate location away from the command post, victim services, and the crime scene), ensuring it does not interfere with emergency response personnel and school operations.  An ideal location will not congest the local community's normal traffic flow and be large enough to stage media mobile vehicles. 

2 act as a liaison between the media and site administrator until the arrival of the District’s Public Information Officer.

3 keep the media informed.  However, statements should be coordinated with the District's Public Information Officer and the site administrator.  Refer all inquiries relative to a "criminal situation” to the local Law Enforcement Public Information Officer, as we do not comment on on-going criminal investigations.

3 speak only when you are prepared to do so; do not speak off the record.

5
be aware that students under the age of 18 may not be interviewed or photographed on campus without parental permission and consider confidentiality.

6
not respond to a media question with, “I don’t know an answer to your question.”  Instead, offer to get the information.  Then, make sure you do.

7
be proactive with the media and stress positive actions taken by the site.

8
refrain from disclaiming responsibility until all the facts are known.

9 if needed, refer to Tab marked “Important Numbers.”

e.
Search team leader (Operations), if required, will:

1
ensure all staff members are trained to know:

(a)
how to look for suspicious objects in and around their working area

(b)
what to do if a suspicious object is found, and

(c) how to “mark” an area to indicate it has been searched/cleared.

2 consider issuing masking tape or post-it notes and a flashlight to all search members.

3 coordinate with staff members once areas have been searched.

4 communicate with the site administrator as to the search status and results.

5 ensure evacuation routes and assembly areas are “cleared” before students and staff exit via those areas.

f.
School nurse (Logistics), first aid/medical care person, or other person will:

1 coordinate any and all medical needs for students and staff.

2
create a portable “trauma kit” with a blanket, sheets, antiseptic wipes, alcohol, assorted band-aids, gauze, tape, scissors, tweezers, bandages, instant ice packs, penlight, disposable gloves, CPR disposable mouthpieces, first aid book, A.E.D., etc.  See the end of this section for a more inclusive sample checklist.

3 identify alternative triage sites for treating the injured, counseling persons, etc., and obtain a listing of local medical facilities, including addresses and phone numbers.

g.
Food, water, shelter, and transportation needs person (Logistics) will coordinate efforts to obtain additional resources, if needed.

1 This person needs to know the actual student and staff count, as well as any  
    special needs they may have, as this number will determine the shelter 
      evacuation space needed, food amounts, and/or number and type of buses 
      required for transport. 

.




h.
Rumor control/Recorder of events person (Planning) will:

1
solicit and note any and all site rumors pertaining to the crisis and report them to the site administrator.

2 record events; noting who, what, when, where, how, and to what extent.

3 ensure the site has the following needed resources (e.g., tablets of paper, pens, markers, plain white peel-off stickers, easel, large poster pads, etc.).

i.
Safety liaison person (Safety Officer – Support Staff) will meet emergency responders upon their arrival and coordinate information, status, and requests between the site administrator and the law enforcement, fire, EMS or other emergency agency response personnel Traffic/Crowd/Perimeter Control person (Operations) will 

1 coordinate (and perform when required) the necessary actions to ensure that access to the campus via driveways, entrances, walk-thru gates, etc. is restricted to only emergency personnel. 

2 include the oversight of selected persons who, when the area is determined to be safe, are required to secure fences, gates, exterior doors, etc., during a campus Lockdown situation.  See Campus Lockdown Assignment Form.

j. Bi-Lingual Translator person (Logistics) will assist in communicating with students and parents who speak English as a second language.

k. Finance (Finance) person will record and document the need/request for additional resources (i.e., acquisition, tracking, and financial record keeping).

l. Exercise Coordinators (Planning) – comprised of a primary evaluator and a primary controller, as well as alternate members for these two positions.  This two-person team is responsible to plan, write, coordinate, control, and evaluate school-based crisis exercises The Principal and Assistant Principal(s) may be the alternate member(s) of this team. This way, at times, they can “stand back” and evaluate their respective alternate members or their crisis management team as a whole. Controllers and evaluators ARE NOT participants in the drill and should not inject or subtract from the exercise.  ALSO, prior to the actual initiation of an exercise, ALL participants must be briefed on the exercise “safety word”— a specific word to STOP an exercise when an ACTUAL emergency occurs.  Anyone may use this “word” to stop an exercise. The following guidelines were extracted from the training provided by Mike Dorn and Sonia Sheppard, Safe Haven’s International. 

1
Role of the Controller:

(a)
Ensure participants “play” within the confines of the scenario



                  (b) Be well versed on the scenario and understand the goals and objectives of



     the exercise





(c) Reinforce the exercise “artificialities and assumptions”

(d) Answer questions about the scenario, participant roles and other issues

(e) Act as a Safety Officer to ensure no one gets hurt or injured

(f) Serve as the ONLY person who may call a time out (other than for an actual emergency), and when safe to do so, resume the exercise

2.
Role of the Evaluator:

(a)
Using established guidelines, assess (evaluate and record observations relative to) the CMT or individual member(s) ability to meet the exercise objectives and goals

(b)
Note any attempts to change the scenario

(c) Allow others to focus on their role within the exercise while observing things that may not be obvious to the participants

(d) Keep the exercise focused on the objectives

(e) Provide a formal structure for the identification of areas that may need improvement

(f) Assist in an “after-action” debrief with participants by identifying positive observations and areas of weakness WITHOUT placing blame

(10)
Send home a specially prepared letter with your students anytime the site’s crisis management plan is activated (See Tab titled Sample Crisis Letters).  The site administrator should contact the Public Information Officer for assistance and coordinate this special letter with his/her Area Director before distribution.

(11)
Conduct an after-action debriefing of the event and if necessary, update the plan.

B. Certain crisis incidents may necessitate the “locking down”/ securing of the campus and the formation of the Crisis Management Team.  Examples of these situations are found in:  Appendix 2 - Firearms or a weapon on campus; Appendix 3 – Trespasser; Appendix 8 - Armed Robbery; Appendix 9 - Neighborhood civil unrest, including large scale affray or riotous situations; Appendix 10 - Attempted or hostage or abductions of students or staff; Appendix 11- Biological / Chemical Threat or Shelter-in-Place; Appendix 15 - District Terrorist Threat Levels; Site’ Safety Emergency Plan (Volume 2, CEMP); and / or  the District’s Hazardous Weather Emergency Plan (Volume 2, CEMP).  The two common types of lockdowns that maybe implemented on our campus include a Lockdown and a Modified Lockdown. 

(1)
LOCKDOWN – A standardized term that indicates an emergency is either present or imminent on campus – immediate actions are required (see page 14 for checklist).

a
The site administrator (Incident Commander) will:

(1)
access the situation and immediately establish an Incident Command Post from which to control the situation.

(2)
use standardized language (i.e., clear speech) to warn faculty, staff, and students of the impending site LOCKDOWN.  This security protocol is normally announced via the site’s intercom / public address system.  Example language is, “LOCKDOWN.  Personnel must immediately implement their LOCKDOWN procedures.” 

NOTE: IF IT IS DETERMINED TO BE SAFE TO DO SO -- ADD:  “The CMT will meet in the Principals Conference Room (or other selected Incident Command Post Location) at ___o’clock”. (Ex: if there is a rumor of a firearm on campus, you may wish to form your CMT, versus a trespasser seen on campus with a gun, you would not activate your team right away)

(3)
call 911 for local law enforcement and 623-3996 for School Security.  School Security Services will contact the area director, public affairs, assistant superintendent for administration, transportation, etc.

(4)
ensure normal change-of-class bell is deactivated. 

(5)
if the fire alarm sounds, immediately announce via the intercom and radio for staff to DISREGASRD the alarm and await further instruction(s).  Also, advise personnel to immediately report any fire concerns directly to the office via landline, intercom, or radio.

(6)
establish an Incident Command Post (normally in the Administrator’s office / conference room) and remain there for command and control actions.

(7)
wait for law enforcement to respond.

(8)
when law enforcement responds and takes control of the situation (i.e., criminal situation whereby the District assumes a support function or role), consider assigning your second person in charge of the site, along with a maintenance person (i.e., head custodian), to respond to and assist with the emergency responder’s Incident Command Post.

(9)
ONLY after a safety assessment is made, assign “pre-designated” personnel to ensure access the campus is restricted to emergency personnel only (entrance ways, driveways, secure / lock fencing, gates, exterior doors, etc.).

(10)
instruct all personnel to:

(a)
lock their outside door, close windows and blinds, turn off lights (if safe to do so) and instruct students and staff to assume a position away from windows and doors.

(b)
if loud noises or a gunshot are heard (or directed to do so), immediately initiate the basic “duck and cover” techniques (i.e., crouched or lying down position, and if possible, use objects immediately available to stay behind or under).

(c)
have an accurate headcount and accounting for others.

(d)
allow no personnel under their control (students and staff members) are allowed to leave their rooms -- even to the bathroom.

(e)
if in an outside class, respond to a secure location -- depending on the circumstances, this may be either inside or away from the site.

(f)
when safe to do so, place the site’s Safe Room Notice (i.e., check mark; green construction paper with Safe Room written on it; same hang tag used to indicate a room has been searched and is safe in your school bomb threat protocols; etc.) in a visible location for persons outside to see (i.e., window of door, under the door, door jam, window close to the door, etc.)
(g)
provide psychological first aid.

(h)
be prepared for police to suddenly appear and for the possibility of being relocated.

(11)
after resolution, announce via intercom of the “All Clear” signal.

(12)
check and account for staff and student status

(13)
send home letter to parents

(14)
conduct an after action debriefing

LOCKDOWN

(Present or Imminent Threat)

1. Conduct immediate assessment

____
Quickly and calmly attempt to confirm the type of incident and verify as much information as you can.


____
Rumor*** (see para 2 below and if possible, remember to separate witnesses)


____
Barricaded suspect/hostage


____
Gun shot(s)


____
Sniper/drive-by shooting


____
Attack on building – “shooting rampage”


____
Other:__________________________________________________________

NOTE: If any information about the incident is obtained from a student or overheard, write it down and get the information to the administrator in charge or law enforcement officer.

2. Sound warning to faculty/staff

____
Announce a “LOCKDOWN” via the intercom and school radio (consider cell phones as a backup).

“All personnel must immediately implement their LOCKDOWN procedures.”

***IF IT IS DETERMINED TO BE SAFE TO DO SO -- ADD: 

“The CMT will meet in the Principal’s Conference Room (or other selected Incident Command Post Location) at ___o’clock”. (Ex: if there is a rumor of a firearm on campus, you may wish to form your CMT versus a trespasser seen on campus with a gun, you would not activate your team right away)

3. Summons help

_____
911 for local law enforcement 

_____
623-3996 for School Security Services – who in turn will contact the appropriate area director, public affairs office, assistant superintendent for administration, transportation, etc.

4. Deactivate alarms

_____
Turn off change-of-class bell until the conclusion of the crisis

_____
If the fire alarm sounds, immediately announce via the intercom and radio for staff to, 


“Please DISREGARD the alarm and await further instruction(s).  If you have any fire concerns, please immediately contact to the main office via landline, intercom, or radio.”

5.
Without unnecessary exposure (safety concerns), ensure lockdown of building, secure areas, and monitor situation.  Staff should:

____
if outside the building with students, report to a pre-determined designated “safe assembly area.”

____
space permitting, move everyone they can in their room or area to safety-inside and away from the doors and windows. Permit no one to leave the classroom, and do not allow anyone to enter the classroom. No one is to be outside a secured room or area. If gunshot or explosion is heard, get everyone on the floor and use the basic duck and cover techniques.

____
lock all doors and windows.  All lights should be turned off and shades drawn if the room is visible from the outside.

____
if the room and occupants are safe, place your site’s Safe Room Notice (i.e., check mark, green or white construction paper with Safe Room written on it, same hang tag used to indicate a room has been searched and is safe in your school bomb threat protocols, etc.) in a visible location for persons outside to see (i.e., window of door, under the door, door jam, window close to the door, etc.). This protocol will assist law enforcement and security in their response so that responding teams can easily see the placards, thus establishing a priority response to rooms without the placard that may be considered the hot zone and expedite the search process.

____
notify the main office of missing students via intercom or other means of communication, if possible.

____
maintain awareness of conditions and threat source.

____
be prepared for contingencies.

6.
While waiting for emergency responders, the Administrator should:

____
remain calm.

____
establish an incident command post in an easily accessible, secure area (have your site’s crisis management plan readily accessible), and manage the crisis from this location.

____
ensure the telephones are working (if not, use cellular telephones or radios).

____
switch bells/fire alarm system to manual mode to prevent an alarm and accidental class change or evacuation.

____
designate a parent/family waiting area.

____
establish an emergency health center to treat minor injuries or trauma.

7.
Work with law enforcement to resolve situation

____
If not already accomplished, and determined to be safe, secure inner and outer perimeter of the campus for access control.

8.
After “All Clear”

____
Announce over the intercom the end of the lock down: “This concludes the lock down procedure. Please resume your regular activity.”

9.
Initiate recovery and follow-up activities

____
Conduct an after incident debriefing (and modify the plan if needed).

____
Send written notification to parents (coordinate this letter with the Public Information Officer and Area Director).

DWF:lockdown checklist 2005

CAMPUS LOCKDOWN ASSIGNMENTS

Identify those school personnel who are required to ensure no unauthorized access to the campus.  Assignments should include securing / locking specific doors, gates, fences, driveways, etc.  These actions will take place ONLY when it is determined to be safe to do so.

	LOCATION OF DOOR, GATE, FENCE, DRIVEWAY ENTRANCE, PERIMETER WALK-THRU GATE, ETC.
	PERSON RESPONSIBLE



	Front Gate
	Deputy Montaldo

	All other gates are locked
	Checked by Head Custodian.


SAFE       ROOM

(2)
MODIFIED LOCKDOWN is defined as “For crisis emergencies not posing an immediate threat to our students or staff, but could potentially affect our campus well being.”  This situation requires us to assemble our Crisis Management Team, lockdown our perimeter, the exterior doors, suspend outside activities, continue with classroom instruction, and other actions stated below.  A law enforcement activity that could potentially “spill over” to a campus is an example of a situation requiring us to implement a Modified Lockdown. See next page for the Modified Lockdown Checklist.  The site administrator (Incident Commander) will:

a
announce over the public address system, "Please pardon the interruption.  Due to _____STATE “BASIC” REASON_____, we are implementing our MODIFIED LOCKDOWN procedures.  Teachers and staff please lock your doors and close your blinds.  All C.M.T. members will report to the conference room (Incident Command Post) at____o'clock for a meeting.”
b
contact School Security Services at 623-3996. .  School Security Services will contact the area director, public affairs, assistant superintendent for administration, transportation, etc.

c
brief the C.M.T. members on the reason for the Modified Lockdown, as well as their respective taskings, if applicable.
d
ensure:
(1)
classroom doors are locked.

(2)
exterior doors to facilities are locked.

(3)
perimeter fencing is secured.

(4)
gates are locked.




(5)

campus entryways / driveways / pass through areas are posted with an adult to monitor / control access.

e
consider suspending outside activities.

f
ascertain status of off-campus field trips, etc. (i.e., check with area director)

g
continue normal operations within the confines of the school (i.e., normal classroom instruction); however, an adult must supervise all movement outside the classroom.

h
send home letter to parents (after coordination with the District PIO and Area Director).

i
conduct an after action debriefing.

MODIFIED LOCKDOWN 

(Potential Threat)

1.
Conduct Immediate Assessment

____
Quickly and calmly attempt to confirm the type of incident and verify as much information as possible. 


____
Rumor


____
Neighborhood disturbance


____
Law Enforcement activities in area of school


____
Other: ______________________________________________________

2.
Summons Help

____
If not contacted by Security Services Department or local law enforcement authorities, contact School Security Services at 623-3996.  School Security Services will contact the local law enforcement agency, appropriate area director, public affairs office, assistant superintendent for administration, transportation, etc.

3.
Sound warning to faculty/staff

____
The principal or designee will announce a “MODIFIED LOCKDOWN” via the intercom and school radio. Consider cell phones as a backup means of communication.

        
“All personnel must immediately implement their MODIFIED LOCKDOWN procedures. The CMT will meet in the Principal’s Conference Room (or other selected Incident Command Post Location) at ___o’clock”. 

4.
Establish an incident command post

____
Easily accessible and secure area from which to control the event

____
Have your site’s crisis management plan readily available

____
Ensure the telephones are working (if not, use cellular telephones or radios)

5.
Ensure all access points to the campus/student congregating areas are:

____
locked, or

____
controlled access via adult monitors

6.
Suspend or consider suspending outside activities, including:

____
PE

____
clubs

____
field trips

____
other

7.
Implement “Adult Monitoring”/“Buddy System” protocols.  Consider the following.

____
Adult monitoring for all students outside of classrooms, or

____
Having students in groups of two/three/four outside of classrooms (taking into account the age of the students and potential threat against school)

____
Instruct staff to notify the main office of missing students via intercom or other means of communication, if possible

____
B prepared for contingencies

8.
After “All Clear”

____
Announce over the intercom the end of the Modified Lockdown: “This concludes the Modified lockdown procedure. Please resume your regular activity.”

9.
Initiate Recovery and Follow-up Activities

____
Conduct an after incident debriefing and modify the plan if required

____
Send home written notification to parents (after coordination with the District PIO and Area Director)

DWF:modified lockdown checklist 2005

CAMPUS LOCKDOWN ASSIGNMENTS

Identify those school personnel who are required to ensure no unauthorized access to the campus.  Assignments should include securing / locking specific doors, gates, fences, driveways, etc.  These actions will take place ONLY when it is determined to be safe to do so.

	LOCATION OF DOOR, GATE, FENCE, DRIVEWAY ENTRANCE, PERIMETER WALK-THRU GATE, ETC.
	PERSON RESPONSIBLE



	Front Gate
	Deputy Montaldo

	All other gates are locked
	Checked by head custodian

	Classroom Building exterior doors
	Teachers located adjacent to the door.


3.
For crisis emergencies requiring the formation of the C.M.T., BUT NOT necessitating a campus lock down: 

a
The site administrator will:

(1)
announce over the public address system, " All C.M.T. members will report to the conference room at         o'clock for a meeting." All District employees (permanent, temporary, and substitute), regardless of their work-sites, can better be familiar with a standardized code.
(2)

brief the C.M.T. members on the reason for the meeting, as well as their respective taskings, if applicable.

b
C.M.T. members will immediately respond to the call, ensuring that students under their control are cared for by an employee/responsible adult.

c
All other employees will continue with their normal operation, unless instructed by an administrator to do otherwise.  

4.  LOGISTICS AND ADMINISTRATION: This section identifies policies and procedures that should be used if additional supplies and/or equipment are needed to support a specific crisis situation.  In addition, this section spells out the: (A) specific logistic requirements relative to crisis situations and this plan; (B) plan maintenance; (C) legal references for this crisis plan; and (D) guidance resource documents and District mutual aid agreements.

A. Logistics:  

(1)

During emergencies of any kind, local resources will be subject to the discretionary use of the site administrator.

(2)
Any district-owned vehicle may be necessary to support a site's crisis management situation, and crisis management situations take precedence over normal usage.

(3)
The site's food service manager will support the site administrator's decision to use food or beverages in connection with a crisis management situation.

(4)
If additional items are needed (i.e., ladders, vehicles, bolt-cutters, radios, etc.), contact the 24-hour Security Services Department at 623-3996.  The Department will coordinate these requests through the appropriate District agency.

(5)
If a crisis situation requires the intervention of law enforcement personnel (i.e., criminal action calling for an arrest of an individual), consider asking your SRO / SRD (if applicable) to contact their agency to transport the arrested person, so that your officer may remain on the campus.

(6)
The site's nurse/designate will coordinate any additional medical needs as required.

(7)
Transportation may be contacted at 982-5500 (primary number) or 982-5514 (alternate number) to arrange for mass transportation needs.

(8)
Consider the needs of your special school population (students and staff with disabilities, limited English proficiency individuals, ESE students, very young students, etc.).

(9) The Security Services Department maintains school site blue prints with specially identified/highlighted location(s) of HAZMAT storage area(s).

(10) The Security Services Department will, as necessary, coordinate additional support from specialized law enforcement agencies (i.e., K-9, Bomb Disposal, ATF, FBI, etc.).

(11) Request a “No fly zone” via the Federal Aviation Administration (FAA) at 813-371-7760.

(12) In the event of a criminal event, ensure personnel are reminded (when applicable) not to move, clean, remove, or tamper with anything; -- leave the scene “as is.”

B. Administration:  It is understood that for this plan to be effective in our ability to enhance the safety and well-being of students, staff, and visitors alike; its contents must be known and understood by those who are responsible for its implementation. 

(1)
This plan was subsequently coordinated and approved by our Area Director, Sherrie Sikes, and Security Services Director, David Friedberg, on 8/14/2008(this date must be no later than the first school day, each school year).

(2)
In accordance with District policy, the Superintendent, Superintendent’s staff, all area directors, the Manager for Safety, Manager for Security, Director of Pupil Administration, and all District Security Officers will complete, no later than August 1, 2006, the Federal Emergency Management Institute’s IS–700 National Incident Management System (NIMS) 3-hour, on-line training course (http://www.training.fema.gov/EMIWeb/IS/is700.asp).  Personnel appointed after August 1, 2006, will be required to enroll and complete this course within 6 months of assignment.  In addition, all site administrators, Manager for Security, Assistant Manager for Security, and Security Service Department Supervisors (Sergeants and above) will complete or be enrolled in the Federal Emergency Management Institute’s IS-362 – Multi-Hazard Emergency Planning for Schools 8-hour, on-line training course (http://www.training.fema.gov/EMIWeb/IS/is362.asp ) than August 1, 2006.  Personnel appointed after August 1, 2006, will be required to enroll in and complete this course within 6 months of assignment. Also, all Security Officers (Security Officer I through Director) will complete the Federal Emergency Management Institute’s IS-195–Incident Command System 10-hour, on-line training course( http://www.training.fema.gov/EMIWeb/IS/is195.asp )  no later than August 1, 2006.  Personnel appointed after August 1, 2006, will be 
        required to enroll and complete this course within 6 months of assignment.  Lastly, the Manager for Security and Director of Pupil Administrative Services will complete the Federal Emergency Management Institute’s IS-235–Emergency Planning training 10-hour, on-line training course (http://www.training.fema.gov/EMIWeb/IS/is235.asp ) no later than August 1, 2006.  Personnel appointed after August 1, 2006, will be required to enroll and complete this course within 6 months of assignment.  Course completion documentation will be forwarded to the District’s Staff Development office, with a copy maintained at the site. In-service credit points (pts) will be awarded as follows upon successful completion of each training program:  IS700 – 3 pts; IS-362 – 10 pts; IS-195 – 10 pts; and IS 235 – 10 pts. 

(3)
All staff members were trained relative to this plan’s contents on August 11, 2007 and the training documentation is located in/at Room 102g.

(4)
Individual Crisis Team Members have received specialized training relative to their team position (i.e., Evacuation person, Accountability Person, Media Liaison, etc.; see earlier pages of this plan for position descriptions) and this training is recorded on pages found at the end of this document.

(5)
The Administrator will ensure that the school/site test its crisis management plan at least semi-annually via table-top, functional, or full-scale crisis response exercises for the school’s crisis team members and at least annually for all other staff members.

(6)
At least once each year, each site administrator will ensure a newsletter is sent home advising students and guardians of their site’s off-campus Student Evacuation and Parent Reunification Staging Areas.

(7)
The Administrator will send home a specially prepared letter with your students anytime the site’s crisis management plan is activated -- see Tab Titled “Sample Crisis Letters.”  Before sending out this correspondence, the site administrator should contact the District’s Public Information Officer for assistance and coordinate this special letter with his/her Area Director.

(8)
No later than (NLT) July 15, each year, our law enforcement / fire agencies are provided District site blue prints (accomplished via the Security Services Department).

(9)
In the event required/requested, the Administrator should be prepared to arrange for an expedited process to access student information/records.

(10) The Administrator will ensure that the recording/tracking of incident information is accomplished and maintained (who, what, when, where, and why [if known]).

(11) The Administrator will maintain a listing of all site personnel issued a site master key.

	1. Mr. Scott
	5. Ms. Turner
	9. Ms. Shirley

	2. Ms. Voida
	6. Ms. Trevino
	10. 

	3. Mr. Spahn
	7. Ms. Sandoval, M.
	11. 

	4. Deputy Montaldo
	8. Ms. Avila, S.
	


C.
Plan Maintenance:  The site administrator will ensure that necessary changes and revisions to this plan are prepared, coordinated, published, distributed, and that staff are subsequently trained.  This plan will undergo at least an annual review and a revision whenever:

(1)
It fails during an emergency.

(2) Exercises, drills, or real-world implementation of this plan reveal deficiencies or “shortfalls” provided via individual after-action debriefs.

(3) Regulatory or “best practices” change.

(4) Potential “events” need to be addressed.

(5)
Any other circumstances change that effect protocols or conditions.

D.
Authority, Guidance Resource Documents, Mutual Aid Agreements

1. Authority


(a)
Federal


1
No Child Left Behind Act, Title IV Section 4114 (d)(7)(D) requires all local educational agencies receiving Safe and Drug Free School funds to have a "crisis management plan for responding to violent or traumatic incidents on school grounds" - Anticipating the potential for violence in schools. Violence prevention programs must meet specified principles of effectiveness and be grounded in scientifically based research that provides evidence that programs will reduce violence and illegal drug use.


2
Homeland Security Presidential Directive – February 5, 2003 – The President directed the Secretary of Homeland Security to develop and administer a National Incident Management System (NIMS); providing a consistent nationwide template to enable government, private sector, and non-governmental organizations to work together during domestic 

incidents.  This was accomplished on March 1, 2004.  NOTE:  In order          for our District to receive any federal grant funds relative to emergency response, we are federally mandated to be in NIMS compliance.


(b) State

1
F.S. 1006.07(4)(a)(b) – District School Board Duties Relating to Student Discipline and School Safety

2   F.S. 1013.13(1) - Coordination of School Safety Information; Construction Design Documents

(c) Local – Superintendent Directive, July 1, 2004

2. Guidance Resource Documents

(a)
Letter from the Deputy Secretary -- A Homeland Security/FBI bulletin on the terrorist attack in Beslan, Russia, 2004.

(b)
Practical Information on Crisis Planning: A Guide for Schools and Communities.  The U.S. Department of Education has developed a guide to provide schools and communities with basic guidelines and useful ideas on how to develop emergency response and crisis management plans. Hard copies of the Guide are now available and can be ordered from ED Pubs., May 2003.
(c)
Practical Information on Crisis Planning Brochure.  This companion brochure to the full Crisis Planning Guide provides general information and guidelines on how to be prepared for a crisis. August 2004 

(d)
Bomb Threat Assessment Guide.  The Office of Safe and Drug-Free Schools, along with the Bureau of Alcohol, Tobacco, Firearms, and Explosives (ATF), released a new interactive CD-ROM on responding to bomb threats. The CD-ROM, "Bomb Threat Response: An Interactive Planning Tool for Schools," is a tool for schools that includes staff training presentations and implementation resources.  A copy of this guide has been distributed to every school district in the country. The ATF also distributed the CD-ROM to state and local law enforcement and public safety agencies. In addition to the CD-ROM, a new website http://www.threatplan.org/, was established to provide online support to the CD-ROM and additional information. NOTE: Our Security Services Department’s Director, David Friedberg, was selected by the US Department of Education, Drug and Safe Free Schools, to serve on the National Committee that developed this resource.

(e)
The Safe School Initiative - A Guide to Managing Threatening Situations and to Creating Safe School Climates and Final Report and Findings of the Safe School Initiative: Implications for the Prevention of School attacks in the 
      United States
.  The U.S. Dept. of Education and the U.S. Secret Service collaborated to produce two reports that outline a process for identifying, assessing, and managing students who may pose a threat of targeted violence in schools, as well as ideas for creating safe school climates.  These publications were produced for school persons, law enforcement, and others with protective responsibilities in our Nation's schools.

3. Mutual Aid Agreements

a. Hillsborough County Sheriff Office

b. Tampa Police Department

c. Temple Terrace Police Department

d. University of South Florida Police Department

e. Hillsborough County Emergency Operations Center (EOC)

5.
COMMAND AND SIGNAL: The site administrator will identify the location of the primary emergency control center, site's chain of command, and communications

A.
The primary emergency control center is the site administrator's conference room, however, this may vary depending upon the specific crisis.

B.
Chain of Command:  The normal chain of command (i.e., Superintendent, Assistant Superintendent, Area Director, site administrator/principal, assistant principal for administration, etc.) applies during many crisis management situations, except when local police/sheriff/fire personnel (or other emergency response authorities) have assumed control due to law enforcement/emergency necessity.

C.
Common Language:  In order to enhance operational effectiveness, all responding agencies will use NIMS common language – see Annex 1 for NIMS Glossary of Terms.

D.
Communications:  

(1)
The site's public address system is normally the primary means of site communication.  The site's portable radio communications, telephone system, fire alarm system, and individuals (runners) designated to carry verbal communication from the administrator to another (i.e., directions, requests, etc.) are considered backup means of communications.

(2)
The Security Services Department is staffed 24 hours a day, 365 days a year, and possesses landline communications and an 800 MHz radio system that is interoperable with the Hillsborough County Sheriff’s Office. This system also has an additional radio “mutual aid” channel -- designated solely to facilitate local, state, and federal emergency response.

(3)
Our District’s Transportation Department has their own radio frequency and a fleet of over 1300 radio-equipped buses, sedans, and trucks (982-5511).

(4)
The Florida Department of Law Enforcement (FDLE / 878-7300) or Sheriff’s Office (HCSO / 247-8000) may be able to provide additional radio communications.

(5)
In the event of a District-wide emergency (i.e., bomb threat, tornado, etc.):

(a) all principals will be notified via three separate means:  (1) * a numerical code on their District-issued emergency pager, (2) * District-wide First Class email system, and (3) a follow-up phone call from the applicable Area Director’s office. (*The Assistant Superintendent for Administration will activate both of these notification systems)

(b) principals/administrators will confirm the successful resolution of their school’s response to an emergency via telephone notification to their Area Director’s office, who will in turn notify Security Services via 623-3996.

(6)
If the County experiences a total utility/communication failure (i.e., electric, landline phones, computer, pager, cellular, and Security Services Department’s radio system), our local Regional National Weather Service Office (NWSO) will allow us to use their National Weather Alert Radio system to disseminate emergency communication to multiple, region, or county-wide District schools/sites.  The Security Services Department will coordinate this request via the County Emergency Operations Center (2711 E. Hanna Ave, 33610, tel. #272-6408) and the Regional NSWO (2525 14th Ave. SE, Ruskin, 33570, tel. #645-2323).

(7)
Each Monday (or the next workday following a holiday), at 10 a.m., the Assistant Superintendent for Administration will activate District’s emergency pager notification system (8-Test, 555-Weather Alert, 111-Emergency, and 000-All Clear), as well as the IDEAS network-based computer emergency alert notification system. Immediately following these tests, each Principal/Administrator will perform a battery verification of their District-issued Weather Alert Radio.

22 Enclosures:

Annex 1
National Incident Management Summary and Glossary of Terms

Annex 2
District Incident Command System (ISC)
Annex 3
District Response Team (DRT)

Annex 4
District Crisis Response  & Intervention Team

Annex 5
Communications (Public Affairs / Important Phone # / Sample Parent Letters)

Annex 6
Recovery Operations

Appendix 1
Bomb Threat
Appendix 2
Firearm or Weapon

Appendix 3
Trespasser
Appendix 4
Out of Control Person (Student, Parent, Staff, or Others)

Appendix 5
Managing a Severe Behavioral Incident - Elementary Level 

Appendix 6
Fighting

Appendix 7
Attempted / Removal of Student From Campus by Non-Custodial Parent

Appendix 8
Armed Robbery  (a) Individual  (b) Activity

Appendix 9
Neighborhood Civil Unrest, Includes Large Scale Affray/Riotous Situations 

Appendix 10
Attempted / Hostage or Abduction of Student or Staff

Appendix 11
Biological (Anthrax and/or Ricin) and Mail Handling
Appendix 12
Shelter-In-Place; Chemical and / or Radiation Terrorism Threat

Appendix 13
Water Contamination or Outage

Appendix 14
Electric Disruption or Outage

Appendix 15
District Terrorist Threat Level Procedures

Appendix 16
Other Appendix Information
cc:
Each School/Site Administrator


Area Directors


Superintendent and Staff


District Administrators (Supervisor and above)

TAB 1

School / Site Crisis Response Team Personnel Assignments 

School / Site Name: Shields Middle School        School Year: 2007-2008               
Each site administrator should assign / designate at least one primary and one alternate staff member for each Crisis Management Team (CMT) position listed below.  Ensure that all CMT members are familiar with ALL CMT positions and responsibilities, but extremely familiar with the position to which they are assigned.

Primary
Tom Scott
On-Scene Crisis Management Leader 

(Administrator)




Alternate
Jason Spahn
Primary
Anna Voida
Evacuation Person 

Alternate
Emma Turner
Primary
Laura Trevino
Communications & Emergency Notification

Person






Alternate
Sylvia Rodriguez
Primary
Dana Koch
Student & Staff Accountability Person









Alternate
Aracelli Martinez
Primary
Vicky Berkowitz
Media Liaison Person 

Alternate
Juana Herrera
Search Team Leader 



Primary
Douglas Benton
Alternate
Anna Robinson
School Nurse or Medical Person

Primary
Patricia Villone
Alternate
Debbie Meeks
Food, Water, Shelter, & Transportation
Primary
Sara Penagos
Person 

Alternate
Patty Caranza
Primary
Anne Shirley
Rumor Control / Recorder Person









Alternate
Marti Stevens
Primary
Michele Noiseux
Safety Liaison Person 

Alternate
Donna Griffin
Primary
Deputy Montaldo
Traffic Control / Perimeter Control Person









Alternate
Irma Carmona
Primary
Paulina Martinez
Bi-Lingual Translator 



Alternate
Ashley Rosado
Exercise Coordinators



Primaries
Jen Williams
Alternates
Nicole Hildebrand
TAB 2

The School District of Hillsborough County

School Crisis Management (CMT) Training Document

Please indicate the School’s/Site’s CMT members, their applicable CMT assignment, certifications and training assignments dates, and contact numbers.  Also, ensure you identify all staff members who will cover classrooms for other assigned CMT members who have direct supervision of children.  Also, identify all staff trained and certified in CPR and/or First Aid and/or in the operation of the Automatic External Defibrillator (AED).

	NAME
	CMT

Assignment 

(Date Assigned

Position)
	CMT Trained

YES/NO

(& Date)
	CPR    Trained

YES/NO

(& Date)
	First Aid Trained

YES/NO

(& Date)
	AED Trained (& Date)

YES/NO

(& Date)
	 Contact Numbers

(H) - Home

(C) -Cellular

(P) - Pager
	Coverage

Personnel Name
	Multi-

Hazard

Trng –

IS-362

On-

Line 

Course

YES/

NO

(Date)



	Jason Spahn
	8/31/06
	Yes
Oct 2006
	Yes
Oct 2006
	Yes
Oct 2006
	Yes
Oct 2006
	672-1290
495-0048
Pager
	Coverage Personnel

	No

	Tom Scott
	8/5/04
	Yes

July 2004
	Yes

Oct 2006
	Yes

Oct. 2006
	Yes

Oct. 2006
	986-9420

541-8432

Pager
	Coverage Personnel

	No

	Ana Voida
	8/5/04
	NO

DATE
	N

DATE
	NO

DATE
	NO

DATE
	837-8452

293-5475

Pager
	Coverage Personnel

	No

	Laura Trevino
	8/5/04
	YES

SPRING 04
	YES

SPRING 04
	YES

SPRING 04
	YES

SPRING 04
	634-8257

Cellular
Pager
	Coverage Personnel

	No

	Sonia Rodriguez
	8/31-06
	NO

DATE
	NO

DATE
	NO

DATE
	NO

DATE
	641-2290
Pager
	Coverage Personnel

	No

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	NAME
	CMT

Assignment 

(Date Assigned

Position)
	CMT Trained

YES/NO

(& Date)
	CPR    Trained

YES/NO

(& Date)
	First Aid Trained

YES/NO

(& Date)
	AED Trained (& Date)

YES/NO

(& Date)
	 Contact Numbers

(H) - Home

(C) -Cellular

(P) - Pager
	Coverage

Personnel Name
	Multi-

Hazard

Trng –

IS-362

On-

Line 

Course

YES/

NO

(Date)

	Vicky Berkowitz
	8/5/04
	NO

DATE
	NO

DATE
	NO

DATE
	NO

DATE
	672-8780

335-0572

Pager
	Coverage Personnel

	No

	Juanna Herrera
	8/5/04
	NO


	NO

DATE
	NO

DATE
	NO

DATE
	634-2465

Pager
	Coverage Personnel

	No

	Douglas Benton
	7/31/06
	NO

DATE
	NO
	NO

DATE
	YES

12/03
	653-1597

416-9413

Pager
	Coverage Personnel

	No

	Anna Robinson
	7/31/06
	NO

DATE
	NO

DATE
	NO

DATE
	NO

DATE
	766-0364

Pager
	Coverage Personnel

	No

	Joleen tindle
	7/31/06
	NO

DATE
	NO

DATE
	NO

DATE
	NO

DATE
	633-5008

215-3708

Pager
	Coverage Personnel

	No

	Aracelli Martinez
	7/31/06
	NO

DATE
	NO

DATE
	NO

DATE
	NO

DATE
	787-6818

Cellular
Pager
	Coverage Personnel

	No

	Anne Shirley
	08/05/04
	Yes

5/04
	YES

5/04
	YES

5/04
	YES

5/04
	649-0479

505-9062

Pager
	Coverage Personnel

	No

	Marti Stevens
	8/5/04
	NO

DATE
	NO

DATE
	NO

DATE
	NO

DATE
	641-0691

417-7812

Pager
	Coverage Personnel
	No

	Michelle Noiseux
	8/5/04
	NO

DATE
	NO

DATE
	NO

DATE
	NO

DATE
	899-4385
	Coverage Personnel
	No

	Donna Griffin
	8/5/04
	NO

DATE
	NO

DATE
	NO

DATE
	NO

DATE
	645-9298

376-3479
	Coverage Personnel
	No

	Deputy Montaldo
	7/31/06
	NO

DATE
	NO

DATE
	NO

DATE
	NO

DATE
	334-3200
	Coverage Personnel
	No

	Brittany Seabury
	7/31/06
	NO

DATE
	NO

DATE
	NO

DATE
	NO

DATE
	651-3468
	Coverage Personnel
	No

	Paulina Martinez
	7/31/06
	NO
	NO
	NO
	NO
	672-3965
	Coverage Personnel
	NO

	Irma Carmona
	8/5/04
	NO
	NO
	NO
	NO
	645-9298

376-3479
	Coverage Personnel
	NO

	Jen Williams
	7/5/04
	NO
	NO
	NO
	NO
	956-5808


	Coverage Personnel
	NO

	Nicole Hildebrand
	7/31/06
	NO
	NO
	NO
	NO
	767-2644
	Coverage Personnel
	NO


TAB 3

The School District of Hillsborough County

SCHOOL / SITE CMT AFTER NORMAL DUTY HOURS EMERGENCY NOTIFICATION CALLING TREE

EXAMPLE

If an incident arises necessitating the formation of the School/Site's CMT after normal duty hours, the below EXAMPLE calling tree can be used:
Tom Scott - Contacts:

Name:
Jason Spahn

Tel. 672-1290

Cell 495-0048
Pager Pager #
Name:
Anna Voida

Tel. 837-8452

Cell 293-5475
Pager Pager #
Name:
Emma Turner

Tel. 876-4138

Cell230-9891
Pager Pager #
Jason Spahn - Contacts:
Name:
L aura Trevino

Tel. 634-8257

Cell
Pager Pager #
Name:
MaryJane Sandoval
Tel. 391-2042

Cell #
Pager Pager #
Name:
Sara Penagos

Tel. 892-5135

Cell #
Pager Pager #
Anna Voida - Contacts: 

Name:
Aracelli Martinez     
Tel. 787-6818

Cell
Pager Pager #
Name:
Sylvia Rodriguez

Tel. 6412290

Cell
Pager Pager #
Name:
Juana Herrera

Tel. 634-2465

CellCell #
Pager Pager #
Dwayne Climes - Contacts: 

Name:
Douglas Benton
Tel. 653-1597

Cell 416-9413


Name:
Sheril Koza 

Tel. 655-5126

Cell416-2343

Name:
Debbie Meeks

Tel. 677-7833

Cell #830-1710 Pager #
TAB 4


The School District of Hillsborough County


ON- Campus Evacuation Plan

School / Site:  Shields Middle School



Date July 1, 2007
Primary Location
Below listed sites should be located at least 300' from the school facility, to include portable classrooms.
*On-Scene Command Post
Gated entrance to the school 

Student Evacuation Site
School Track

Media Containment Site
19th Ave and Beth Shields Way
Parent / Reunification Site
Gated entrance to the school
Medical Staging Site

Agriculture hot house
Bus Dismissal Site

Along 19th Avenue


_____________________________________________________________________________

Alternate Site

In the event the primary evacuation areas identified above cannot be used, alternate locations must be pre-identified.  The alternate locations can be on the same campus, however, must still be located 300' from any school facility, to include portable classrooms).
*On-Scene Command Post
Tennis Courts

Student Evacuation Site
Tennis Courts

Media Containment Site
Entrance at 19th Ave

Parent / Reunification Site
Front Gate to the school

Medical Staging Site

School track

Bus Dismissal Site

Along 19th Ave


____________________________________________________________________________

* The Incident Command Post must also be moved 300' from any part of the school facility, to include any portable classrooms, if a suspected device / unusual object is identified or located within the school facility.

NOTE:  In order to alleviate both the perceived and real threat of targeting our personnel during evacuations, the administrator must VARY between using the primary and alternate evacuation staging areas (i.e., primary, primary, alternate, primary, alternate, alternate, alternate, etc.).

TAB 5
The School District of Hillsborough County

OFF - Campus Evacuation Plan

School/Site: Shields Middle School



Date:  July 1, 2008
Primary Site:  NOTE: This site MUST be another school site, possibly in close proximity.  Factors that must be taken into account for selecting this or the Alternate Site are:  (1) the evacuation may last from a couple of hours to days, or longer; (2) the facility has enough space for the evacuated school’s students and staff (i.e., elementary schools cannot adequately handle most high schools or middle schools);  (3) restrooms; (4) cafeteria or eating area; (5) educational space for classes to continue; (6) parking for students, staff, parents, etc.; (7) selected and pre-determined locations for Incident Command Post, parents reunification, media staging, etc.





Cypress Creek Elementary School
On-Scene Command Post
Main Office

Student Evacuation Site
Cafeteria

Media Containment Site
Classroom #TBD
Parent / Reunification Site
Media Center
Medical Staging Site

Nurse Station

Safe Route to Evacuation Area
To 19th Ave, turn left to entrance to Cypress Creek, turn left to the school 

Bus Dismissal Site & Safe Route to Bus Dismissal
Bus Ramp to 19th Ave, then right or left to drop off sites.

Alternate Site   

On-Scene Command Post
Lennard High School
Student Evacuation Site
Lennard High School
Media Containment Site
Classroom #TBD
Parent / Reunification Site
Gymnasium
Medical Staging Site

Nurse Station
Safe Route to Evacuation Area
19th Ave. to 30th St SE to SR674 to 21st  St... 

Bus Dismissal Site & Safe Route to Bus Dismissal
Bus Ramp to 19th Ave, see above
TAB 6

Off-Site Evacuation Checklist
Completed 


1. Notification to evacuate off-site:





 A. 
Received from:











 B. 
Reason:












 C. 
If not already accomplished, notify School Security who will notify your Area Director and the District Public Information Officer.



2. 
Establish your Incident Command Post and manage the evacuation from that location.



3. 
Notify your Crisis Management Team that an evacuation is imminent.



4. 
Determine the reunification staging area for this event- 



(see your CMP, Basic Plan)



5. 
Determine your mode of transportation to the reunification site (walking or bus). 






 A. 
Walking- Determine route and assign safety persons to monitor while en-route.





 B. 
Bus- Notify Transportation @ 982-5500  They will need the following 





information:






Number of students

 
Number of staff







Special needs requirements




6. 
Ensure your key staff members gather your site’s:





 A. 
Crisis management kit 


 D. Trauma kit 







 B. 
Student attendance roster

 E. Faculty attendance roster 





 C. 
Student and staff medications



7. 
Evacuate the campus.  Ensure staff locks all rooms and windows (custodial crew will double check). Staff members should also bring their personal items (i.e., purse, medications, car keys etc.). 



8. 
Upon arriving at the reunification site, establish a new Incident Command Post and manage the incident from that location.



9. 
See CMP, Basic Plan, for establishing other required staging areas:

_______A. 
Media



 C. 
Medical 

_______B.
Parent reunification


 D.
Dismissal


Off-Site Evacuation Checklist

TAB 7

The School District of Hillsborough County

SCHOOL/SITE CRISIS Management Kit

The Crisis Management This portable kit should remain easily accessible in the front office or other designated and widely known location and taken to the Incident Command Post at either an on or off campus location.  The kit should contain the following items and any others determined by the school/site’staff/administration).

 FORMCHECKBOX 

Current copy of the CEMP & Emergency Action Checklists

 FORMCHECKBOX 

Complete set of keys to the entire facility

 FORMCHECKBOX 

Emergency Information (student and or staff members)

 FORMCHECKBOX 

List of assigned CMT members

 FORMCHECKBOX 

List of all staff trained in CPR, first aid, and AED operation

 FORMCHECKBOX 

Portable medical needs kit (please see following page)

 FORMCHECKBOX 

10 reflective vests (with embroidered CMT positions; for easy identification during a crisis)

 FORMCHECKBOX 

10 copies of school/site map (inclusive with electrical, water, and gas shut off locations)

 FORMCHECKBOX 

Bullhorn with charged batteries

 FORMCHECKBOX 

AM/FM portable radio

 FORMCHECKBOX 

10 flashlights and batteries

 FORMCHECKBOX 

On and Off-Campus Evacuation Plans

 FORMCHECKBOX 

Map with pre-identified emergency shelter (pre-marked with designated route to it)

 FORMCHECKBOX 

List of local hospitals for medical emergencies

 FORMCHECKBOX 

Names of students with special needs (and what the special needs are)

 FORMCHECKBOX 

Local phone book

 FORMCHECKBOX 

Listing of staff members who possess cellular phones

 FORMCHECKBOX 

Local street and zone maps

 FORMCHECKBOX 

2-3 clipboards

 FORMCHECKBOX 

10 legal pads

 FORMCHECKBOX 

15 ballpoint pens

 FORMCHECKBOX 

15 fine point markers

 FORMCHECKBOX 

1000 + peel off white stickers (for student/faculty ID use)

 FORMCHECKBOX 

School/site walkie-talkies

 FORMCHECKBOX 

Plastic red/yellow tape on a roll 

 FORMCHECKBOX 

50-100 feet for cordoning a specific area

TAB 8

The School District of Hillsborough County

SCHOOL/SITE PORTABLE TRAUMA KIT

The Portable Trauma Kit should remain easily accessible in the nurse’s office or other designated and widely known location and be taken to the on-scene medical treatment staging area at either an on or off campus location.  The kit should contain, as a minimum, the following items and any others determined by the school/site’staff/administration.  For additional information, contact Ms. Karen Brown, Supervisor, School Health Services at 273-7065.

 FORMCHECKBOX 

Four blankets (or small thermal blankets)

 FORMCHECKBOX 

Small bottle of sterile water/saline

 FORMCHECKBOX 

Antiseptic wipes

 FORMCHECKBOX 

Bottle of waterless hand cleaning gel

 FORMCHECKBOX 

Standard size Sam Splint

 FORMCHECKBOX 

12 oz. bottle of alcohol

 FORMCHECKBOX 

Band-aids

 FORMCHECKBOX 

Gauze

 FORMCHECKBOX 

Adhesive tape

 FORMCHECKBOX 

Scissors

 FORMCHECKBOX 

Tweezers

 FORMCHECKBOX 

Instant ice pack

 FORMCHECKBOX 

ABD-size sterile pad

 FORMCHECKBOX 

Disposable gloves

 FORMCHECKBOX 

CPR microshield

 FORMCHECKBOX 

Penlight

 FORMCHECKBOX 

Fast-aid first aid card

 FORMCHECKBOX 

AED

TAB 9

Organizational Plan for AED and CPR

SITE:   Shields Middle School
DATE OF PLAN: July 1, 2007
Number of AEDS Two

Location of AED:



During School Hours
Clinic   / Girls PE Office


After School Hours 

Clinic   /   Girls PE Office


Responsible Person

Laura Trevino  / Jamie Miller
CPR / AED Team Members






Training Expiration Date

Debbie Meeks_______________________________


6/09



Tom Scott _______________________________



10/09




Cindy Fleming_____
______________________



10/09




Jamie Miller








10/09



Method of activating team:  Example   “AED Team please go to room…”

Action Plan:

“AED Team please go to room …”









Person Responsible for Maintenance of AED:
Debbie Meeks 

PLAN FOR AED / CPR
DWF/LJ/Appendix/Crisis Plan 2006 Basic Plan

ANNEX 1

NATIONAL INCIDENT MANAGEMENT SYSTEM – (NIMS)

FEMA Independent Study Program: IS 700 - National Incident Management System, An Introduction

This brief summary is intended to provide an historical perspective on the development of the NIMS, explain how it works, how the incident command system (ICS) is integrated within NIMS, and describe how NIMS is different from previous crisis management systems.

The way this nation prepares for and responds to domestic incidents is about to change. It won’t be an abrupt change; best practices that have been developed over the years are part of this new comprehensive national approach to incident management known as the National Incident Management System (NIMS). But it will change – and for the better.

Developed by the Department of Homeland Security and issued in March, 2004, the NIMS will enable responders at all jurisdictional levels and across all disciplines to work together more effectively and efficiently. Beginning in Fiscal Year 2006, federal funding for state, local, and tribal preparedness grants will be tied to compliance with the NIMS.

One of the most important “best practices” that has been incorporated into the NIMS is the Incident Command System (ICS), a standard, on-scene, all-hazards incident management system already in use by firefighter, hazardous materials teams, rescuers, and emergency medical teams. The ICS has been established by the NIMS as the standardized incident organizational structure for the management of all incidents.

Although many agencies now use various forms of ICS, there is considerable uncertainty about NIMS ICS and the impact it will have on systems and processes currently in place. These are important questions because one of the FY 2005 requirements for implementing NIMS is “institutionalizing the use of ICS, across the entire response system.”

Background

In Homeland Security Presidential Directive-5 (HSPD-5), February, 2003, President Bush called on the Secretary of Homeland Security to develop a national incident management system to provide a consistent nationwide approach for federal, state, tribal, and local governments to work together to prepare for, prevent, respond to, and recover from domestic incidents, regardless of cause, size, or complexity.

On March 1, 2004, after close collaboration with state and local government officials and representatives from a wide range of public safety organizations, Homeland Security issued the NIMS. It incorporates many existing best practices into a comprehensive national approach to domestic incident management, applicable at all jurisdictional levels and across all functional disciplines.

The NIMS represents a core set of doctrine, principles, terminology, and organizational processes to enable effective, efficient and collaborative incident management at all levels. To provide the framework for interoperability and compatibility, the NIMS is based on a balance between flexibility and standardization.  The recommendations of the National Commission on Terrorist Attacks Upon the United States (the “l/11 Commission”) further highlight the importance of ICS. The Commission’s recent report recommends national adoption of the ICS to enhance command, control and communications capabilities.

The History of Incident Command System

The concept of ICS was developed more than thirty years ago, in the aftermath of a devastating wildfire in California. During 13 days in 1970, 16 lives were lost, 700 structures were destroyed and over one-half million acres burned. The overall cost and loss associated with these fires totaled $18 million per day. Although all of the responding agencies cooperated to the best of their ability, numerous problems with communication and coordination hampered their effectiveness. As a result, the Congress mandated that the U.S. Forest Service design a system that would “make a quantum jump in the capabilities of Southern California wildland fire protection agencies to effectively coordinate interagency action and to allocate suppression resources in dynamic, multiple-fire situations.”

The California Department of Forestry and Fire Protection, the Governor’s Office of Emergency Services, the Los Angeles, Ventura, and Santa Barbara County Fire Departments, and the Los Angeles City Fire Department joined with the U.S. Forest Service to develop the system. The system became know as FIRESCOPE (Firefighting Resources of California Organized for Potential Emergencies).

In 1973, the first “FIRESCOPE Technical Team” was established to guide the research and development design. Two major components came out of this work, the ICS and the Multi-Agency Coordination System (MACS). The FIRESCOPE ICS is primarily a command and control system delineating job responsibilities and organizational structure for the purpose of managing day-to-day operations for all types of emergency incidents.

By the mid-seventies, the FIRESCOPE agencies had formally agreed upon on ICS common terminology and procedures and conducted limited field-testing of ICS. By 1980, parts of ICS had been used successfully on several major wildland and urban fire incidents. It was formally adopted by the Los Angeles Fire Department, the California Department of Forestry and Fire Protection (CDF), the Governor’s Office of Emergency Services (OES), and endorsed by the State Board of Fire Services.

Also during the 1970s, the National Wildfire Coordinating Group (NWCG) was chartered to coordinate fire management programs of the various participating federal and state agencies. By 1980, FIRESCOPE ICS training was under development. Recognizing that the FIRESCOPE training could satisfy the needs of other state and federal agencies, beyond the local users for which is was designed, the NWCG conducted an analysis of FIRESCOPE for possible national application.

By 1981, ICS was widely used throughout Southern California by the major fire agencies. In addition, the use of ICS in response to non-fire incidents was increasing. Although FIRESCOPE ICS was originally developed to assist in the response to wildland fires, it was quickly recognized as a system that could help public safety responders provide effective and coordinated incident management for a wide range of situations, including floods, hazardous materials accidents, earthquakes, and aircraft crashes. It was flexible enough to manage catastrophic incidents involving thousands of emergency response and management personnel. By introducing relatively minor terminology, organizational, and procedural modifications to FIRESCOPE ICS, the NIIMS ICS became adaptable to an all-hazards environment.

While tactically each type of incident may be handled somewhat differently, the overall incident management approach still utilizes the major functions of the Incident Command System. The FIRESCOPE board of directors and the NWCG recommended national application of ICS. In 1982 all FIRESCOPE ICS documentation was revised and adopted as the National Interagency Incident Management System (NIIMs). In the years since FIRESCOPE and the NIIMS were blended, the FIRESCOPE agencies and the NWCG have worked together to update and maintain the Incident Command System Operational System Description (ICS 120-1). This document would later serve as the basis for the NIMS ICS.

National Incident Management System

The NIMS provides a consistent, flexible, and adjustable national framework within which government and private entities at all levels can work together to manage domestic incidents, regardless of their cause, size, location, or complexity. This flexibility applies across all phase of incident management:  prevention, preparedness, response, recovery, and mitigation.

The NIMS provides a set of standardized organizational structures, including the ICS, Multi-Agency Coordination Systems and public information systems – as well as requirements for processes, procedures, and systems to improve interoperability among jurisdictions and disciplines in various areas.

Homeland Security recognizes that the overwhelming majority of emergency incidents are handled on a daily basis by a single jurisdiction at the local level. However, the challenges we face as a nation are far greater than the capabilities of any one community or state, but no greater than the sum of all of us working together.

There will be instances in which successful domestic incident management operations depend on the involvement of emergency responders from multiple jurisdictions, as well as personnel and equipment from other states and federal government. These instances require effective and efficient coordination across a broad spectrum of organizations and activities.

The success of the operations will depend on the ability to mobilize and effectively utilize multiple outside resources. These resources must come together in an organizational framework that is understood by everyone and must utilize a common plan, as specified through a process of incident action planning. This will only be possible if we unite, plan, exercise, and respond using a common National Incident Management System.

When Homeland Security released the NIMS on March 1, 2004, Secretary Tom Ridge and Under Secretary Brown specifically highlighted compliance with the ICS as being possible fairly quickly. They recognized that in some cities, the fire and police departments have worked together using ICS for years. In other places, only the fire department used ICS. Although law enforcement, public works, and public health were aware of the concept, they regarded ICS as a fire service system. The NIMS ends this discrepancy because HSPD-5 requires state and local adoption of NIMS as a condition for receiving federal preparedness funding. While ICS was first pioneered by the fire service, it is at its core, a management system designed to integrate resources to effectively attack a common problem. This system is not exclusive to one discipline or one set of circumstances; its hallmark is its flexibility to accommodate all circumstances. Some purists may claim that a particular application of ICS is not consistent with the NIMS. Yet we need not approach ICS with the same mathematical precision used by an engineer. We are changing the culture of organizations and first responders at all levels of government. As long as implementation of ICS is consistent with the basic principles expressed in the NIMS, we will have made significant progress. Further refinements can be achieved over time based on experience with its use.

In accordance with our District policy, the Superintendent, Superintendent’s staff and all area directors, as well as the Managers for Safety, Security, Director of Pupil Administration, and all District Security Officers will complete, no later than August 1, 2006, the Federal Emergency Management Institute’s IS–700 National Incident Management System (NIMS) 3-hour on-line training course http://www.training.fema.gov/EMIWeb/IS/is700.asp. Personnel assigned after August 1, 2006, will be required to complete this course within 6 months of assignment. See note next page. 

IS 362 - Multi-Hazard Emergency Planning for Schools

(FEMA Independent Study Program)

This 8- hour Multi-Hazard Emergency Planning for Schools course is a short and “easy to take” web-based course that focuses on multi-hazard emergency planning for schools. This course will:

· Describe emergency management operations, roles and duties;

· Explain how to assess potential hazards that schools may face; and

· Explain how to develop and test an Emergency Operations Plan that addresses all 
potential hazards.

This course is designed for school administrators, principals, and first responders. However, anyone with a personal or professional interest in school preparedness is welcome to participate. Teachers, students, bus drivers, volunteers, and parents alike will find useful information in this course.  

In accordance with our District policy, all area directors, as well as the Managers for Safety, Security, Director of Pupil Administration, all site administrators, Assistant Manager for Security Services, and Security Service Department Supervisors (Sergeants and above) have completed or are enrolled and will complete the training no later than August 1, 2006, the Federal Emergency Management Institute’s IS-362 – Multi-Hazard Emergency Planning for Schools 8-hour on-line training course ( http://www.training.fema.gov/EMIWeb/IS/is362.asp).  Personnel appointed after August 1, 2006, will be required to complete this course within 6 months of assignment. See note next page 

IS195 - Basic Incident Command System

(FEMA Independent Study Program)

The Incident Command System (ICS) is recognized as an effective system for managing emergencies. Several states have adopted ICS as their standard for emergency management, and others are considering adopting ICS. As ICS gains wider use, there is a need to provide training for those who are not first responders (i.e., law enforcement, fire, or emergency medical services personnel) who may be called upon to function in an ICS environment. This Basic Incident Command System (ICS) Course will begin to meet that need. This training course includes a large number of scenarios, examples, and opportunities for trainees to apply what they have learned. 

In accordance with our District policy, all Security Officers (Security Officer I through Director) have completed the Federal Emergency Management Institute’s IS-195 – Incident Command System 10-hour on-line training course (http://www.training.fema.gov/EMIWeb/IS/is195.asp) or are enrolled and will complete the training no later than August 1, 2006.  Personnel appointed after August 1, 2006, will be required to enroll and complete this course within 6 months of assignment. See note at bottom of page.

IS 235 - Emergency Planning

(FEMA Independent Study Program)

This course is designed for emergency management personnel who are involved in developing an effective emergency planning system. This course offers training in the fundamentals of the emergency planning process, including the rationale behind planning. It will develop the trainee’s capability for effective participation in the all-hazard emergency operations planning process to save lives and protect property threatened by disaster.

In accordance with our District policy, the Security Director and Director of Pupil Administrative Services will complete the Federal Emergency Management Institute’s IS-235 – Emergency Planning training 10-hour on-line training course (http://www.training.fema.gov/EMIWeb/IS/is235.asp ) no later than August 1, 2006.  Personnel appointed after August 1, 2006, will be required to enroll and complete this course within 6 months of assignment. See note at bottom of page.
NOTE: Course completion documentation will be forwarded to the District’s Staff Development office, with a copy maintained at the site. In-service credit points (pts) will be awarded as follows upon successful completion of each training program: IS700 – 3 pts; IS-362 – 10 pts; IS-195 – 10 pts; and IS 235 – 10 pts. 

NIMS - Glossary of Key Terms

For the purposes of the NIMS, the following terms and definitions apply:

Agency: A division of government with a specific function offering a particular kind of assistance. In ICS, agencies are defined either as jurisdictional (having statutory responsibility for incident management) or as assisting or cooperating (providing resources or other assistance).

Agency Representative: A person assigned by a primary, assisting, or cooperating federal, state, local, or tribal government agency or private entity that has been delegated authority to make decisions affecting that agency's or organization's participation in incident management activities following appropriate consultation with the leadership of that agency.

Area Command/Unified Area Command: An organization established (1) to oversee the management of multiple incidents that are each being handled by an ICS organization or (2) to oversee the management of large or multiple incidents to which several Incident Management Teams have been assigned. Area Command has the responsibility to set overall strategy and priorities, allocate critical resources according to priorities, ensure that incidents are properly managed, and ensure that objectives are met and strategies followed. Area Command becomes Unified Area Command when incidents are multijurisdictional. Area Command may be established at an emergency operations center facility or at some location other than an incident command post.

Assessment: The evaluation and interpretation of measurements and other information to provide a basis for decision-making.

Assignments: Tasks given to resources to perform within a given operational period that are based on operational objectives defined in the Incident Action Plan (IAP).

Assistant: Title for subordinates of principal Command Staff positions. The title indicates a level of technical capability, qualifications, and responsibility subordinate to the primary positions. Assistants may also be assigned to unit leaders.

Assisting Agency: An agency or organization providing personnel, services, or other resources to the agency with direct responsibility for incident management. See also Supporting Agency.

Available Resources: Resources assigned to an incident, checked in, and available for a mission assignment, normally located in a Staging Area.

Branch: The organizational level having functional or geographical responsibility for major aspects of incident operations. A branch is organizationally situated between the section and the division or group in the Operations Section, and between the section and units in the Logistics Section. Branches are identified by the use of Roman numerals or by functional area.

Chain of Command: A series of command, control, executive, or management positions in hierarchical order of authority.

Check-In: The process through which resources first report to an incident. Check-in locations include the incident command post, Resources Unit, incident base, camps, staging areas, or directly on the site.

Chief: The ICS title for individuals responsible for management of functional sections: Operations, Planning, Logistics, Finance/Administration, and Intelligence (if established as a separate section).

Command: The act of directing, ordering, or controlling by virtue of explicit statutory, regulatory, or delegated authority.

Command Staff: In an incident management organization, the Command Staff consists of the Incident Command and the special staff positions of Public Information Officer, Safety Officer, Liaison Officer, and other positions as required, who report directly to the Incident Commander. They may have an assistant or assistants, as needed.

Common Operating Picture: A broad view of the overall situation as reflected by situation reports, aerial photography, and other information or intelligence. Communications Unit: An organizational unit in the Logistics Section responsible for providing communication services at an incident or an EOC. A Communications Unit may also be a facility (e.g., a trailer or mobile van) used to support an Incident Communications Center.

Cooperating Agency: An agency supplying assistance other than direct operational or support functions or resources to the incident management effort.

Coordinate: To advance systematically an analysis and exchange of information among principals who have or may have a need to know certain information to carry out specific incident management responsibilities.

Deputy: A fully qualified individual who, in the absence of a superior, can be delegated the authority to manage a functional operation or perform a specific task. In some cases, a deputy can act as relief for a superior and, therefore, must be fully qualified in the position. Deputies can be assigned to the Incident Commander, General Staff, and Branch Directors.

Dispatch: The ordered movement of a resource or resources to an assigned operational mission or an administrative move from one location to another.

Division: The partition of an incident into geographical areas of operation. Divisions are established when the number of resources exceeds the manageable span of control of the Operations Chief. A division is located within the ICS organization between the branch and resources in the Operations Section.

Emergency: Absent a Presidentially declared emergency, any incident(s), human-caused or natural, that requires responsive action to protect life or property. Under the Robert T. Stafford Disaster Relief and Emergency Assistance Act, an emergency means any occasion or instance for which, in the determination of the President, federal assistance is needed to supplement state and local efforts and capabilities to save lives and to protect property and public health and safety, or to lessen or 

avert the threat of a catastrophe in any part of the United States.

Emergency Operations Centers (EOCs): The physical location at which the coordination of information and resources to support domestic incident management activities normally takes place. An EOC may be a temporary facility or may be located in a more central or permanently established facility, perhaps at a higher level of organization within a jurisdiction. EOCs may be organized by major functional disciplines (e.g., fire, law enforcement, and medical services), by jurisdiction (e.g., federal, state, regional, county, city, tribal), or some combination thereof.

Emergency Operations Plan EOP): The "steady-state" plan maintained by various jurisdictional levels for responding to a wide variety of potential hazards. 

Emergency Public Information: Information that is disseminated primarily in anticipation of an emergency or during an emergency. In addition to providing situational information to the public, it also frequently provides directive actions required to be taken by the general public.

Emergency Response Provider: Includes federal, state, local, and tribal emergency public safety, law enforcement, emergency response, emergency medical (including hospital emergency facilities), and related personnel, agencies, and authorities. See Section 2 (6), Homeland Security Act of 2002, Pub. L. 107-296, 116 Stat. 2135 (2002). Also known as Emergency Responder.

Evacuation: Organized, phased, and supervised withdrawal, dispersal, or removal of civilians from dangerous or potentially dangerous areas, and their reception and care in safe areas.

Event: A planned, nonemergency activity. ICS can be used as the management system for a wide range of events, e.g., parades, concerts, or sporting events.

Federal: Of or pertaining to the federal government of the United States of America. 

Function: Function refers to the five major activities in ICS: Command, Operations, Planning, Logistics, and Finance/Administration. The term function is also used when describing the activity involved, e.g., the planning function. A sixth function, Intelligence, may be established, if required, to meet incident management needs. 

General Staff: A group of incident management personnel organized according to function and reporting to the Incident Commander. The General Staff normally consists of the Operations Section Chief, Planning Section Chief, Logistics Section Chief, and Finance/Administration Section Chief.

Group: Established to divide the incident management structure into functional areas of operation. Groups are composed of resources assembled to perform a special function not necessarily within a single geographic division. Groups, when activated, are located between branches and resources in the Operations Section. (See Division.)

Hazard: Something that is potentially dangerous or harmful, often the root cause of an unwanted outcome.

Incident: An occurrence or event, natural or human-caused, that requires an emergency response to protect life or property. Incidents can, for example, include major disasters, emergencies, terrorist attacks, terrorist threats, wildland and urban fires, floods, hazardous materials spills, nuclear accidents, aircraft accidents, earthquakes, hurricanes, tornadoes, tropical storms, war-related disasters, public health and medical emergencies, and other occurrences requiring an emergency response.

Incident Action Plan (IAP): An oral or written plan containing general objectives reflecting the overall strategy for managing an incident. It may include the identification of operational resources and assignments. It may also include attachments that provide direction and important information for management of the incident during one or more operational periods.

Incident Command Post (ICP): The field location at which the primary tactical-level, on-scene incident command functions are performed. The ICP may be co-located with the incident base or other incident facilities and is normally identified by a green rotating or flashing light.

Incident Command System (ICS): A standardized on-scene emergency management construct specifically designed to provide for the adoption of an integrated organizational structure that reflects the complexity and demands of single or multiple incidents, without being hindered by jurisdictional boundaries. ICS is the combination of facilities, equipment, personnel, procedures, and communications operating within a common organizational structure, designed to aid in the management of resources during incidents. It is used for all kinds of emergencies and is applicable to small as well as large and complex incidents. ICS is used by various jurisdictions and functional agencies, both public and private, to organize field-level incident management operations.

Incident Commander (IC): The individual responsible for all incident activities, including the development of strategies and tactics and the ordering and the release of resources. The IC has overall authority and responsibility for conducting incident operations and is responsible for the management of all incident operations at the incident site.

Incident Management Team (IMT): The IC and appropriate Command and General Staff personnel assigned to an incident.

Incident Objectives: Statements of guidance and direction necessary for selecting appropriate strategy(s) and the tactical direction of resources. Incident objectives are based on realistic expectations of what can be accomplished when resources have been effectively deployed. Incident 

objectives must be achievable and measurable, yet flexible enough to allow strategic and tactical alternatives.

Initial Action: The actions taken by those responders first to arrive at an incident site.

Initial Response: Resources initially committed to an incident.

Intelligence Officer: The intelligence officer is responsible for managing internal information, intelligence, and operational security requirements supporting incident management activities. These may include information security and operational security activities, as well as the complex task of ensuring that sensitive information of all types (e.g., classified information, law enforcement sensitive information, proprietary information, or export-controlled information) is handled in a way that not only safeguards the information, but also ensures that it gets to those who need access to it to perform their missions effectively and safely.

Joint Information Center (JIC): A facility established to coordinate all incident-related public information activities. It is the central point of contact for all news media at the scene of the incident. Public information officials from all participating agencies should co-locate at the JIC.

Joint Information System (JIS): Integrates incident information and public affairs into a cohesive organization designed to provide consistent, coordinated, timely information during crisis or incident operations. The mission of the JIS is to provide a structure and system for developing and delivering coordinated interagency messages; developing, recommending, and executing public information plans and strategies on behalf of the IC; advising the IC concerning public affairs issues that could affect a response effort; and controlling rumors and inaccurate information that could undermine public confidence in the emergency response effort.

Jurisdiction: A range or sphere of authority. Public agencies have jurisdiction at an incident related to their legal responsibilities and authority. Jurisdictional authority at an incident can be political or geographical (e.g., city, county, tribal, state, or federal boundary lines) or functional (e.g., law enforcement, public health).

Liaison: A form of communication for establishing and maintaining mutual understanding and cooperation.

Liaison Officer (LNO): A member of the Command Staff responsible for coordinating with representatives from cooperating and assisting agencies.

Local Government: A county, municipality, city, town, township, local public authority, school district, special district, intrastate district, council of governments (regardless of whether the council of governments is incorporated as a nonprofit corporation under State law), regional or interstate government entity, or agency or instrumentality of a local government; an Indian tribe or authorized tribal organization, or in Alaska a Native village or Alaska Regional Native Corporation; a rural community, unincorporated town or village, or other public entity. See Section 2 (10), Homeland Security Act of 2002, Pub. L. 107-296, 116 Stat. 2135 (2002).

Logistics: Providing resources and other services to support incident management. 

Logistics Section: The section responsible for providing facilities, services, and material support for the incident.

Major Disaster: As defined under the Robert T. Stafford Disaster Relief and Emergency Assistance Act (42 U.S.C. 5122), a major disaster is any natural catastrophe (including any hurricane, tornado, storm, high water, wind-driven water, tidal wave, tsunami, earthquake, volcanic eruption, landslide, mudslide, snowstorm, or drought), or, regardless of cause, any fire, flood, or explosion, in any part of the United States, which in the determination of the President causes damage of sufficient severity and magnitude to warrant major disaster assistance under this Act to supplement the efforts and 

available resources of states, tribes, local governments, and disaster relief organizations in alleviating the damage, loss, hardship, or suffering caused thereby.

Management by Objective: A management approach that involves a four-step process for achieving the incident goal. The Management by Objectives approach includes the following: establishing overarching objectives; developing and issuing assignments, plans, procedures, and protocols; establishing specific, measurable objectives for various incident management functional activities and directing efforts to fulfill them, in support of defined strategic objectives; and documenting results to measure performance and facilitate corrective action.

Mitigation: The activities designed to reduce or eliminate risks to persons or property or to lessen the actual or potential effects or consequences of an incident. Mitigation measures may be implemented prior to, during, or after an incident. Mitigation measures are often informed by lessons learned from prior incidents. Mitigation involves ongoing actions to reduce exposure to, probability of, or potential loss from hazards. Measures may include zoning and building codes, floodplain buyouts, and analysis of hazard-related data to determine where it is safe to build or locate temporary facilities. Mitigation can include efforts to educate governments, businesses, and the public on measures they can take to reduce loss and injury.

Mobilization: The process and procedures used by all organizations—federal, state, local, and tribal—for activating, assembling, and transporting all resources that have been requested to respond to or support an incident.

Multiagency Coordination Entity: A multiagency coordination entity functions within a broader multiagency coordination system. It may establish the priorities among incidents and associated resource allocations, deconflict agency policies, and provide strategic guidance and direction to support incident management activities.

Multiagency Coordination Systems: Multiagency coordination systems provide the architecture to support coordination for incident prioritization, critical resource allocation, communications systems integration, and information coordination. The components of multiagency coordination systems include facilities, equipment, emergency operation centers (EOCs), specific multiagency 

coordination entities, personnel, procedures, and communications. These systems assist agencies and organizations to fully integrate the subsystems of the NIMS.

Multijurisdictional Incident: An incident requiring action from multiple agencies that each have jurisdiction to manage certain aspects of an incident. In ICS, these incidents will be managed under Unified Command.

Mutual-Aid Agreement: Written agreement between agencies and/or jurisdictions that they will assist one another on request, by furnishing personnel, equipment, and/or expertise in a specified manner.

National: Of a nationwide character, including the federal, state, local, and tribal aspects of governance and polity.

National Disaster Medical System (NDMS): A cooperative, asset-sharing partnership between the Department of Health and Human Services, the Department of Veterans Affairs, the Department of Homeland Security, and the Department of Defense. NDMS provides resources for meeting the continuity of care and mental health services requirements of the Emergency Support Function 8 in the Federal Response Plan.

National Incident Management System (NIMS): A system mandated by HSPD-5 that provides a consistent nationwide approach for federal, state, local, and tribal governments; the private-sector, and nongovernmental organizations to work effectively and efficiently together to prepare for, respond to, and recover from domestic incidents, regardless of cause, size, or complexity. To provide for interoperability and compatibility among federal, state, local, and tribal capabilities, the NIMS includes a core set of concepts, principles, and terminology. HSPD-5 identifies these as the ICS; multiagency coordination systems; training; identification and management of resources (including systems for classifying types of resources); qualification and certification; and the collection, tracking, and reporting of incident information and incident resources. 

National Response Plan (NRP): A plan mandated by HSPD-5 that integrates federal domestic prevention, preparedness, response, and recovery plans into one all-discipline, all-hazards plan.

Nongovernmental Organization (NGO): An entity with an association that is based on interests of its members, individuals, or institutions and that is not created by a government, but may work cooperatively with government. Such organizations serve a public purpose, not a private benefit. Examples of NGOs include faith-based charity organizations and the American Red Cross.

Operational Period: The time scheduled for executing a given set of operation actions, as specified in the Incident Action Plan. Operational periods can be of various lengths, although usually not over 24 hours.

Operations Section: The section responsible for all tactical incident operations. In ICS, it normally includes subordinate branches, divisions, and/or groups.

Personnel Accountability: The ability to account for the location and welfare of incident personnel. It is accomplished when supervisors ensure that ICS principles and processes are functional and that personnel are working within established incident management guidelines.

Planning Meeting: A meeting held as needed prior to and throughout the duration of an incident to select specific strategies and tactics for incident control operations and for service and support planning. For larger incidents, the planning meeting is a major element in the development of the Incident Action Plan (IAP).

Planning Section: Responsible for the collection, evaluation, and dissemination of operational information related to the incident, and for the preparation and documentation of the IAP. This section also maintains information on the current and forecasted situation and on the status of resources assigned to the incident.

Preparedness: The range of deliberate, critical tasks and activities necessary to build, sustain, and improve the operational capability to prevent, protect against, respond to, and recover from domestic 

incidents. Preparedness is a continuous process. Preparedness involves efforts at all levels of government and between government and private-sector and nongovernmental organizations to 

identify threats, determine vulnerabilities, and identify required resources. Within the NIMS, preparedness is operationally focused on establishing guidelines, protocols, and standards for planning, training and exercises, personnel qualification and certification, equipment certification, and publication management.

Preparedness Organizations: The groups that provide interagency coordination for domestic incident management activities in a nonemergency context. Preparedness organizations can include all agencies with a role in incident management, for prevention, preparedness, response, or recovery activities. They represent a wide variety of committees, planning groups, and other organizations that meet and coordinate to ensure the proper level of planning, training, equipping, and other preparedness requirements within a jurisdiction or area.

Prevention: Actions to avoid an incident or to intervene to stop an incident from occurring. Prevention involves actions to protect lives and property. It involves applying intelligence and other information to a range of activities that may include such countermeasures as deterrence operations; heightened inspections; improved surveillance and security operations; investigations to determine the full nature and source of the threat; public health and agricultural surveillance and testing processes; immunizations, isolation, or quarantine; and, as appropriate, specific law enforcement operations aimed at deterring, preempting, interdicting, or disrupting illegal activity and apprehending potential perpetrators and bringing them to justice.

Private Sector: Organizations and entities that are not part of any governmental structure. It includes for-profit and not-for-profit organizations, formal and informal structures, commerce and industry, and private voluntary organizations (PVO). 

Processes: Systems of operations that incorporate standardized procedures, methodologies, and functions necessary to provide resources effectively and efficiently. These include resource typing, resource ordering and tracking, and coordination.

Public Information Officer (PIO): A member of the Command Staff responsible for interfacing with the public and media or with other agencies with incident-related information requirements.

Publications Management: The publications management subsystem includes materials development, publication control, publication supply, and distribution. The development and distribution of NIMS materials is managed through this subsystem. Consistent documentation is critical to success, because it ensures that all responders are familiar with the documentation used in a particular incident regardless of the location or the responding agencies involved.

Qualification and Certification: This subsystem provides recommended qualification and certification standards for emergency responder and incident management personnel. It also allows the development of minimum standards for resources expected to have an interstate application. Standards typically include training, currency, experience, and physical and medical fitness.

Reception Area: This refers to a location separate from staging areas, where resources report in for 

processing and out-processing. Reception Areas provide accountability, security, situational awareness briefings, safety awareness, distribution of IAPs, supplies and equipment, feeding, and bed down.

Recovery: The development, coordination, and execution of service- and site-restoration plans; the reconstitution of government operations and services; individual, private-sector, nongovernmental, and public-assistance programs to provide housing and to promote restoration; long-term care and treatment of affected persons; additional measures for social, political, environmental, and economic restoration; evaluation of the incident to identify lessons learned; post incident reporting; and development of initiatives to mitigate the effects of future incidents.

Recovery Plan: A plan developed by a state, local, or tribal jurisdiction with assistance from responding federal agencies to restore the affected area.

Resources: Personnel and major items of equipment, supplies, and facilities available or potentially available for assignment to incident operations and for which status is maintained. Resources are described by kind and type and may be used in operational support or supervisory capacities at an incident or at an EOC.

Resource Management: Efficient incident management requires a system for identifying available resources at all jurisdictional levels to enable timely and unimpeded access to resources needed to prepare for, respond to, or recover from an incident. Resource management under the NIMS includes mutual-aid agreements; the use of special federal, state, local, and tribal teams; and resource mobilization protocols.

Resources Unit: Functional unit within the Planning Section responsible for recording the status of resources committed to the incident. This unit also evaluates resources currently committed to the incident, the effects additional responding resources will have on the incident, and anticipated resource needs.

Response: Activities that address the short-term, direct effects of an incident. Response includes immediate actions to save lives, protect property, and meet basic human needs. Response also includes the execution of emergency operations plans and mitigation activities designed to limit the loss of life, personal injury, property damage, and other unfavorable outcomes. As indicated by the situation, response activities include: applying intelligence and other information to lessen the effects or consequences of an incident; increased security operations; continuing investigations into nature and source of the threat; ongoing public health and agricultural surveillance and testing processes; immunizations, isolation, or quarantine; and specific law enforcement operations aimed at preempting, interdicting, or disrupting illegal activity, and apprehending actual perpetrators and bringing them to justice.

Safety Officer (SO): A member of the Command Staff responsible for monitoring and assessing safety hazards or unsafe situations and for developing measures for ensuring personnel safety.

Section: The organizational level having responsibility for a major functional area of incident management, e.g., Operations, Planning, Logistics, Finance/Administration, and Intelligence (if established). The section is organizationally situated between the branch and the Incident Command.

Span of Control: The number of individuals for whom a supervisor is responsible for, usually expressed as the ratio of supervisors to individuals. Under the NIMS, an appropriate span of control is between 1:3 and 1:7.

Staging Area: Location established where resources can be placed while awaiting a tactical assignment. The Operations Section manages Staging Areas.

Strategic Elements: Strategic elements of incident management are characterized by continuous long-term, high-level planning by organizations headed by elected or other senior officials. These elements involve the adoption of long-range goals and objectives, the setting of priorities; the establishment of budgets and other fiscal decisions, policy development, and the application of measures of performance or effectiveness. 

Strike Team: A set number of resources of the same kind and type that have an established minimum number of personnel.

Strategy: The general direction selected to accomplish incident objectives set by the IC. 

Supporting Technologies: Any technology that may be used to support the NIMS is included in this subsystem. These technologies include orthophoto mapping, remote automatic weather stations, infrared technology, and communications, among various others.

Task Force: Any combination of resources assembled to support a specific mission or operational need. All resource elements within a Task Force must have common communications and a designated leader.

Technical Assistance: Support provided to state, local, and tribal jurisdictions when they have the resources but lack the complete knowledge and skills needed to perform a required activity (such as mobile-home park design and hazardous material assessments).

Terrorism: Under the Homeland Security Act of 2002, terrorism is defined as activity that involves an act dangerous to human life or potentially destructive of critical infrastructure or key resources and is a violation of the criminal laws of the United States or of any state or other subdivision of the United States in which it occurs and is intended to intimidate or coerce the civilian population or influence a government or affect the conduct of a government by mass destruction, assassination, or kidnapping. See Section 2 (15), Homeland Security Act of 2002, Pub. L. 107-296, 116 Stat. 2135 (2002).

Threat: An indication of possible violence, harm, or danger.

Tools: Those instruments and capabilities that allow for the professional performance of tasks, such as information systems, agreements, doctrine, capabilities, and legislative authorities.

Tribal: Refers to any Indian tribe, band, nation, or other organized group or community, including any Alaskan Native Village as defined in or established pursuant to the Alaskan Native Claims Settlement Act (85 stat. 688) [43 U.S.C.A. and 1601 et seq.], that is recognized as eligible for the special programs and services provided by the United States to Indians because of their status as Indians.

Type: A classification of resources in the ICS that refers to capability. Type 1 is generally considered to be more capable than Types 2, 3, or 4, respectively, because of size, power, capacity, or, in the case of incident management teams, experience and qualifications.

Unified Area Command: A Unified Area Command is established when incidents under an Area Command are multijurisdictional. (See Area Command.)

Unified Command (UC): An application of ICS used when there is more than one agency with incident jurisdiction or when incidents cross-political jurisdictions. Agencies work together through the designated members of the UC, often the senior person from agencies and/or disciplines participating in the UC, to establish a common set of objectives and strategies and a single IAP.

Unit: The organizational element having functional responsibility for a specific incident planning, logistics, or finance/administration activity.

Unity of Command: The concept by which each person within an organization reports to one and only one designated person. The purpose of unity of command is to ensure unity of effort under one responsible commander for every objective.

Volunteer: For purposes of the NIMS, a volunteer is any individual accepted to perform services by the lead agency, which has authority to accept volunteer services, when the individual performs services without promise, expectation, or receipt of compensation for services performed. See 16 U.S.C. 742f(c) and 29 CFR 553.101.

NIMS – ACRONYMS

ALS

Advanced Life Support

DOC

Department Operations Center

EMAC

Emergency Management Assistance Compact

EOC

Emergency Operations Center

EOP

Emergency Operations Plan

FOG

Field Operations Guide

GIS

Geographic Information System

HAZMAT

Hazardous Material

HSPD-5

Homeland Security Presidential Directive - 5

IAP

Incident Action Plan

IC

Incident Commander

ICP

Incident Command Post

ICS

Incident Command System

IC/UC

Incident Command or Unified Command

IMT

Incident Management Team

JIC

Joint Information Center

JIS

Joint Information System

LNO

Liaison Officer

NDMS

National Disaster Medical System

NGO

Nongovernmental Organization

NIMS

National Incident Management System

NRP

National Response Plan

POLREP

Pollution Report

PIO

Public Information Officer

PVO

Private Voluntary Organizations

R&D

Research & Development

RESTAT

Resources Status

ROSS

Resource Ordering and Status System

SDO

Standards Development Organizations

SITREP

Situation Report

SO

Safety Officer

SOP

Standard Operating Procedure

UC

Unified Command

US&R

Urban Search and Rescue
ANNEX 2

DISTRICT INCIDENT COMMAND SYSTEM (I.C.S.)


SCHOOL BOARD PRIORITY 5.0 SUMMARY

1. The District will provide a safe, caring, and orderly environment for all students, teachers, staff, and visitors.

2. The District I.C.S. is aligned to provide a District-level management/leadership structure and command authority with respect to the appropriate organizational responsibilities and response during a District emergency/crisis.



GENERAL RESPONSIBILITIES

1. The District’s I.C.S. is modeled in accordance with the format described in the National Incident Management System’s (NIMS) Incident Command System (ICS) structure.  Our Incident Management Team is comprised of 18 senior District administrators and specialists (6 primary General Staff functional positions and 6 alternate position members; and 3 Command Staff support positions with 3 alternate position members).  

2. I.C.S. is an organizational structure and operational management tool that is used when responding to any major emergency or crisis event.  To ensure continuity and organizational efficiency with other potential responding emergency personnel, appropriate I.C.S. titles will be used when referring to individual members of the team, when activated. Thus, regardless of the members’ normal day-to-day “titles” (i.e., Deputy Superintendent for Human Resources or Instruction, Chief of Staff, Assistant Superintendent for Administration, etc.), the individuals will be referred to by the appropriate I.C.S. titles as described in this Annex.

3. This plan identifies the overall Incident Commander (Superintendent), as well as other Incident Management Team members who collectively gather information and subsequently develop and implement strategies to mitigate or resolve the crisis.

4. Duties and responsibilities for each member of the Incident Management Team (I.M.T.) are outlined in this plan.

5. When warranted, the Superintendent, Deputy Superintendent for Human Resources, or Chief of Staff will direct the implementation of the I.M.T.

6. When activated, all selected I.M.T. members will report to the District’s Emergency Control Center (primary ROSSAC location – the Superintendent’s Conference Room; alternate location – the Assistant Superintendent of Administration’s Conference Room; Primary outside ROSSAC location – Instructional Services Center, 3993–21st Avenue, Tampa, 33605; alternate outside ROSSAC location – to be determined by circumstances and/or incident location).

1.

The District’s Incident Management Team (I.M.T.) is comprised of the Incident Commander and five major General Staff functions and three Command Staff functions described below. 

A.
Incident Commander – Superintendent

(1)
Responsible for the activation of the District I.M.T.

(2)
Responsible for all incident activities, including the development of strategies and tactics and the ordering and release of resources

(3)
Responsible for and has overall authority for conducting incident operations and management for the District

(4) Directs and oversees the General Staff and Command Staff positions

NOTE:
Alternate: Deputy Superintendent- In the Superintendent’s absence, the Deputy Superintendent will assume the role of Incident Commander. If the Superintendent is present, the Deputy Superintendent will assume the day-to-day duties of the Superintendent.

B.
Operations Chief - Assistant Superintendent for Administration

(1)
Responsible for all tactical incident operations and direction

(2)
Notifies all selected members addressed herein as to the location and time to report to the District’s Emergency Operations Center (primary location-the Superintendents conference room; alternate location-the Assistant Superintendent for Administration’s Conference room; secondary alternate-other specified location)

(3)

Answers to the Incident Commander

(4)

Support staff for the Operations Chief are:

a. Area Directors - Provide guidance, assistance, and support to school staff

b. Director of Student Services and Federal Programs

NOTE:
Alternate - Assistant Superintendent for Curriculum and Instruction; Second Alternate – Assistant Superintendent, Student Services and Federal Programs

C.
Planning Chief - Chief of Staff



(1)
Responsible for the creation of Incident Action Plans for the District

(2)
Responsible for the collection, evaluation, and dissemination of operational information related to the incident, including providing a “recorder”(person responsible for documenting and maintaining a complete written chronological log of the crisis event and District response)

(3)
Responsible for the status of assigned resources (both personnel and material), as well as contingency support at intervals of 12, 24, 36, and 72 hours out from the crisis event

(4)

Answers to the Incident Commander

(5) Support staff for the Planning Chief are:

a. Government Relations Officer

b. General Manager of Employee Relations - assists with employee assignments and relations for the District and provides coordination of legal issues via the School Board Attorney

NOTE: Alternate - Chief District Academic Officer

D.
Logistics Chief - Chief Facilities Officer

(1)
Responsible for deployment of equipment, facilities, and other materials to effectively mitigate, respond to, and recover from the incident

(2)

Responsible for essential support personnel related to item 1

(3)
Answers to the Incident Commander

(4)
Support staff for the Logistics Chief are:

a.
General Manager of Transportation - coordinates all transportation needs from the District 

b.
General Manager of School Food Service - coordinates all school food service and related issues for the District


c.
General Manager of Maintenance Operations - coordinates all heavy equipment, special equipment needs, and maintenance functions for the District

NOTE: Alternate - Chief Information and Technology Officer (second alternate- General Manager of Maintenance)

E.
Finance Chief - Chief Business Officer

(1)
Responsible for tracking all expenditures and monetary obligations resulting from the incident, management of the incident, and recovery, as related to the District

(2)
Responsible for developing financial strategies and recommendations to meet the needs of the crisis as related to the District


(3)
Answers to the Incident Commander

NOTE:
Alternate - Chief Auditing Officer


(4)
Support staff for the Finance Chief are:

1. Director of Budget and Cash Management

2. Director of Purchasing

F.
INTELLIGENCE OFFICER - Chief of Security

(1)
Responsible for managing internal information, intelligence, and operational security requirements supporting incident management activities. These may include information security and operational security activities, as well as the complex task of ensuring sensitive information (e.g., classified information, law enforcement sensitive information, or proprietary information) is handled in a way that not only safeguards the information, but also ensures that it gets to those who need access to perform their missions effectively and safely.

(2)
Anticipates and plans for contingencies involving security and law enforcement support at intervals of 12, 24, 36, and 72 hours out from the crisis event

(3)
Answers to the Incident Commander

NOTE:
Alternate - Assistant Security Manager

NOTE:  If deemed necessary, the Incident Commander may expand the District I.M.T. by activating the following Command Staff positions:

G.
Public Information OfficeR - Public Information Officer

(1)
Responsible for interfacing with the public, the media, and other agency public information officers with incident related information requirements

(2)
Answers to the Incident Commander

NOTE:
Alternate - Supervisor, Public Information Office

H.
Safety Officer - Manager of Safety & Risk Management 

(1)
Responsible for monitoring and assessing safety hazards or unsafe situations

(2)
Responsible for developing measures to ensure District personnel safety as related to the event

(3)
Answers to the Incident Commander

NOTE:
Alternate - Safety Specialist, Area II

I.
Liaison Officer - Director of Pupil Administrative Services

(1)
Responsible for establishing and maintaining open communication, mutual understanding, and cooperation between the District and emergency response agencies at the Hillsborough County Emergency Operations Center

(2)
On-site Liaison Officer - Chief of Security, unless “Intelligence Officer” General Staff position is activated, then this position will be filled by the Assistant Security Manager 

(3)
District Command Post Liaison Officer - Assistant Security Manager, Day Shift Patrol Sergeant, or Investigations’ Sergeant

NOTE:
Answers to the Incident Commander

G.
All I.MT. Members will:

(1)
Immediately report to the designated site with District ID badge, writing instrument, and a notepad.

(2)
Clear calendar until further notice.

(3)
Notify work-site of temporary assignment (and potential absence from regular work) until properly released.

(4)
Be observant on the way to the incident and prepare to record observations.

(5).
Identify themselves upon arrival at the site.

(6).
Respond to the designated District Emergency Control Center.

(7).
Receive briefing on the incident.

(8)
Receive assignment.

(9) Obtain necessary equipment (i.e., walkie talkie, phone, information sheets, etc.).

(10) Immediately report any problems to your superior.

(11) Assist in writing a summary report before leaving the District Emergency Control Center.

(12) Check with the command post before leaving the site

(13) Receive instructions for future reporting and / or follow-up meeting of the team (normally, members will report to the school site 30 minutes prior to the official beginning of school and remain until 30 minutes after)

(14) Attend the after-action debriefing of the event

2.
LOGISTICS AND ADMINISTRATION:  This section identifies policies and procedures that should be used if additional supplies and/or equipment are needed to support a specific crisis situation.  In addition, this section spells out the: (A) specific site administrator logistic requirements relative to crisis situations and this plan; (B) plan maintenance; (C) legal references for this crisis plan; and (D) guidance resource documents and District mutual aid agreements.

C. Logistics:  

(1)

During emergencies of any kind, local resources will be subject to the discretionary use of the Incident Commander.

(2)
Any district-owned vehicle may be necessary to support a site's crisis management situation -- crisis management situations take precedence over normal usage.

(3)
The General Manager, Nutritional Services, will support the Incident Commander’s decision to use food or beverages in connection with a crisis management situation.

(4)
If additional items are needed (i.e., ladders, vehicles, bolt-cutters, radios, etc.), contact the 24-hour Security Services Department at 623-3996.  The Department will coordinate these requests through the appropriate District agency.

 (5)
The Supervisor, School Health Services, will coordinate any additional medical needs as required.

(6) The General Manager of Transportation may be contacted at 982-5511 to arrange for mass transportation needs.

(7) The Security Services Department maintains school site blue prints with specially identified / highlighted location(s) of HAZMAT storage area(s).

(8) The Security Services Department will, as necessary, coordinate additional support from specialized law enforcement agencies (i.e., K-9, Bomb Disposal, ATF, FBI, etc.).

(9) Requests for a “No fly zone” may be made via the Federal Aviation Administration (FAA) at 813-371-7760.

b. Administration:  It is understood that for this plan to be effective in our ability to enhance the safety and well-being of students, staff, and visitors alike; its contents must be known and understood by those who are responsible for its implementation. 



(1)
In the event of a criminal crisis event, ensure personnel are reminded (when applicable) not to move, clean, remove, or tamper with anything -- to leave the scene in place.



(2) In accordance with District policy, the Superintendent, Superintendent’s staff, all area directors, the Manager for Safety, Manager for Security, Director of Pupil Administration, and all District Security Officers will complete, no later than August 1, 2006, the Federal Emergency Management Institute’s IS–700 National Incident Management System (NIMS) 3-hour, on-line training course (http://training.fema. gov/emiweb/IS/is700.asp).  Personnel appointed after August 1, 2006, will be required to enroll and complete this course within 6 months of assignment.  In addition, all site administrators, Manager for Security, Assistant Manager for Security, and Security Service Department Supervisors (Sergeants and above) will complete or be enrolled in the Federal Emergency Management Institute’s IS-362 – Multi-Hazard Emergency Planning for Schools 8-hour, on-line training course (http://training.fema.gov/emiweb/IS/is362.asp) no later than August 1, 2006.  Personnel appointed after August 1, 2006, will be required to enroll in and complete this course within 6 months of assignment. Also, all Security Officers (Security Officer I through Director) will complete the Federal Emergency Management Institute’s IS-195–Incident Command System 10-hour, on-line training course (http://training.fema.gov/emiweb/IS/is195.asp) no later than August 1, 2006.  Personnel appointed after August 1, 2006, will be required to enroll and complete this course within 6 months of assignment.  Lastly, the Manager for Security and Director of Pupil Administrative Services will complete the Federal Emergency Management Institute’s IS-235–Emergency Planning training 10-hour, on-line training course (http://training. fema.gov/emiweb/IS/is235.asp) no later than August 1, 2006.  Personnel appointed after August 1, 2006, will be required to enroll and complete this course within 6 months of assignment.  Course completion document is located in the District’s Staff Development office.

(3) Individual District Incident Management Team Members were trained relative to this plan’s contents and their individual responsibilities (i.e., Planning Chief, Finance Chief, etc.; see earlier pages of this Annex for detailed position descriptions) and the training documentation is located in Staff Development.

C.
Plan Maintenance:  The Assistant Superintendent, Administration, will ensure that necessary changes and revisions to this plan are prepared, coordinated, published, distributed, and that staff are subsequently trained.  This plan will undergo at least an annual review and a revision whenever:

(1)
It fails during an emergency.

(2) Exercises, drills, or real-world implementation of this plan reveal deficiencies or “shortfalls” provided via individual after-action debriefs.

(3) Regulatory or “best practices” change

(4) Potential “events” need to be addressed

(5)
Any other circumstances change that affect protocols or conditions

D.
Authority, Guidance Resource Documents, Mutual Aid Agreements

(1) Authority


(a)
Federal


1
No Child Left Behind Act, Title IV Section 4114 (d)(7)(D) requires all local educational agencies receiving Safe and Drug Free School funds to have a "crisis management plan for responding to violent or traumatic incidents on school grounds" - Anticipates the potential for violence in schools. Violence prevention programs must meet specified principles of effectiveness and be grounded in scientifically based research that provides evidence that programs will reduce violence and illegal drug use.



2
Homeland Security Presidential Directive – February 5, 2003 – The President directed the Secretary of Homeland Security to develop and administer a National Incident Management System (NIMS); providing a consistent nationwide template to enable government, private sector, and non-governmental organizations to work together during domestic incidents. This was accomplished on March, 1, 2004.  In order for our District to receive any federal grant funds relative to emergency response, we are federally mandated to be in NIMS compliance.

b. State


1    F.S. 1006.07(4)(a)(b) – District School Board Duties Relating to Student Discipline and School Safety


2  F.S. 1013.13(1) - Coordination of School Safety Information; Construction Design Documents

c. Local – Superintendent Directive, July 1, 2004

(2) Guidance Resource Documents

(a)
Letter from the Deputy Secretary a Homeland Security/FBI bulletin on the terrorist attack in Beslan, Russia, 2004

(b)
Practical Information on Crisis Planning: A Guide for Schools and Communities.  The U.S. Department of Education has developed a guide to provide schools and communities with basic guidelines and useful ideas on how to develop emergency response and crisis management plans. Hard copies of the Guide are now available and can be ordered from ED Pubs., May 2003.
(c)
Practical Information on Crisis Planning Brochure.  This companion brochure to the full Crisis Planning Guide provides general information and guidelines on how to be prepared for a crisis. August 2004 

(d)
Bomb Threat Assessment Guide. The Office of Safe and Drug-Free Schools, along with the Bureau of Alcohol, Tobacco, Firearms, and Explosives (ATF), released a new interactive CD-ROM on responding to bomb threats. The CD-ROM, "Bomb Threat Response: An Interactive Planning Tool for Schools," is a tool for schools that includes staff training presentations and implementation resources.  A copy of this guide has been distributed to every school district in the country. The ATF also distributed the CD-ROM to State and local law enforcement and public safety agencies. In addition to the CD-ROM, a new website http://www.threatplan.org/, was established to provide online support to the CD-ROM and additional information. NOTE: Our Security Services Department’s Director, David Friedberg, was selected by the US Department of Education, Drug and Safe Free Schools, to serve on the National Committee that developed this resource.

(e)
The Safe School Initiative - A Guide to Managing Threatening Situations and to Creating Safe School Climates and Final Report and Findings of the Safe School Initiative: Implications for the Prevention of School attacks in the United States.  The U.S. Dept. of Education and the U.S. Secret Service collaborated to produce two reports that outline a process for identifying, assessing, and managing students who may pose a threat of targeted violence in schools, as well as ideas for creating safe school climates. School persons, law enforcement, and others intend these guides for use with protective responsibilities in our Nation's schools.

(3)
Mutual Aide Agreements

(a)
Hillsborough County Sheriff Office

(b)
Tampa Police Department

(c)
Temple Terrace Police Department

(d)
University of South Florida Police Department

(e)
Hillsborough County Emergency Operations Center (EOC)
3.
COMMAND AND SIGNAL: The Assistant Superintendent, Administration, will identify the location of the primary District Emergency Control Center, chain of command, and how personnel will communicate.

A.
When activated, all selected I.M.T. members will report to the District’s Emergency Control Center (primary ROSSAC location – the Superintendent’s Conference Room; alternate location – the Assistant Superintendent of Administrations’ Conference Room; Primary outside ROSSAC location – Instructional Services Center, 3993 – 21st Avenue, Tampa, 33605; alternate outside ROSSAC location – to be determined by circumstances and / or incident location).

B.
Chain of Command:  The normal chain of command (i.e., Superintendent, Deputy Superintendent, Human Resources, Chief of Staff, Assistant Superintendent for Administration, etc.) applies during 

many crisis management situations, except when local police/sheriff/fire personnel (or other emergency response authorities) have assumed control due to law enforcement/emergency necessity.

C.
Common Language:  In order to enhance operational effectiveness, all responding agencies will use NIMS common language– see Annex 1 for NIMS Glossary of Terms.

D.
Communications:  

(1)
The site's public address system is normally the primary means of site communication.  The site's portable radio communications, telephone system, fire alarm system, and individuals (runners) designated to carry verbal communication from the administrator to another (i.e., directions, requests, etc.) are considered backup means of communications.

(2)
The Security Services Department is staffed 24 hours a day, 365 days a year, and possesses landline communications and an 800 MHz radio system that is interoperable with the Hillsborough County Sheriff’s Office. This system also has an additional radio “mutual aide” channel -- designated solely to facilitate local, state, and federal emergency response.

(3)
Our District’s Transportation Department has their own radio frequency and a fleet of over 1300 radio-equipped buses, sedans, and trucks (982-5500).

(4)
The Florida Department of Law Enforcement (FDLE / 878-7300) or Sheriff’s Office (HCSO / 247-8000) may be able to assist in providing additional radio communications.

(5)
In the event of a District-wide emergency (i.e., bomb threat, tornado, etc.):

(a) all principals will be notified via three separate means:  (1) a numerical code on their District-issued emergency pager, (2) District-wide First Class email system, and (3) a follow-up phone call from the applicable Area Director’s office. The Assistant Superintendent for Administration will activate these notification systems.

(b) principals/administrators will confirm the successful resolution of their school’s response to an emergency via telephone notification to their Area Director’s office, who will in turn notify Security Services via 623-3996.

(6)
If the County experiences a total utility/communication failure (i.e., electric, landline phones, computer, pager, cellular, and Security Services Department’s radio system), our local Regional National Weather Service Office (NWSO) will allow us to use their National Weather Alert Radio system to disseminate emergency communication to multiple, region, or county-wide District schools / sites.  The Security Services Department will coordinate this request via the County Emergency Operations Center (2711 E. Hanna Ave, 33610, tel. #272-6408) and the Regional NSWO (2525 14th Ave. SE, Ruskin, 33570, tel. #645-2323). NOTE:  All schools should perform a monthly battery status check of their Weather Alert Radio. 

(7)
Principals/administrators will perform a monthly battery verification of their District-issued:


(a)
emergency pager.


(b)
Weather Alert Radio.

1 Enclosure:  County Issued Cellular Phone List

COUNTY ISSUED CELLULAR PHONES

School Board Chair 

Superintendent

Deputy. Superintendent, Human Resources 
Chief of Staff

Assistant Superintendent, Administration.
Chief, Finance Officer
Assistant Superintendent, Curriculum & Instruction
Chief, Instruction

Chief, Facilities Officer
Assistant Superintendent, Student Services & Federal Programs

Area Director 1

Area Director 2

Area Director 3

Area Director, 4

Area Director 5

Area Director 6

Area Director 7

General Manager, Transportation

Transportation (25)









General Director, Maintenance
General Manager, Professional Standards.

Manager, Professional Standards

Professional Standards Investigators (4)

General Manager, Risk, Management

Manager, Security Services 

Security Service Officers (44)

Public Affairs Office (2)

Government Liaison Officer

Director, Technology Services

Construction Inspectors (4)

Manager, Safety 

Safety Inspectors (6)

Traffic Safety Specialist 

Workers Compensation Office.

Director, Pupil Administrative Services

Director, Administration

Director, Plan. & Construction

ANNEX 3

District Response Team (D.R.T.) Plan (Supercedes July 1, 2004 DRT Plan)

1.
SITUATION:   While it is a fact that most district schools operate on a day-to-day basis in a quiet and efficient way, there are occasions when additional assistance can help in restoring a calm environment.  All school administrative staffs have on file a site crisis management plan to address incidents of disruption and/or conflict.  Potential trouble spots are identified and strategies outlined to address these situations.  However, circumstances may develop where the school staff needs support services that exceed the manpower capabilities of the assigned staff.  This document addresses those areas of concern that can be effectively monitored by personnel temporarily assigned to the site, specifically, the District’s Response Team (D.R.T). This plan was updated June 1, 2005.
a. 
While this document is not all-inclusive, listed below are examples of crisis incidents, which could necessitate the “activation” of the D.R.T.

(1)
Weather emergency  (i.e., tornado, hurricane, severe thunderstorm, flooding, etc.)  

(2)
Large scale affray or riotous situation

(3)
Neighborhood civil unrest

(4)

Bomb threat

(5)

Fire

(6)

Major accident

 (a)  vehicle

 (b)  personnel

 (c)  hazardous material (i.e., mercury and or fuel spills, asbestos contamination, etc.)

(7) Attempted/Hostage or abduction of student or staff

(8) Death or suicide on campus

(9) District Terrorist Threat Level Implementation

(10) District Recovery Operations

(11) Any other major disruption of school campus

b.
Depending on the crisis, the following personnel and/or agencies may be called upon for assistance:

(1)
Tampa Police Department - Emergency number 911, non-emergency 231-6130

(2)
Hillsborough County Sheriff's Office - Emergency number 911, non-emergency 247-8200

(3)
Plant City Police Department - Emergency number 911, non-emergency 757-9200

(4)
Temple Terrace Police Department - Emergency number 911, non-emergency 989-7110

(5)
Security Services Department - 24-hour number, 623-3996

(6)
Local Fire Department - all emergencies reported via 911

(7)
District Risk Management and Safety Office - Mr. Glen Lathers- 872-5263

(8)
District Crisis Intervention Team - Dr. Tracy Schatzberg, Velasco Center, 273-7095

(9)
Transportation (buses) - Ms. Karen Strickland, Transportation, 982-5500

(10) 
Maintenance Operations - Rory Salimbene, Maintenance, 635-1100

(11) 
Federal Aviation Administration (FAA) - 371-7760

(12) 
Florida Department of Law Enforcement (FDLE) - 878-7300

2.
MISSION: The D.R.T. is comprised of 43 District Administrators: three assigned to the Universal Team, and 10 each assigned to the Red, Blue, White, and Green Team.  The teams exist to provide site administrators assistance in de-escalating significant disruptive situations and/or tensions, providing a safe and secure campus where our teachers can teach and our students can learn.  Furthermore, the teams are to be used to supplement, not supplant, the administrative crisis plan at the local school.

3.
EXECUTION: 

a.  The Principal will:

(1)
assess the situation.
(2)
activate the appropriate Crisis Management Plan.

(3)
call the appropriate emergency agency (i.e., law enforcement, fire, and/or paramedics, etc.).  Consider having your SRO/SRD (if applicable) request additional law enforcement support in the event the D.R.T. is activated. 

(4) coordinate information with the appropriate Area Director.

(5) notify the school staff of reason for the activation/presence of the D.R.T.

(6) ensure that all faculty, staff, or students involved in the situation are debriefed and provide written statements (individuals should be separated) for situations that are not criminal in nature.

(7) ensure all faculty, staff, or students involved in the situation are debriefed and provide written statements (individuals should be separated), unless directed otherwise by local law enforcement for situations that are potentially criminal in nature.

(8)
in cooperation with their Area Director, remain in charge at the school site.

(9)
designate an Incident Command Post for the D.R.T., consider on and off site locations:

(a)
large enough for 20 plus people

(b)
with cable TV access

(c)
with at least two telephone lines and phones

(d)
restroom access, and with

(e)
electrical (and backup emergency) power

(10)
designate an area (on and off site locations; away from the command post, victim services, and the crime scene) for the news media and coordinate with the Public Information Officer.
(11)
send home a specially prepared letter with your students anytime the site's crisis management plan is activated -- see Tab titled Sample Crisis Letters.  The site administrator should contact the District’s Public Information Officer for assistance and coordinate this special letter with their Area Director before distribution.

(12) consider contacting contiguous sites (both private and public).

(13) acquire site maps and appropriately designate special areas.

(14) ensure integrity of the site's fire alarm system.

(15) remain calm.

b. 
The Area Director will:

(1)
brief the Assistant Superintendent, Administration, and recommend appropriate actions.

(2)
respond to the affected site.

(3)
if necessary, prepare a briefing for the Universal and appropriate D.R.T.(s), including code words and procedures for a campus lock down and/or bomb threat.

(4)
develop strategies for future action.

c.
Members of Universal Team - Personnel in the following three District positions are assigned to the Universal District Response Team and will report as instructed:

(1)
The Assistant Superintendent for Administration will:

(a)
order the activation of the Universal Team

(b)
order the activation of the D.R.T.(s)

(c)
respond to the affected site

(d)
be the Superintendent’s designee for approving plans for a school’s early release

(e)
direct an after-action debriefing of the event

(2)
Public Information Officer will:

(a)
respond to the affected site

(b)
prepare all statements to the news media and public

(c)
manage the news media in a designated on-site area or off-site public right of way

(3)
The Security Services Manager will:

(a)
activate the telephone notification chain to the D.R.T.(s) Team Leader(s) describing the nature of the crisis and where and when the team(s) will report. 

(b)
respond to the affected site and assess the security and safety of the site relative to students and staff.

(c)
perform as a direct liaison with appropriate law enforcement agency representatives to obtain additional manpower, added services, and communications

(d) make security recommendations to the Assistant Superintendent of Administration

d.
District Response Team - Personnel in the following District positions are assigned to one of four respective D.R.T.’s:

	Red Team

	*Area I Director

	*Area II Director

	Director Technical Services

	Director Staff Development

	Director Adult Tech Centers

	Director Federal Programs

	Manager Customer Service (HR)

	Supervisor Dropout Prevention

	Supervisor, Administrator on SA (Supportive Services)

	Supervisor Elementary Education (Area 7)

	

	Blue Team

	*Area VII Director

	*General Manager Professional Standards

	General Director Supportive Services

	General Director Tech/Career Education

	Director Administration

	Director Adult & Community Ed

	Supervisor Spec. Employee Relations

	Supervisor Technical Services

	Supervisor Employee Relations

	Supervisor Charter Schools

	

	White Team

	*Area III Director

	*Area IV Director

	General Manager Employee Relations

	General Director Secondary Ed

	Director Athletics

	Assistant Director Athletics

	Supervisor Magnet Schools

	Supervisor Secondary Social Studies

	Supervisor Communication & Inter-Agency Collaboration

	Supervisor Secondary Ed Music

	


	Green Team

	*Area V Director

	*Area VI Director

	General Director Elementary Ed

	General Director Middle Schools

	Director Pupil Administrative Services

	Manager Transportation

	Administrator on Special Assignment

	Supervisor Elementary Education (Area 4)

	Supervisor Secondary Ed Generalist

	Supervisor Physical Ed (K-12)


* - Indicates designated Co-Team Leader(s)

(1)
Individual District Response Team Leaders will:

(a)
activate the telephone notification chain to the appropriate D.R.T.(s) Team Member(s), describing the nature of the crisis and where and when the team(s) will report. The Co-District Response Team Leader immediately responds to the affected site. 

(b)
respond to the affected site.

(c) review applicable crisis management plan with the site administrator, ensuring either site or D.R.T. personnel are assigned in needed positions:

1
obtain verbal and/or written statements from affected personnel (i.e., students, staff, or others)

2
recommend a communications source for the D.R.T. 

3
provide (additional) supervision, as needed, in the areas of:

(a)
student/staff parking

(e)
hallways

(b)
restrooms


(f)
cafeteria

(c)
outside areas


(g)
media center

(d)
gymnasium


(h)
other
NOTE: If both of the Team's Co- Team Leaders respond, one will remain in the designated Command Post location and the other will remain mobile on the site.

(2)
D.R.T. Members will:

(a)
clear their calendar

(b)
as directed, immediately report to the designated site, with District identification badge, writing instrument, and a notepad/paper.

(c)
notify work site of temporary assignment and potential absence from regular work until released by an appropriate D.R.T. leader or higher.

(d)
be observant on the way to the incident and prepare to record observations

(e)
identify themselves upon arrival at the site.

(f)
respond to the designated command post.

(g)
receive briefing on the incident.

(h)
review procedures for special alerts for:

1
assault, battery, medical emergency, etc.

2
crisis situations requiring the "lock-down" of the campus (i.e., large scale affrays, neighborhood civil unrest, firearms or a shooting on campus, hostage or abduction, etc.).  The following District language for LOCKDOWNS will be used over the site’s public address system, "LOCKDOWN.  Personnel must immediately implement their LOCKDOWN procedures.”  If it is determined to be safe to do so, the following statement may be added, “All CMT members are to report to the conference room at            o'clock for a meeting."  This standardized language indicates an emergency is either present on campus or is imminent, and all team members must meet at a specific location.  This language also signifies that students and staff members should stay in their rooms (not even going to the bathroom if it is located outside of the classroom), and all students and staff in outside classes must return/report to a secure location.  During incidents involving large-scale affrays, neighborhood civil unrest, or guns or shootings on or near the campus, persons should also be instructed to lock the outside door and instruct students get in a crouched position on the floor and away from windows and doors.  In addition, this code signifies that the normal change of class bell will not be activated until the conclusion of the crisis.

3
School Bomb Threats:  The School Board approved code (3.03) is announced over the public address system to notify employees that a bomb threat has been received, the location of the Crisis Management Control Center, and that a fire drill is imminent.  An example notification would be: " A 3.03 meeting will be held in the main office at 10:30 a.m."  (i.e., a bomb threat has been received and the C.M.T. will meet in the main office at 10:30 a.m.).  In order not to establish an easily targeted evacuation location, it is highly recommended that the site administrators often vary between their pre-selected Primary and Alternate evacuation sites.

(i) review general school information relative to:

1
school floor plans

3
student population

2
bell schedules

4
trouble spots


(j)
be paired with a team member

(k)
receive assignment

(l)
obtain necessary equipment (i.e., walkie talkie, phone, information sheets, and school map)

(m) circulate (remain highly visible)

(n)
report any problems/incidents to the command post

(o) assist in writing a summary report before leaving the site

(p) check with the command post before leaving the site

(q)
receive instructions for future reporting and/or follow-up meeting of the team (normally, members will report to the school site 30 minutes prior to the official beginning of school and remain until 30 minutes after)

(r) attend the after-action debriefing of the event

(s)
receive specialized training relative to their team position (see below) and this training documentation can be found in Staff Development





(1)
crisis behaviors (i.e., anxiety, defensive, acting out, tension reduction, etc.)





(2)
staff attitudes (i.e., supportive, directive, non-violent physical intervention, therapeutic rapport





(3)
verbal escalation/verbal intervention/listening (see enclosure, this section)

(a)
supportive body language

(b)
block kick defenses 

(c)
choke hold/bite hold/hair pull/wrist grab releases

(d)
team control position

4.
LOGISTICS AND ADMINISTRATION: This section identifies policies and procedures that should be used if additional supplies and / or equipment are needed to support a 
specific crisis situation.  In addition, this section spells out the: (A) specific site administrator logistic requirements relative to crisis situations and this plan; (B) plan maintenance; (C) legal references for this crisis plan; and (D) guidance resource documents and District mutual aide agreements.

D. Logistics:  

(1)

During emergencies of any kind, local resources will be subject to the discretionary use of the site administrator.

(2)
Any district-owned vehicle may be necessary to support a site's crisis management situation--crisis management situations take precedence over normal usage.

(3)
The site's food service manager will support the site administrator's decision to use food or beverages in connection with a crisis management situation.

(4)
If additional items are needed (i.e., ladders, vehicles, bolt-cutters, radios, etc.), contact the 24-hour Security Services Department at 623-3996.  The Department will coordinate these requests through the appropriate District agency.

(5)
If a crisis situation requires the intervention of law enforcement personnel (i.e., criminal action calling for an arrest of an individual), consider asking your SRO/SRD (if applicable) to contact his/her agency to transport the arrested person so that your officer may remain on the campus.
(6)
The site's nurse/designee will coordinate any additional medical needs as required.

(7)
Transportation may be contacted at 982-5500 to arrange for mass transportation needs.

(8)
Consider the needs of your special school population (students and staff with disabilities, limited English proficiency individuals, ESE students, very young students, etc.).

(9)
The Security Services Department maintains school site blue prints with specially identified / highlighted location(s) of HAZMAT storage area(s).

(10) The Security Services Department will, as necessary, coordinate additional support from specialized law enforcement agencies (i.e., K-9, Bomb Disposal, ATF, FBI, etc.).

(11) Requests for a “No fly zone” may be made via the Federal Aviation Administration (FAA) at 813-371-7760.

c. Administration:  It is understood that for this plan to be effective in our ability to enhance the safety and well-being of students, staff, and visitors alike; its contents must be known and understood by those who are responsible for its implementation. 


(1)
In the event of a criminal crisis event, ensure personnel are reminded (when applicable) not to move, clean, remove, or tamper with anything; -- to leave the scene in place “as is.”

(2)
In accordance with District policy, the Superintendent, Superintendent’s staff, all area directors, the Manager for Safety, Manager for Security, Director of Pupil Administration, and all District Security Officers will complete, no later than August 1, 2006, the Federal Emergency Management Institute’s IS–700 National Incident Management System (NIMS) 3-hour, on-line training course (http://training.fema. gov/emiweb/IS/is700.asp).  Personnel appointed after August 1, 2006, will be required to enroll and complete this course within 6 months of assignment.  In addition, all site administrators, Manager for Security, Assistant Manager for Security, and Security Service Department Supervisors (Sergeants and above) will complete or be enrolled in the Federal Emergency Management Institute’s IS-362 – Multi-Hazard Emergency Planning for Schools 8-hour, on-line training course (http://training.fema.gov/emiweb/IS/is362.asp) no later than August 1, 2006.  Personnel appointed after August 1, 2006, will be required to enroll in and complete this course within 6 months of assignment. Also, all Security Officers (Security Officer I through Director) will complete the Federal Emergency Management Institute’s IS-195–Incident Command System 10-hour, on-line training course (http://training.fema.gov/emiweb/IS/is195.asp) no later than August 1, 2006.  Personnel appointed after August 1, 2006, will be required to enroll and complete this course within 6 months of assignment.  Lastly, the Manager for Security and Director of Pupil Administrative Services will complete the Federal Emergency Management Institute’s IS-235–Emergency Planning training 10-hour, on-line training course (http://training. fema.gov/emiweb/IS/is235.asp) no later than August 1, 2006.  Personnel appointed after August 1, 2006, will be required to enroll and complete this course within 6 months of assignment.  The course completion document will be found at the District’s Staff Development office.

(4) Individual District Incident Management Team Members were trained relative to this plan’s contents and their individual responsibilities (i.e., Planning Chief, Finance Chief, etc.; see earlier pages of this Annex for detailed position descriptions) and the training documentation is located in Staff Development.

C.
Plan Maintenance:  The Assistant Superintendent for Administration will ensure that necessary changes and revisions to this plan are prepared, coordinated, published, distributed, and that staff are subsequently trained.  This plan will undergo at least an annual review and a revision whenever:

(1)
It fails during an emergency.

(2) Exercises, drills, or real-world implementation of this plan reveal deficiencies or “shortfalls” provided via individual after-action debriefs.

(3) Regulatory or “best practices” change

(4) Potential “events” need to be addressed

(5)
Any other circumstances change that affect protocols or conditions

D.
Authority, Guidance Resource Documents, Mutual Aid Agreements

(1)
Authority


(a)
Federal


1
No Child Left Behind Act, Title IV Section 4114 (d)(7)(D) requires all local educational agencies receiving Safe and Drug Free School funds to have a "crisis management plan for responding to violent or traumatic incidents on school grounds" - Anticipates the potential for violence in schools. Violence prevention programs must meet specified principles of effectiveness and be grounded in scientifically based research that provides evidence that programs will reduce violence and illegal drug use.



2
Homeland Security Presidential Directive – February 5, 2003 – The President directed the Secretary of Homeland Security to develop and administer a National Incident Management System (NIMS); providing a consistent nationwide template to enable government, private sector, and non-governmental organizations to work together during domestic incidents .  This was accomplished on March 1, 2004.  NOTE:  In order for our District to receive any federal grant funds relative to emergency response, we are federally mandated to be in NIMS compliance.

(b)
State

a. F.S. 1006.07(4)(a)(b) – District School Board Duties Relating to Student Discipline and School Safety

b. F.S. 1013.13(1)-Coordination of School Safety Information; Construction Design Documents

(c)
Local – Superintendent Directive, July 1, 2004

2.
Guidance Resource Documents

(a)
Letter from the Deputy Secretary a Homeland Security/FBI bulletin on the terrorist attack in Beslan, Russia, 2004

(b)
Practical Information on Crisis Planning: A Guide for Schools and Communities.  The U.S. Department of Education has developed a guide to provide schools and communities with basic guidelines and useful ideas on how to develop emergency response and crisis management plans. Hard copies of the Guide are now available and can be ordered from ED Pubs., May 2003.
(c)
Practical Information on Crisis Planning Brochure.  This companion brochure to the full Crisis Planning Guide provides general information and guidelines on how to be prepared for a crisis. August 2004 

(d)
Bomb Threat Assessment Guide.  The Office of Safe and Drug-Free Schools, along with the Bureau of Alcohol, Tobacco, Firearms, and Explosives (ATF), released a new interactive CD-ROM on responding to bomb threats. The CD-ROM, "Bomb Threat Response: An Interactive Planning Tool for Schools," is a tool for schools that includes staff training presentations and implementation resources.  A copy of this guide has been distributed to every school district in the country. The ATF also distributed the CD-ROM to state and local law enforcement and public safety agencies. In addition to the CD-ROM, a new website http://www.threatplan.org/, was established to provide online support to the CD-ROM and additional information. NOTE: Our Security Services Department’s Director, David Friedberg, was selected by the US Department of Education, Drug and Safe Free Schools, to serve on the National Committee that developed this resource.

(e)
The Safe School Initiative - A Guide to Managing Threatening Situations and to Creating Safe School Climates and Final Report and Findings of the Safe School Initiative: Implications for the Prevention of School attacks in the United States.  The U.S. Dept. of Education and the U.S. Secret Service collaborated to produce two reports that outline a process for identifying, assessing, and managing students who may pose a threat of targeted violence in schools, as well as ideas for creating safe school climates. School persons, law enforcement, and others intend these guides for use with protective responsibilities in our Nation's schools.

3.
Mutual Aid Agreements

f. Hillsborough County Sheriff Office

g. Tampa Police Department

h. Temple Terrace Police Department

i. University of South Florida Police Department

j. Hillsborough County Emergency Operations Center (EOC)

5.
COMMAND AND SIGNAL: The site administrator will identify the location of the primary emergency control center, the site's chain of command, and how personnel will communicate.

A.
When activated, all selected DRT. members will report to the directed location.

B.
Chain of Command:  The normal chain of command (i.e., Superintendent, Deputy Superintendent for Human Resources, Chief of Staff, Assistant Superintendent, Area Director, DRT Leader, site administrator/principal, assistant principal for administration, etc.) applies during many crisis management situations, except when local police/sheriff/fire personnel (or other emergency response authorities) have assumed control due to law enforcement/emergency necessity.

C.
Common Language:  In order to enhance operational effectiveness, all responding agencies will use NIMS common terminologies – see Annex 1 for NIMS Glossary of Terms.

D.
Communications:  

(1)
The site's public address system is normally the primary means of site communication.  The site's portable radio communications, telephone system, fire alarm system, and individuals (runners) designated to carry verbal communication from the administrator to another (i.e., directions, requests, etc.) are considered backup means of communications.

(2)
The Security Services Department is staffed 24 hours a day, 365 days a year, and possesses landline communications and an 800 MHz radio system that is interoperable with the Hillsborough County Sheriff’s Office. This system also has an additional radio “mutual aide” channel -- designated solely to facilitate local, state, and federal emergency response.

(3)
Our District’s Transportation Department has their own radio frequency and a fleet of over 1300 radio-equipped buses, sedans, and trucks (982-5511).

(4)
The Florida Department of Law Enforcement (FDLE/878-7300) or Sheriff’s Office (HCSO/247-8000) may be able to assist in providing additional radio communications.

(5)
In the event of a District-wide emergency (i.e., bomb threat, tornado, etc.):

(a) all principals will be notified via three separate means:  (1) a numerical code on their District-issued emergency pager, (2) District-wide First Class email system, and (3) a follow-up phone call from the applicable Area Director’s office.  The Assistant Superintendent for Administration will activate the pager and email notification systems.
(b) principals/administrators will confirm the successful resolution of their school’s response to an emergency via telephone notification to their Area Director’s office, who will in turn notify Security Services via 623-3996.

(6)
If the County experiences a total utility/communication failure (i.e., electric, landline phones, computer, pager, cellular, and Security Services Department’s radio system), our local Regional National Weather Service Office (NWSO) will 


allow us to use their National Weather Alert Radio system to disseminate emergency communication to multiple, region, or county-wide District schools / sites.  The Security Services Department will coordinate this request via the County Emergency Operations Center (2711 E. Hanna Ave, 33610, tel. #272-6408) and the Regional NSWO (2525 14th Ave. SE, Ruskin, 33570, tel. #645-2323). NOTE:  All schools should perform a monthly battery status check of their Weather Alert Radio. 

(7)
Principals / administrators will perform a monthly battery verification of their District-issued:


(a)
emergency pager.


(b)
Weather Alert Radio.
2 Enclosures

1.
County Issued Cellular Phone List

2.
Verbal Aggression Awareness Guidelines

Enclosure 1: COUNTY ISSUED CELLULAR PHONES
NOTE:  Always ensure that portable radio and cellular phone communications are turned off during bomb threat crisis situations, as the radio frequency signal could prematurely set off an explosive device.
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Enclosure 2: VERBAL AGGRESSION AWARENESS GUIDELINES
The School District of Hillsborough County’s Department of Staff Development developed Verbal Aggression Awareness in response to the Use of Reasonable Force legislation that passed in 1996.
Section1003.32, Florida Statutes:

(1) Within the framework of the school district code of student conduct, teachers and other instructional personnel shall have the authority to undertake any of the following sections in managing student behavior and ensuring the safety of all students in their classes and school.



Other methods of managing student behavior are addressed in (a) - (h).

(i) Use of reasonable force, according to standards recommended by the Education Standards Commission and the Education Practices Commission and adopted by the State Board of Education, to protect himself or herself or others from injury.

Section1006.11, Florida Statutes:

The State Board of Education shall adopt, based on the recommendations of the Education Standards Commission and the Education Practices Commission, administrative standards for the use of reasonable force by school personnel to maintain a safe and orderly environment.  Such standards shall be distributed to each school in the State and shall provide guidance to school personnel in receiving the limitations on liability specified in Section 1006.11(2).

The School District of Hillsborough County
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CRISIS RESPONSE TEAM &

CRISIS INTERVENTION MANUAL
INFORMATION

CRISIS INTERVENTION TEAM

HILLSBOROUGH COUNTY

The Crisis Intervention Team (CIT) was formed in December of 1986 following the abduction / homicide of a Tampa high school student. This incident motivated student services to establish a resource that would be available to all schools in the county to immediately respond to crisis situations on an as-needed basis.

The CIT is made up of 18 members who respond to crises on a rotating basis. The CIT is composed of school psychologist, school social workers, and school health nurses, who are employed within the Department of Physical / Mental Health and Social Services. Members perform their CIT duties in addition to their regularly assigned responsibilities. Each member is trained to provide crisis intervention, counseling, and related activities. The CIT has the approval of the Hillsborough County School Board to function in this capacity.

The CIT is designed to supplement, not supplant, services available at all schools in Hillsborough County. Each school within the county receives service from a regularly assigned school psychologist, school social worker, and guidance counselor who can provide crisis counseling and interventions. The CIT is designed to provide consultation to schools in times of crisis. The CIT can also provide direct intervention if this support is needed and requested by the building principal.

When a crisis occurs, the school’s regularly assigned psychologist, social worker, and nurse are contacted to assist in providing services. If the CIT is called into service a team member may act as on-site coordinator. The team member will stay in regular contact with the CIT Coordinators at their Velasco Student Services Center office. If additional members are needed at the school site, they can be requested.

The CIT services provided on campus include:  individual / group counseling, classroom / large group in-service presentations, consultation with faculty and administration, parent conferences, and agency referral. The primary function of the CIT is to help stabilize the immediate situation and to provide emotional relief to any individuals who demonstrate the need. The CIT will also help to identify those individuals who may need more intensive and / or ongoing assistance. Parents of these identified students will be contacted and appropriate community / agency referrals will be made.

The CIT is also available for in-service training and has actively involved itself in education / prevention activities. For more information about the CIT, please call Dr. Tracy Schatzberg, Team Supervisor, at 273-7095.

SCHOOL PROCEDURES

All schools in the district should have developed their own in-house crisis plans and “crisis kits.” These plans should include a checklist of activities, which should be followed for situations, which are handled “in house,” or prior to the arrival of the Crisis Intervention Team (CIT), if they have been activated. Following the procedures outlined in the checklist will enable the crisis to be dealt with in an organized, safe, and caring manner, which will facilitate the school’s return to normal functioning. The plan should also include an up-to-date telephone tree and phone resource list.

Both the in-house and CIT plan packets should be housed in an area which is accessible to administrators and guidance staff, in the event of a crisis.

The crisis kit should include a school information packet (school map bell schedules, names of administrators, etc.). It is also suggested that the kit include boxes of tissues, paper cups, and hall passes.

(CIT members are available to assist schools in developing in-house crisis plans. Please contact Dr. Tracy Schatzberg, Team Supervisor, at 273-095.

ADDITONAL INFORMATION

While the need for responsible reporting to the media is recognized, CIT members will not be involved in any interaction with the media during the school day, since their role is to provide services to the students and faculty.

If parents inquire, they should be informed as to whether or not their child was seen.

Parent should be notified if it is felt that their child is at-risk.

Depending upon the nature of the crisis and at the discretion of the principal, a letter (sample included) may be sent to parents informing them of the crisis, the presence and function of the CIT, and the possibility that someone may have seen their child during that time.
PHONE RESOURCE LIST

	RESOURCE
	CONTACT NAME
	PHONE NUMBER

	
	
	

	District Administration
	
	

	     Superintendent
	MaryEllen Elia
	272-4050

	    Asst Superintendent for Administration
	Ken Otero
	272-4070

	     Area Director
	                                    
	                                   

	     Crisis Intervention Team
	Tracy Schatzberg
	273-7095

	     School Security
	David Friedberg
	623-3996

	     Public Information Officer 
	Steve Hegarty
	272-4055

	     School Health Services
	Karen Brown
	273-7065

	     School Psychological Services
	Tracy Schatzberg
	273-7095

	     School Social Work Services
	Ken Gaughan
	273-7090

	     Other:
	
	

	                                                     
	                                     
	                                    

	School Support
	
	

	     School Psychologist
	                                    
	                                    

	     School Social Worker
	                                    
	                                    

	     School Health Nurse
	                                    
	                                    

	
	
	

	Community Support
	
	

	     Police / Rescue Squad / EMS
	
	911

	     Poison Control
	
	253-444

	     Suicide & Crisis Center Crisis Line
	
	238-8821

	     Children’s Crisis Stabilization Unit
	
	272-2882

	     Life Center
	
	237-3114

	     Hospice
	
	877-2200

	     Other:
	
	

	                                                      
	                                      
	                               

	                                                      
	                                      
	                               

	Feeder Schools
	
	

	                                                      
	                                      
	                               

	                                                      
	                                      
	                               

	                                                      
	                                      
	                               

	                                                      
	                                      
	                               

	
	
	

	Additional Resources
	
	

	     Clergy:
	                                      
	                               

	
	                                      
	                               

	     Parents / Volunteers:
	                                      
	                               

	
	                                      
	                               

	     Other:
	                                      
	                               

	
	                                      
	                               

	
	
	

	
	
	

	
	
	


School Telephone Tree
	
	
	
	

	Tom Scott 986-9420

541-8432
	
	
	

	
	
	
	

	
	
	MaryJane Sandoval
	Michelle Roule/ 626-7135

	
	
	391-2042
	

	
	
	
	Dawn Simon/ 651-3468/789-0370

	
	
	
	

	
	
	
	

	
	
	
	Wm Vlasic 671-4490/390-4942

	
	
	
	

	
	Jason Spahn
	Sheryl Koza
	Donna Griffin 571-5552/716-4772

	
	672-1290/ 495-0048
	655-5126/4162343
	

	
	
	
	Michelle Noiseux 899-4385

	
	
	
	

	
	
	
	

	
	
	
	Marc Bobish 416-5205

	
	
	
	

	
	
	Debbie Griffo
	Sara McCarthy

	
	
	657-7718,318-1790
	(941)7794570

	
	
	
	Wendy Park

	
	
	
	951-2623

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	Jeff Rupe
	Kelly Brant

	
	
	335-6103
	842-3505

	
	
	
	Dee Hanily

	
	
	
	672-1954

	
	
	
	

	
	
	
	Jamie Miller

	
	
	
	546-4944

	  
	Anna Voida
	Douglas Benton
	

	
	837-8452, 293-5475
	653-1597/ 416-9413
	

	
	
	
	(  Name, Phone #

	
	
	
	

	
	
	
	

	
	
	
	(  Name, Phone #

	
	
	
	

	
	
	Anna Robinson
	Robert Kanaby

	
	
	766-0364
	654-3695,

	
	
	
	(  Name, Phone #

	
	
	
	

	
	
	
	

	
	
	
	Cathy Hodge

	
	
	
	641-3940,546-6361

	
	
	Amanda Allen
	Jen Williams

	
	
	681-2951, 263-2537
	956-5808

	
	
	
	Deianna Heim

	
	
	
	941-776-2283 or 

615-403-2595

	
	
	
	

	
	
	
	Walt Whittaker

	
	
	
	224-9531 or 924-7346

	
	Dwayne Climes
	Sue Swanson
	Araseli Martinez

	
	(727)343-6292
	778-0399
	787-6818

	
	
	
	Patty Caranza

	
	
	
	716-1757

	
	
	
	


PROCEDURES FOR HANDLING A SCHOOL CRISIS

I. IMMEDIATE ACTIONS:

A.
NOTIFICATION PROCEDURES

1. Verify facts.

2. Call EMS at 911, if necessary.

3. Notify:
Area Director
Sherri Sikes@744-8630 (H) 927-3350

Public Information Office
Steve Hegarty 


Crisis Intervention Team
Tracy Schatzberg@                       (H) 


Security Services David Friedberg @ 626-1667 (ofc) or 927-3357 (cel)                        

4. Contact family personally and offer support.

5. Contact Assistant Principal or Guidance Department Head in charge of crisis plan.

B.
GATHER INFORMATION

1. Student’s schedule and emergency contact card.

2. Name of student’s close friends.

3. Names of witnesses, if any.

4. Names of siblings and schools they attend.

5. School schedule and list of administration / guidance staff names. (In crisis plan.)

6. Names of teachers available during free period to provide crowd control and escort students to the office. (In crisis plan.)

7. Establish rooms to be used for grief counseling. (In crisis plan.)

a. Provide tissues, water, and glasses.

b. Provide guidance request pads.

II.  RESPONSIBILITIES AND ACTIONS TO BE TAKEN


A.
Administrators

1. General Responsibilities

a. Keep staff updated on events and circumstances. Facts reduce rumors.

b. Be highly visible

c. Normalize the day by making scheduled announcements.

d. Do not allow students to leave campus without contacting parent(s).

2. Actions to be taken

a. Identify staff in need of support.

b. Inform parents of counseling services available (see attached sample letter).

c. Secure personal items of deceased in lockers, desks, etc.

d. Anticipate absences on day of funeral and consider alternative scheduling

e. Stop any notifications that may be inadvertently sent to victim’s family.

3. Announcing the Loss (CIT consultation is available)

a. Use telephone tree to notify faculty before school.

b. Meet with faculty before school. Give handout on dealing with a loss in the classroom.  

c. Use e-mail or messages in mailboxes to inform teachers of crises during school hours.

d. Announce loss via intercom or television.   

1).
Provide facts to dispel rumors.

2).
Provide moment of silence.
e. Identify support services to visit selected classes.  

f. Faculty meeting after school to:  

1).
Review facts.

2).
Allow staff to share experiences.

3).
Gather suggestions.

4. Media and Parental Concerns (CIT consultation is available)

a. Identify a spokesperson.  

b. Develop a written statement or news release in cooperation with Public Information Office.

c. Set limits for media time / location.

d. Provide handouts of planned school activities to handle the situation. Emphasize positive actions being taken.

e. Divert calls to a specified location and person.  

f. Consider a meeting for concerned parents, etc. to provide input or suggestions to help students. Request a speaker from Student Services or a recognized local community mental health organization.  

e. School District of Hillsborough County

B.
Guidance Office Responsibilities (CIT consultation is available)

1. Reschedule day’s guidance activities.

2. Identify individuals to work with groups or individual students.

3. Maintain a list of students counseled.

4. Make follow-up calls to parents of students in distress and make recommendations for parents to provide support.

5. Contact District office for recommendations for community assistance.  

C.
Faculty Responsibilities (CIT consultation is available)

1. Be Visible. Man the hallways and open areas.

2. Identify students in distress and talk to them or have someone escort them to counseling activity.

3. Provide an opportunity for students to discuss the loss, their feelings, etc. 

4. If students are restless, get them active and focused on a project for the family. Encourage support network in school (peer counselors, club members, etc.)  

5. Acknowledge emotions through discussion and involvement in constructive classroom activities. Use assignments to ventilate / steer anger.  

6. Provide class work for those who do not wish to participate in discussions.

7. Shorten and structure assignments. Postpone and reschedule tests as needed.

8. Inform students of funeral arrangements.

9. Do not immediately rearrange seating assignments.

III. Memorial Service / Special Activities Suggestions

A.
Involve staff and students to focus energies in planning.

B.
Provide a box in guidance office for letters to the family.

C.
Discourage parent / family participation in programs other than a guests until later date.

D.
Provide an area for staff and students who do not wish to attend special activities.

E.
Discourage activities, other than moment of silence, in cases of suicide.

Bereavement Support Information for the Death of:___________________________________

School Contact Person:                                           
Date of Contact:                                                      

Family Contact


Name:                                                                                                                                             


Relationship:                                                                                                                                  
Address:                                                                                                                                         

Phone Number:                                                                                                                              
Funeral / Burial Arrangements


Funeral Home:                                                                                                                               


Address:                                                                                                                                         

Visitation Date:                                                                                                                              

Donations / Special Requests:                                                                                                       

Burial Date:                                                                Time:                                                          


Location:                                                                                                                                   


Home Visitation Desired:   No                Yes                 Restrictions:                                       


Flowers / Letters / Cards:   No                Yes                 Restrictions:                                       

POISON CONTROL

Telephone:  253-4444

Information Poison Control will ask if called.

Your Name:                                                                                                                                
Phone number at your location:                                                                                                 
With who poison control can follow-up:

Name:                                                                                                                                          
Phone Number:                                                                                                                            
Patient’s Name:                                                                                                      

Age:                             Sex:                              Weight:                                If female, Pregnant?                          

Basic health history:

Generally healthy?                                                                                                                       
Allergies:                                                                                                                                      
Chronic health problems:                                                                                                             
Taking any other medications:                                                                                                     
Alcohol:                                                                                                                                        
Drugs:                                                                                                                                           
Food:                                                                                                                                            
Liquid:                                                                                                                                          
Name of substance ingested:                                                                                                        
Strength:                                                                                                                                       
Description (color of pill, etc.):                                                                                                   

How much was ingested:                                                                                                              
How long since exposure:                                                                                                             
Taken all at one time or over a period of time:                                                                             
Treatment attempted so far:                                                                                                          

Symptoms:                                                                                                                                    

ALL INFORMATION IS CONFIDENTIAL

WORKING WITH THE NEWS MEDIA

Guidelines for School Principals

Philosophy

As the school administrator, the principal is encouraged to provide the news media with factual and background information that will enable them to develop their story with a balanced and accurate perspective. The general guideline is maximum cooperation with the media consistent with the rights of students, parents, and staff.

General Guidelines

1.
Notify your Public Information Officer and staff of the occurrence which may generate media attention (Steve Hegarty:  272-4055). Use them as a resource in responding to media inquiries.

2. Assume the role, or specify a staff member to serve as the point of contact for the media and maintain contact with the Public Information Officer.

3. Anticipate media interest and establish a designated place to speak with reporters. As they arrive and while in the building, reporters should be accompanied by a staff escort who understands the ground rules.

4. Ensure that reporters respect the sensitivities of those who may be touched by the crisis.

5. Adhere to the facts and avoid any speculation. Refer reporters to the police or appropriate school district personnel for answers to questions that do not directly relate to your area of responsibility.

6. Be cordial and firm in maintaining the following school district ground rules:

· Have all media personnel request permission to enter campus through your office. Have them state the reason for their visit and what they want to accomplish.

· Issue a visitor’s pass.

· Assign media personnel to a specific area on your campus.

· Safeguard the integrity of the instructional day. Media activities should not interrupt the instructional process.

· Students under eighteen years of age may not be interviewed without written parental consent. Interview must not interfere with the student’s instructional day.

· Before agreeing to have staff members interviewed, obtain their consent and make arrangements that do not disrupt the instructional day of the teacher or student.

Please note that no one is under any obligation to speak to the media. Be sure that teachers, and in particular students, are informed of their rights to privacy and to decline comment.

SAMPLE

SAMPLE LETTER FROM PRINCIPAL TO FACULTY
To:
Faculty

From:
                                                , Principal

I understand that this is a very difficult time for faculty and students. It may be particularly difficult for some of you who knew                                                . I would like to offer my condolences and my assistance in any way possible. The school psychologist, social worker, nurse, and guidance counselor(s) were / are available to faculty and students who would like to talk.

It is important that you watch for students needing assistance. These might be students displaying behaviors that are unusual for them. For example, they might be distraught, tearful, excessively quiet for long periods, excessively talkative, agitated, or disruptive. In some cases, students may approach you and request help. If such students come to your attention, please notify      (contact person)                  in            (location)            .

Attached you will find a list of reactions common to the grieving process. These are considered a normal part of grieving and should not be viewed as alarming unless they continue for an excessive length of time (e.g., more than 6 months) or significantly interfere with the student’s ability to perform in the classroom.

If there is anything that can be done to help you or someone else, please let me know.

School District of Hillsborough County

Crisis Intervention Team

Con’t:

SAMPLE

SAMPLE LETTER FROM PRINCIPAL TO PARENTS

Dear Parent:

As you may know (nature of event)                                                            . We have had additional support personnel on campus today to assist the students and faculty in dealing with this crisis.

Some students may request to talk with someone. Other students who could benefit from assistance are reluctant to seek help. If you think your child could benefit from services, or you would like to talk to someone about these services, please call      (number)     and ask for (contact person)              . There is no charge for these services.

Attached you will find a list of reactions common to the grieving process. These are considered a normal part of grieving and should not be viewed as alarming unless they continue for an excessive length of time or significantly interfere with the student’s ability to function.

Sincerely,

                                                             , Principal

School District of Hillsborough County

Crisis Intervention Team

Con’t:                                           NORMAL GRIEF REACTIONS
	FEELINGS
	PHYSICAL SENSATIONS

	
	

	Sadness
	Hollowness in stomach

	Anger
	Tightness in chest

	Guilt (self-reproach)
	Over-sensitivity to noise

	Anxiety
	Depersonalization (nothing real)

	Loneliness
	Shortness of breath

	Fatigue
	Weakness in muscles

	Helplessness
	Lack of energy

	Shock
	Dry mouth

	Yearning
	Physical symptoms

	Emancipation
	Physical illness

	Relief
	

	Numbness
	

	Vulnerability
	

	Depression (anger held in)
	

	Denial
	

	Lack of motivation
	

	Fears (it might happen to me)
	

	Isolation
	

	Suicidal
	

	
	

	COGNITIONS
	BEHAVIORS

	
	

	Disbelief
	Appetite disturbances

	Confusion
	Sleep disturbances

	Preoccupation
	Absentminded behavior

	Sense of presence
	Social withdrawal

	Hallucinations
	Dreams of the deceased

	Idealizing the past
	Avoiding reminders of the deceased

	Futurizing
	Searching and calling out

	
	Sighing

	
	Restless over-activity

	
	Crying

	
	Visiting places that remind of deceased

	
	Carrying objects that remind of deceased

	
	Treasuring objects belonging to deceased

	
	Displacement (excessive care of pets, etc.)

	
	Regression to behaviors of earlier age


SOME THINGS TO THINK ABOUT WHEN YOU ARE IN A CRISIS*

1. Recognize that you are in stress and that this time may be a painful period of adjustment for you.

2. Admit you are hurting. It is normal to hurt when you are in stress (especially if you have experienced a loss).

3. When your emotions are in turmoil, try to keep your life as orderly as possible. Make schedules, lists, plans, etc., and try to stick to them.

4. Don’t get upset when people tell you how you “should” feel or “ought” to act Remember these are YOUR feelings and they are important.

5. Self-doubts are symptoms of stress. So is an inability to concentrate. When everything seems to be going wrong, it’s hard to think about anything else.

6. It is natural for your judgment to be hampered by stress. Try to avoid as many decisions as possible, especially major ones. Deal only with those that require immediate attention.

7. Deal with one thing at a time – one day at a time. Don’t get caught up in “if-onlys” and “what-ifs.”

8. Accept the help of others. Understanding and support are important when you are in stress, so don’t deny yourself any assistance that may be available to you.

9. If possible, surround yourself with things that require nurturing (children, plants, pets, etc.).

10. Schedule as much activity into the weekends as possible.

11. Expect to get through your crisis. There will be good days and bad days. Don’t be discouraged when your feelings seem to overwhelm you just when you thought you were getting it all together again. Don’t deny your feelings, but don’t dwell on them. In other words, acknowledge them, but don’t encourage them.

12. In stress, your health is vulnerable. Protect it with adequate rest, proper diet, and moderate exercise.

13. This is NOT a good time to over-indulge in eating or smoking. This is not a good time, either, to indulge in alcohol or drugs.

14. It is a good time, however, to be nice to yourself. Make a list of good things to do for yourself and USE IT to “treat” yourself from time to time.

15. Remember that emotional wounds take time to heal and that it is important to heal at your own pace. After all, you are unique!

*Reprinted from booklet distributed by the Suicide and Crisis Center.

Crisis Consultation with Elementary Students

1. Meet with school officials to assess situation and determine objectives.

2. Connect with parents of all children involved.

3.
When meeting with children:

A. Be aware of your own feelings.

B. Have the classroom teacher with you.

C. Honestly tell the children what happened at a level they understand.

D. Promote expressive behavior in the children. You may be able to use artwork as a springboard.

E. Be ready for the children to relate other traumatic experience of their lives. Reinforce previous coping.

F. Remind the children that they are not to blame for what happened.

G. Encourage students to ask questions. Respond accurately and perceptively to all questions and use the questions to assess their understanding of the circumstances.

H. Know the symptoms of post-traumatic stress disorder.

Model for Working with Young Children

For Primary Grades:

· Group children in small groups of four to five students.

· Discuss any losses ever suffered, e.g., pet, friend, relative.

· Draw pictures of things they remember about the victim.

· Talk about the victim as they draw or after completion.

· If you sense reluctance on their part, ask, “Is there something else you would like to draw?”

· Word things carefully. Assure that their “picture” of the events is healthy.

· With the very young, death has less of a conceptual impact and they are not as frightened. Help them get the facts straight, as they are prone to make literal interpretations of the events.

· Teachers need to respect that a relationship is a relationship, particularly to a child. If the child is focusing on death of a pet, don’t glide over it. Assure equal importance with people losses. The child determines the value of the event not the adult. NO value judgments should be imposed.

· School is going to be OK and we will go back to normal.

· Reassure and encourage them to go home and discuss their feelings.

For Grade 5 and up:

· Don’t push to have them share information.

· Older children need to be reassured on how unusual the occurrence of this event is. Discuss if anyone has lost a grandparent or talk about how death usually is expected of older, not younger people.

· It is IMPERATIVE that teachers remain in the class. At the upper grades you might, otherwise, be seen as a substitute teacher. The teacher can help by:

Maintaining discipline

Gauging where the students are and guiding facilitator as to the normalcy of the student’s behavior.

Learning from modeling to be able to provide follow-up.

How to Reach and Treat the Bereaved Child Within the Classroom

Recognize that children grieve; give them permission to mourn and demonstrate his/her sorrow.

Children experience sorrow and loss. Anger, panic, denial, numbness, and physical illness are normal experiences in varying degrees.

Help the child by having him/her express emotions either verbally or nonverbally. Do not be afraid of silence, but provide other avenues that will allow the child to express himself/herself freely and openly.

Talk with the child about the guilt that he/she may be feeling.

Encourage the child to recognize his/her anger.

Help the child become aware of those events and feelings that are changing.

Help the child break down the mourning experience into parts so that s/he can deal with it and assimilate it a little at a time.

Explain to the child that everyone experiences highs and lows during the mourning process.

Be cognizant of the child’s developmental stage and intellectual and emotional limitations.

Try to answer the child’s questions regarding such matters as the medical situation, the funeral services, or different feelings s/he may be experiencing.

Try to model appropriate grieving behavior.

Do not lecture or make decisions for the child.

Do not tell the child or adolescent that she/he must take over someone else’s role in the family.

Help the child develop some patience with himself and others around him. Offer the child the opportunities to learn relaxation or vent his anxiety by running, exercising, talking, etc.

Encourage the child to take care of him/herself, eat properly, and get enough sleep and exercise.

Give the child permission to take a break from grief and spend some time with peers.

Recognize that in order to heal, children need to have time for solitude, as well as time with friends and significant others.

Help the child put things into his life that are symbolic of life.

Provide as much reassurance and tender loving care as possible. Give hope and encouragement.

DEVELOPING A CONSTRUCTIVE SUPPORTIVE RELATIONSHIP

WITH A STUDENT IN CRISIS

“AN AWARENESS TRAINING EXPERIENCE FOR

THE CLASSROOM TEACHER”
MATERIALS AND WORKSHOP DEVELOPED AND CONDUCTED BY

Dr. Adrian A. Parrado

School Psychologist

Hillsborough County School District

Tampa, Florida

NOTE:
These printed materials are used by Dr. Parrado as part of a two (2) hour workshop on DEVELOPING A CONSTRUCTIVE SUPPORTIVE RELATIONSHIP WITH A STUDENT IN CRISIS. Although, these materials can be utilized as a reference source by the classroom teacher, participation in the formal training experience is highly recommended. The formal training program is designed to help the teacher develop a more thorough understanding of the emotional and behavioral dynamics of a student who is in the midst of a crisis. Additionally, training activities are designed to enhance the teacher’s skill in effectively utilizing the communication strategies and case management techniques required to constructively interact with the student.

DEVELOPING A CONSTRUCTIVE SUPPORTIVE RELATIONSHIP

WITH A STUDENT IN CRISIS

STAGES OF THE HELPING PROCESS

STAGE    I:
DEVELOPING THE FRAMEWORK FOR THE RELATIONSHIP

STAGE   II:
ENCOURAGING EXPRESSION OF PERCEPTIONS / FEELINGS

STAGE  III:
TEACHING / NORMALIZATION 

STAGE  IV:
DEVELOPING CONSTRUCTIVE COPING SKILLS

STAGE   V:
ACTION  PLANNING

STAGE I:
   DEVELOPING THE FRAMEWORK FOR THE RELATIONSHIP

Every human relationship is governed by limits or ground-rules. However, in many cases they are not openly discussed during the initial stages of the relationship. Consequently, the major reason that many relationships become problematic is that the individuals involved in the relationship ASSUME that the OTHER PERSON not only KNOWS exactly what THEY WANT, NEED AND EXPECT, but ALSO ASSUME that the OTHER PERSON HAS AGREED TO MEET ALL OF THEIR UNSPOKEN WANTS, NEEDS, AND EXPECTATIONS (Original Contract Concept of Relationships). It is not in the best interest of a student in the midst of a crisis to have “FAULTY EXPECTATIONS” about the nature of the relationship they have with the teacher. 


1.
EXPRESS YOUR CONCERN FOR STUDENT’S WELL-BEING



TEACHER INITIATED INTERACTION

Your statement should reflect your genuine concern for the student as a person and their well-being. You may also state “why you are concerned.”

“                        , I’ve been a little worried / concerned about you lately. I’ve noticed that you haven’t been your usual self. You seem to                    .”



STUDENT INITIATED INTERACTION

Your statement should reflect your genuine concern for the student as a person and their well-being. Reinforce the fact that the student has come to you for assistance.

“Let me begin by thanking you for trusting in me. I know how difficult it is to tell someone that we’re having a problem or to ask for help. However, I respect the fact that you had the courage to come to me and ask for help.”


2.
STATE THE PURPOSE FOR THE RELATIONSHIP

Your statement should reflect that you are willing to provide the student with the opportunity to discuss their “problems / concerns /  feelings / perceptions” with you.

“Sometimes talking about the way we feel helps us to understand and feel better about what has happened.”

3.
SET THE LIMITS OR YOUR RELATIONSHIP

BEFORE YOU TALK TO THE STUDENT, given your good and noble intentions, REMEMBER:


●
That the guiding principle behind all of our efforts is --- DO NO HARM.

    ●
That you are a “teacher”




●
To consider the scope and degree of your training and skills




●
Evaluate your resources, including the time and energy you have available




●
AT THE BEGINNING OF YOUR INITIAL SESSION WITH THE STUDENT:


●
STATE your limits/ground-rules openly and honestly. Limits/ground-rules are related to issues such as:


●
WHEN, WHERE, AND HOW OFTEN you will meet


●
CONFIDENTIALITY: WHAT you can and cannot keep as private and WHEN you must reveal what has been shared with you




●
REFERRAL to the next level of service




●
Explain/review your ROLE and TRAINING


●
Make sure that the STUDENT UNDERSTANDS AND AGREES to abide by the “limits/ ground-rules”




“I’m glad that you have come to me and I am willing to talk with you. I am available to talk with you during                . I really believe that talking helps us to solve some of our problems. However, as much as I want to help you, I think it’s important for you to know that I am not a counselor. If we get to the point that I think I can’t help you with your problems/concerns, I will refer you to                  . I know that it’s important for you to know that I’m not going to tell anyone else what you share with me, and I won’t. However, there are some circumstances under which I will have to break confidence. I may need to break confidence if              . If that need arises, I will tell you what I am going to say and to whom I am going to say it.” Do you understand and agree to these conditions?”

STAY WITHIN THE “BOUNDARIES” OF YOUR AGREED-UPON RELATIONSHIP AND SEEK IMMEDIATE CONSULTATION (SCHOOL COUNSELOR/ PSYCHOLOGIST / SOCIAL WORKER) AND/OR AN ADMINISTRATOR IF YOU FEEL THAT THE STUDENT IS AT RISK FOR SUICIDE AND / OR VIOLENT BEHAVIOR. NEVER LEAVE A SUICIDAL / POTENTIALLY VIOLENT STUDENT ALONE.

STAGE II:
ENCOURAGING EXPRESSION OF PERCEPTIONS / FEELINGS


“The most effective way to talk to an adolescent is to listen.”

The KEYS to listening include:



Utilization of ACTIVE LISTENING Strategies



Begin by ACKNOWLEDGING what has been said


Use EXPANSION techniques (Open-ended questions) to gain more information from the student

“Help me to understand . . . . . . . . . . . . . .”




Periodically CLARIFY what has been said




Summarize / review the main ideas




Add — “is that correct?” to your statements



REFLECT the feelings behind the words

a) Acknowledge the student’s feelings

b) Do not place a “value” on the student’s feelings

c) Example:   “It’s silly for you to feel           .”

d) Be careful not to “interpret” the feelings



SUMMARIZE the process and the content of the interaction with the student


IMPORTANT NOTE:


In addition to meeting the student’s need to be heard, you are EVALUATING the student’s current emotional state (including the accuracy and rationality of their perceptions and immediate safety issues.

STAY WITHIN THE “BOUNDARIES” OF YOUR AGREED-UPON RELATIONSHIP AND SEEK IMMEDIATE CONSULTATION (SCHOOL COUNSELOR / PSYCHOLOGIST / SOCIAL WORKER) AND / OR VIOLENT BEHAVIOR. NEVER LEAVE A SUICIDAL / POTENTIALLY VIOLENT STUDENT ALONE.

STAGE III:
TEACHING / NORMALIZATION

IMPORTANT THEORETICAL CONSTRUCTS:


1.
Acceptance of the person (who I am — my feelings, thoughts, perceptions, etc.) Must precede any attempt to change the person.



2.
Seek to understand, before you seek to be understood.


3.
Therefore, LISTENING must precede any attempt to TEACH (provide data) or NORMALIZE the student’s perceptions / feelings.

TEACHING is appropriate once you understand the student’s perceptions and feelings.

One of the major goals of TEACHING is that it serves as a vehicle for NORMALIZING the student’s feelings and perceptions.

The following concepts are typically addressed/taught while taking with students who are in a crisis or grieving state:


a.
Concept of “INDIVIDUAL DIFFERENCES”


b.
Stages of the “GRIEVING PROCESS”


c.
Feelings of GUILT (responsibility) for the problem(s).


d.
“WHAT IF I WOULD HAVE” statements.


e.
“NORMAL REACTIONS” to grief/violence/trauma/loss

NORMALIZING the student’s perceptions/feelings must be accomplished while maintaining a high level of respect for the student’s sense of individuality.

STAGE IV:
DEVELOPING CONSTRUCTIVE COPING SKILLS

“Can’t do anything to hurt yourself or do anything that may hurt another person.”


As part of your interaction with the student, focus on the identification of the current “stressors/problems” in the student’s life. Students who reveal a history of long-standing problems and/or a psychiatric history should in all probability be immediately referred to the next level of service (awareness of your role and level of training/avoidance of legal/ethical problems).



Remember that the student may be feeling “hopeless and/or helpless” if previous attempts to “address the problems or their feelings” may have been unsuccessful.

If the student has experienced a “similar” situation in the past:




a)
Have the student discuss the problematic situation and “what they did to get through it” (what behaviors helped them at that time).




b)
REINFORCE the fact that the student must have done something right because they “are here today.” (Most students fail to recognize this.)




c)
IDENTIFY the “CONSTRUCTIVE/HEALTHY” coping skills used by the student to resolve the previous situation.




d)
REFOCUS ON THE CURRENT SITUATION — Can these coping techniques be utilized (totally or be modified) to resolve the current situation?



If this is a “NOVEL” situation OR the previous coping skills are not “transferable” to the current situation,




a)
Begin by discussing CONSTRUCTIVE / HEALTHY COPING versus UNCONSTRUCTIVE/UNHEALTHY COPING  (BOTTOM LINE — Can’t do anything to hurt yourself or do anything that can hurt another person).

b) BRAINSTORM to identify CONSTRUCTIVE / HEALTHY alternatives and ways to implement them



NOTE:
Student must have the “resources to actuate” every identified alternative.



NOTE:
CONSTRUCTIVE/HEALTHY COPING strategies often involve “utilizing/incorporating others” — family, friends, other more highly trained professionals into the “action plan.”

STAGE V:
ACTION PLANNING

“Even if you’re on the right track, you won’t get to your destination by just sitting there.”


1.
Develop a “SHORT TERM (one-to-three day) ACTION PLAN” utilizing the CONSTRUCTIVE/HEALTHY COPING alternatives identified by the student.



2.
The SHORT TERM ACTION PLAN should include:

A)
a list of specific behaviors / activities that have been identified by the student and the teacher as CONSTRUCTIVE/HEALTHY COPING strategies and which the student has agreed to complete.

B)
“OTHER PEOPLE” (friends, family, trusted individuals) as supportive resources for the student.

C)
an “EMERGENCY FAIL SAFE” component. If at all possible, this may be a designated individual who commits to being available being “on call” (contacted by the student if their crisis situation exacerbates). If this is not possible, the student should be provided with the phone numbers of emergency resources in the community (Hotline, Abuse Registry / 911, etc.).

D)
a MONITORING/EVALUATION component. This can include a self-monitoring “checklist” for the student to use on a daily basis and / or a “designated” (brief) check-in call with a designated individual (check-in can be initiated by either party).

E)
a provision for REVIEW at the end of the SHORT TERM ACTION PLAN to assess that the student’s crisis state has abated and to determine the next course of action. This may include such alternatives as:



a)
TERMINATING involvement with the student



b)
CONTINUING to “talk” with the student



c)
REFERRAL to the next level of service (school counselor/psychologist/social worker/nurse) or a community agency/program



d)
CONTACTING THE PARENT
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Annex 5

COMMUNICATIONS

(Public Information/Sample Parent Crisis Letters/

Important Names and Phone Numbers)



PURPOSE / Objectives

1. Provide accurate, timely information to the news media and the public;

2. Promptly correct misinformation;

3. Coordinate dissemination of information with other Public Information Officers (PIOs).



Background

Since 1998, the School District of Hillsborough County has progressively updated its violence prevention strategies into an 800-page Comprehensive Emergency Management Plan (CEMP) covering a variety of contingencies ranging from inclement weather to terrorist attacks.   

The CEMP identifies the district Public Information Officer (PIO) as the spokesman for the purpose of crisis management; the Coordinator of Public Affairs serves as alternate PIO.

In addition, the Office of Public Affairs will use its extensive list of local media outlets, as well as the Media Alert system, to broadcast local emergency information if needed.  The office also participates in regular meetings of regional PIOs held at the Florida Department of Law Enforcement.

The following crisis communication plan is designed for use by an affected school’s media liaison and district PIOs, and is consistent with and complements those media relations strategies detailed elsewhere in the CEMP:   

This year, we not only included “School Based Incident” example letters at the end of this Annex, but have also provided you with a direct link to download these letter from our District’s network -- fcp://@newideas.sdhc.k12.fl.us,%237700058/District/District Forms/SchoolBasedIncidentLtrs.

Target Audiences

1. Parents of students attending the affected school;

2. Local, regional and national news media;

3. Government officials, specific communities, and the general public.   

Strategies

1. Minimize disruptions of school functions;

2. Respond to news media inquiries on a “first deadlines” basis:

· WFLA-AM/970, Bay News 9, CNN, MSNBC, Fox News, radio outlets;

· WTSP-TV/Channel 13, WFLA-TV/Channel 8, WTSP-TV/Channel 10, WFTS-TV/Channel 28, WTTA-TV/Channel 38 network news;

· Tampa Tribune, St. Petersburg Times, state and national daily newspapers.

3. Ensure confidentiality of student records and due process rights of employees.

· Refer to students only by age, grade, and sex.

· Strictly limit release of student records to yearbook photos, student directories, and/or graduation programs.

· Limit responses to inquiries about the consequences of actions by students to citing the applicable portion of the Code of Conduct for the specified offense.

· Decline comment and cite the ongoing nature of the district’s investigation of an incident when asked to assign responsibility for the situation to a member of the faculty, staff or student body.

Tactics

1. Promptly respond to the affected school and relieve its media liaison,

2. Ensure news media are staged at the pre-designated off-campus site,

3. Consult with principal, area director, school security, crisis team and law enforcement,

4. Defer to law enforcement PIOs on matters under criminal investigation, and to Hillsborough County Emergency Operations Center officials if the center is engaged in managing the incident.  Coordinate with other local, state and federal PIOs accordingly.

If the crisis is large-scale and/or inter-county in nature, contact members of the Regional Domestic Security Task Force PIO Response Team as needed:

	· Rick Morera – FDLE

813-878-7239
	· Marianne Pasha – Pinellas SO

727-582-6203

	· Jim Bordner – Pinellas SO

727-582-6174
	· Larry Coggins – FHP

888-632-6859 x 229

	· Kevin Doll – Pasco SO

727-844-7759
	· Debbie Carter – Hillsborough SO

813-247-8059

	· Joe Durkin – Tampa PD

813-276-3255
	· Laura McElroy – Tampa PD

813-276-3779

	· Wayne Shelor – Clearwater PD

727-562-4333
	· Carlos Baixauli – ATF

813-202-7302

	· Sara Oates – FBI

813-273-4566
	· Paula MacDonald – TTPD

813-989-7197

	· Paul Andrews – PPPD

727-541-0787
	· Bill Proffitt – SPPD

727-893-7711

	· Larry Leinhauser – Manatee Public Safety

941-747-3011 x 3568
	· Jeannine Mallory – Pinellas Health Department

727-824-6908

	· Doug Tobin – Pasco SO

727-844-7732
	


5. Update news media on developments every hour to half-hour:

· Issue press releases on activities,

· Respond to press inquiries,

· Conduct press conferences and briefings.

6. Provided written guidance to front-office staff and district operators responsible for answering telephone calls;

7. Post parent guidance on the district website and The Education Channel, Bright House Networks Cable Channel 18.

8. Develop a parent letter in consultation with the principal and area director;

9. Provide news media staging on-campus and, if possible, school access after release;

10. Summarize the latest developments as needed via e-mail or Media Alert transmissions;    

11. Monitor news media coverage throughout the course of the event; promptly correct misinformation;

12. Remain on-scene until students, faculty, and staff depart.
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SAMPLE LETTER TO PARENTS

LOCKDOWN DUE TO REPORTED WEAPON

(Can be modified to specific incident.

Contact Public Affairs office for assistance)

School Letterhead

Date

Dear Parent:

Ensuring the safety of our students, as well as honest and open communication with parents, are among important priorities of (school name).

As a result, we are sending this letter to inform you that students were detained in their classrooms for approximately 25 minutes yesterday so that law enforcement officers could search for a weapon reported to be on campus.  After a thorough search of all buildings and the school’s perimeter, the student who reported seeing the weapon recanted.  

Please take this opportunity to remind your student that falsely reporting a weapon on campus is a violation of our Student Code of Conduct.  Consequences include an automatic ten-day suspension, a recommendation for expulsion or change of placement to an alternative school, and referral to law enforcement.

Please call us if you need additional information about this incident, and thank you for supporting our efforts to ensure a safe, caring, and orderly learning environment for your student.  

Sincerely,

Principal

SAMPLE LETTER TO PARENTS

WALKING TO SCHOOL SAFETY TIPS

(Can be modified to specific incident

Contact Public Affairs office for assistance)

School Letterhead

Date

Dear Parents

In an effort to keep open lines of communication between the school community and parents, we would like to take this opportunity to review some tips that will help in the safe movement of children to and from school.  Please take time to review these items with your child.  

We take the safety of our students very seriously, and appreciate your partnership in these matters.  

Safety Tips

· Never walk alone.  Always walk with a buddy.

· Do not respond to request for information or directions from people you don’t know.

· Do not accept offers of help carrying books, parcels, etc., from people you don’t know.

· Always let an adult know where you are going and when you plan to arrive.  Stick to your plan and advise the adult of any changes.

· Stay clear of dark, isolated places.

· If you have any concerns regarding your safety or the safety of others, please see your teacher or request to speak to the counselor, psychologist or social worker.

· Alert your parent(s), teachers, or other adult of any observations or concerns you might have.

SAMPLE LETTER TO PARENTS

SCHOOL SEARCH DUE TO WRITTEN THREAT

(Can be modified to specific incident

Contact Public Affairs office for assistance)

School Letterhead

Date

Dear Parent:

Ensuring the safety and welfare of our students, as well as honest and open communication with parents, are among important priorities of (school name).

We are thus sending this letter to inform you that our building was evacuated and searched today following discovery of a written threat of violence against our school.  Students did not return to classes until it was determined to be safe.  Nothing of a suspicious nature was found.

Making such threats is a zero tolerance offense under our Student Code of Conduct.  Consequences include an automatic ten-day suspension, a recommendation for expulsion without opportunity for placement in an alternative school, and referral to law enforcement.

In addition, making such threats is a felony punishable by a maximum 15 years in prison.  Hillsborough County State Attorney Mark Ober is continuing to prosecute juveniles charged with such an offense as adults whenever possible.

If you have information that would assist law enforcement in investigating this incident, please call the Office of School Security at 623-3996.  Information may be provided anonymously to Student Crime Stoppers at 1-800-873-TIPS.

In the meantime, please call us with any questions your may have about this incident.

Sincerely,

Principal     

SAMPLE LETTER TO PARENTS

BOMB THREAT WITH STUDENT ARREST

(Can be modified to specific incident.

Contact Public Affairs office for assistance)

School Letterhead

Date

Dear Parent:

Ensuring the safety and welfare of our students, as well as honest and open communication with parents, are among important priorities of (school name)

We are thus sending this letter to inform you that a student was arrested today and charged with making an anonymous 911 call this morning threatening an act of violence against our school.  The building was evacuated and searched after the threat was made, and students did not return to class until it was determined to be safe to do so.  Nothing of a suspicious nature was found.

Making such threats is a zero tolerance offense under our Student Code of Conduct.  Consequences include an automatic ten-day suspension, a recommendation for expulsion without opportunity for placement in an alternative school, and referral to law enforcement.

In addition, making such threats is a felony punishable by a maximum 15 years in prison.  Hillsborough County State Attorney Mark Ober is continuing to prosecute juveniles charged with such an offense as adults whenever possible.

Please call us with any questions you may have about this incident, and thank you for supporting our efforts to ensure a safe, caring and orderly environment for our students.

Sincerely,

Principal     

SAMPLE LETTER TO PARENTS

BOMB THREAT WITH EVACUATION – NO ARREST

(Can be modified to specific incident

Contact Public Affairs office for assistance)

School Letterhead

Date

Dear Parent:

Ensuring the safety and welfare of our students, as well as honest and open communication with parents, are among important priorities of (school name).

We are thus sending this letter to inform you that our buildings were evacuated and searched today following an anonymous 911 call threatening violence against our school.  Students did not return to classes until it was determined to be safe.  Nothing of a suspicious nature was found.

Making such threats is a zero tolerance offense under our Student Code of Conduct.  Consequences include an automatic ten-day suspension, a recommendation for expulsion without opportunity for placement in an alternative school, and referral to law enforcement.

In addition, making such threats is a felony punishable by a maximum 15 years in prison.  Hillsborough County State Attorney Mark Ober is continuing to prosecute juveniles charged with such an offense as adults whenever possible.

If you have information that would assist law enforcement in investigating this incident, please call the Office of School Security at 623-3996.  Information may be provided anonymously to Student Crime Stoppers at 1-800-873-TIPS.

In the meantime, please call us with any questions your may have about this incident.

Sincerely,

Principal     

SAMPLE LETTER TO PARENTS

BOMB THREAT EVACUATION WITH NO ARREST

(Can be modified to specific incident.

Contact Public Affairs office for assistance)

School Letterhead

Date

Dear Parent:

The most important goal of the School District of Hillsborough County and (school name) is to ensure a safe, caring, orderly environment for our students and teachers.  Another paramount goal is to maintain open communication with our parents.

In the spirit of that open communication, please be advised that students were evacuated today while our building and grounds were thoroughly searched for a suspicious object following receipt of an anonymous phone call to Tampa Police threatening violence against our school.  Nothing of a suspicious nature was found, and students returned to class after authorities assured us that it was safe to do so.  

Law enforcement has identified and arrested a 10-year-old (school name) student as a suspect in this incident.  The suspect faces felony charges, and if convicted, could be sentenced to as many as 15 years in prison. 

This disruption was unfortunate and caused some scheduling adjustments, but all necessary precautions needed to be taken under the circumstances.  In addition, this incident may have been disturbing to your child.  If so, we urge you to discuss it together.

In the meantime, please call us if we can provide additional information, or if we can assist you in discussing these and related issues with your child.

Sincerely,

Principal

SAMPLE LETTER TO PARENTS

STUDENT REPORT OF ALLEGED ATTEMPTED ABDUCTION ON WAY TO SCHOOL

(Can be modified to specific incident.  Contact Public Affairs office for assistance)

School Letterhead

Date

Dear Parents:

Ensuring the safety and welfare of our students, as well as honest and open communication with parents, are among important priorities of (name of school)

In the spirit of that open communication, I want to make you aware that one of our students was approached on the way to school today by a black male near the intersection of North Avon and Selma streets.  The man reportedly grabbed the student, but she was able to break free and ran to the nearest fire station.  The Tampa Police Department is investigating this report and will have extra patrols in the area to ensure the safety of your student.

This is a good opportunity for you to review some tips that will help in the safe movement of students to and from school.  Please take time to review these items with your student.  

We take the safety of our students very seriously, and appreciate your partnership in these matters.  We will inform you of further developments, and if you have any questions, please feel free to contact me.

Sincerely,

Principal

Safety Tips

· Never walk alone.  Always walk with a buddy.

· Do not respond to request for information or directions from people you don’t know.

· Do not accept offers of help carrying books, parcels, etc., from people you don’t know.

· Do not accept a ride with anyone you don’t know.

· Always let an adult know where you are going and when you plan to arrive.  Stick to your plan and advise the adult of any changes.

· Stay clear of dark, isolated places.

· If you have any concerns regarding your safety or the safety of others, please see your teacher or request to speak to the counselor, psychologist or social worker.

· Alert your parent(s), teachers, or other adult of any observations or concerns you might have.


NAMES AND TELEPHONE NUMBERS TO KNOW

	TITLE
	NAME
	PHONE # 

	Superintendent
	Ms. MaryEllen Elia.
	272-4050

	Chief of Staff
	Dr. James Hamilton
	272-4101

	Assistant Superintendent, Administration
	Mr. Ken Otero
	272-4070

	
	
	

	Security Services, Director
	Mr. David Friedberg
	626-1667

	Chief, Business Officer
	Ms. Gretchen Saunders
	272-4270

	Chief, Human Resources Officer
	Mr. Dan Valdez
	272-4155

	Assistant Superintendent, Curriculum & Instruction
	Mrs. Wynne Tye
	272-4221

	Chief, Facility Officer 
	Ms. Cathy Valdez
	272-4004

	Student Supportive & Federal Programs, Assistant Superintendent
	Ms. Gwen Luney
	272-4181

	Chief, Information & Technology Officer
	Mr. Jack Davis
	272-4701

	Chief, District Academic Officer
	Dr. Donnie Evans
	272-4879

	
	
	

	Site’s Area Director
	Sherrie Sikes
	744-8630

	Public Affairs, Director
	Mr. Steve Hegarty
	272-4046

	District Response Team
	Mr. Ken Otero
	272-4070

	District Crisis Response Team
	Dr. Tracy Schatzberg
	273-7095

	Local Fire Department
	Emergency #
	911

	Local Law Enforcement Agencies
	Emergency #
	911

	     Hillsborough County Sheriffs Office
	Non-Emergency #
	247-8200

	     Plant City Police
	Non-Emergency #
	757-9200

	     Tampa Police
	Non-Emergency #
	231-6130

	     Temple Terrace Police
	Non-Emergency #
	989-7110

	Maintenance Operations, General Director
	Mr. Rory Salimbene
	635-1100

	Professional Standards, General Manager
	Ms. Linda Kipley
	273-7512

	Employee Benefits & Risk Management, General Manager
	Mr. Richard Martinez
	272-4170

	Safety, Manager
	Mr. Glen Lathers
	872-5263

	Transportation, General Manager
	Ms. Karen Strickland
	982-5511


Bus Trans, HARTline…………………...254-4278

Coast Guard
228-2189

Crisis Hotline
234-1234

Emergency
9-1-1

Emergency Operation Center
272-6408

Environmental Protection
272-5960

Federal Information
1-800-688-9889

Florida Marine Patrol
272-2516

Florida State Info
272-0553



1-800-488-1234

Florida Highway Patrol
632-6859

GTE

483-2011

H. Lee Moffitt Hospital
972-4673

Haley VA Hospital
972-2000

Hillsborough Cnty Info
272-5900

Hillsborough Cnty Fire Rescue
 272-6600

Hillsborough Solid Waste
272-5680

Hillsborough Cnty Water Dept
 272-5977

Humane Society
876-7138

Hurricane Information
272-6900

MacDill AFB Fire/Police
828-3630

MacDill AFB Hospital
828-5393

Manatee Emergency Mgt
941-749-3022

Memorial Hospital of Tampa
873-6400

Mental Health Care Inc
272-2244

National Hurricane Center
305-229-4470

Pasco County Emergency Mgt
727-847-8137

Peoples Gas
272-1501

Pinellas Emergency Mgt
727-464-3800

Plant City Fire
757-9131

Plant City Police
757-9200

Plant City Emergency Mgt
757-9131

Plant City Public Works
757-9288

Poison Information Center
253-4444



1-800-282-3171



Polk County Emergency Mgt
863-534-0350

Red Cross - Hillsborough
251-0921

Red Cross - South Pinellas
727-898-3111

Red Cross - North Pinellas
727-849-7704

Red Cross - Manatee
 941-792-8686

Red Cross - Pasco
727-849-7794

Sheriff
247-8200

Shriners Children’s Hospital
972-2250

South Bay Hospital
634-3301

South Florida Baptist Hospital
 757-1200

St. Joseph’s Hospital
870-4000

St. Joseph’s Womans Hospital
879-4730

Suicide Crisis Hotline
238-8821

Sun City Center Emergency Squad
634-3800

SWFWMD
352-796-7211

Tampa Fire Rescue
274-7005

Tampa General Hospital
251-7000

Tampa General Hospital University 

Psychiatric Center
927-3000

Tampa International Airport
870-8700

Tampa Int Airport Police
870-8760

Tampa Police Department
231-6130
Tampa Water Emergency Services
274-7100

TECO
223-0800

Temple Terrace Fire
989-7120

Temple Terrace Police/Emergency Mgt
.989-7110

Temple Terrace Public Works
989-7170

Town & Country Hospital
885-6666

Transitional Hospital
874-7575

Travelers Aid
273-5936

UCH of Carrollwood
932-2222

University Community Hospital
971-6000

USF Police
974-2628

Vencor Hospital
839-6341

Weather
645-2323

ANNEX 6
RECOVERY OPERATIONS

The majority of this information was taken from the Department of Education’s “Practical Information on Crisis Planning: A Guide for Schools and Communities” and the International Association of Chiefs of Police publications and adapted to meet our District’s needs.

SUMMARY

1. The primary goal of Recovery Operations is to return to the District’s primary mission of “learning” by restoring the District’s and School’s infrastructure as quickly as possible.

2. Provide a caring and supportive school environment.

3. Restore the physical plant as soon as possible.

4. Access and monitor follow-up interventions needed for students and staff.

5. Allocate appropriate time for recovery.

6. Capture lessons learned and incorporate them into procedural revisions and future training.

GENERAL RESPONSIBILITIES

1. The Superintendent will:

a. Assemble the District’s Incident Command System’s Team (see Appendix 14)

b. Allocate additional District resources as needed.

2. The Assistant Superintendent for Administration will:

a. Initiate and direct the District’s Response Team, as required (see Annex 3).

b. Approve recovery plans via the District’s ICS model.

3. After assembling the School’s Crisis Team and assigning specific responsibilities, the site administrator will coordinate plans for recovery with the Area Director and Assistant Superintendent of Administration, and:

	a. Implement plans via the District Crisis Intervention Team (273-7095) for providing qualified counselors, especially for providing Critical Incident Stress Debriefing (see below). Students, faculty, and staff may require both short-term and long-term counseling. 

b. When providing information and counseling, consider multi-lingual needs. 

c. Consider maintaining both an information line and special call-in line for victims and their families whenever large groups of students are affected. 

d. Keep in close contact with injured victims and/or surviving family members.

e. Determine the need for additional health services and resources (e.g., nursing staff) to attend to increased physical needs of students. 

f. Hold meetings to provide staff with information related to the crisis.  Eliminate rumors, advise them of next steps, and advise them on what to tell their students. 

g. With guidance from our District Public Information Office, develop written statements for teachers to read in class. Send similar statements to parents. 

h. Help students, faculty, and staff deal with their own reactions. Whenever possible, help teachers and staff deal with their reactions first, before they interact with their students. 

i. Hold a special meeting with victims and their siblings. 

j. Ensure that siblings of the victims are supported by providing them with additional reassurances of safety and academic support as appropriate. 

k. Provide places and times for members of peer groups to meet and counsel each other. 

l. Designate space for "safe rooms" where at any time, students, teachers, and staff can receive comfort and counseling and talk about events during the crisis. 

m. Provide information to parents/guardians who want to know how to help their children cope with feelings about the crisis. 

n. Hold special workshops for students who feel angry about the crisis to express their feelings. 

o. Keep parents/guardians informed of the support services being made available to their children. 

p. Provide a place after the crisis where parents/guardians can meet with counselors and other adults to discuss ways to help their children transition back into school. 

q. Provide a list of suggested readings to teachers, parents, and students. 

r. Only after persons who have been directly affected by the crisis have received needed attention, evaluate whether community forums should be initiated for people to air their concerns about the tragedy or other issues pertaining to school safety. 

s. Look at additional funding for time for teachers to work with students needing additional academic support due to such problems as grief, stress, difficulty concentrating, and anxiety. 

t. Consider hiring a volunteer coordinator to ensure the meaningful participation of parents/guardians and community members in ways that do not use additional administrative time. 

u. Provide for the orientation of families who enroll their children in schools where violent events have occurred. Include younger students who graduate into these schools and students who transfer from other schools. 

v. Managing the School Environment After Violence

(1) Maintain close cooperation with investigating authorities to facilitate completing investigations and minimizing complications. 

(2) Deal with problems of deceased students' desks and lockers.  Consider having a counselor or other qualified adult provide therapy while sitting at an empty assigned desk, bus seat, or locker. In the case of an empty desk, one strategy is to move the desk, over time, to the back of the row and all other desks forward; then eventually, remove the desk. 

(3) When appropriate, remove deceased students' names from forms, posters, rosters, absence reporting logs, and anywhere else they occur in reporting systems. 

(4) In collaboration with families of victims and the school community, evaluate how affected areas in the school site where school violence took place should be handled when students return to school. 

w. Memorials, Funerals, and Incident Anniversaries

(1) Consider allowing excused absences and time off for all students, teachers, and staff who wish to attend funerals and memorials. 

(2) Arrange to have a quiet area for staff and students who do not wish to attend memorials and activities. 

(3) If possible, avoid conducting funerals at the school. 

(4) Assess the appropriateness of creating memorials to victims on school premises, particularly in the case of religious memorials. If establishing memorials on site would not be appropriate, identify alternative sites, and consider living memorials such as trees as an option. 

(5) Include students, families of victims, and community members in planning for memorials to honor victims. 

(6) Establish a policy for how school administration should handle student or community members' independently establishing memorials. 

(7) Assess whether families want recognition of victims at graduation ceremonies, at assemblies, in yearbooks, and on anniversaries of the crisis. Particularly at graduations, chairs for those students could be left empty and their names read. 

(8) Invite family members of victims to all ceremonies and memorials. 

(9) Plan ahead for the attention the school will receive on the one-year anniversary of the incident. 

(10) Plan ahead for the emotional needs of the school community on anniversaries. 

(11) Consider the special needs of families of offenders. 

(12) Communicate with law enforcement to ensure someone is at the home of the deceased victims and perpetrators during funerals and/or memorial services to prevent against theft, vandalism, etc. 

         x.  Closure of Mourning Period and Moving Forward

(1) Consult with counselors, teachers, students, and staff on when would be the most appropriate time to signal closure of the mourning period. 

(2) Consider conducting a public ceremony to symbolize closure of the mourning period, and control media access to it. 

(3) Hold a parents' night to bring closure to the crisis.

(4) Get school in session and moving forward as soon as possible. 

        y. Lessons Learned

(1) Conduct meetings with school site and district personnel to review lessons learned from the experience. 

(2) Reevaluate the adequacy of crisis and safety planning based on lessons learned, and make modifications as necessary. 

(3) Write thank-you notes to out-of-building district and community resource people who provided (or are still providing) support during the crisis. 

4.  The Role of Teachers and Staff
a.  Cooperate with law enforcement to maximize investigative effectiveness. 

b. Help victims and other students re-enter the school environment. Classmates of victims may need help in knowing how to act. 

c. Provide accurate information to students and dispel rumors. 

d. Provide activities to reduce stress and trauma, such as artwork, music, and writing. 

e. Alter curricula and postpone testing as needed. 

f. Ensure your media center has books available that deal with managing grief and other reactions to crisis situations. 

g. Train teachers to be aware of warning signs of grief and depression. 

h. Train teachers to implement techniques to deal with the range of students' emotions related to crisis situations. 

i. Consider having class discussions about the incident and how to cope with the aftermath (i.e., age appropriateness).

j. Be careful of the use of TV broadcasts in the classroom. Live newscasts can be traumatizing. 

k. Lower classroom and/or school flags to half-staff (decision will be made by the Assistant Superintendent of Administration).

l. Discuss funeral procedures when appropriate. 

m. Volunteer to help victims and their families. 

n. Organize and participate in memorials and other activities. 

o. Seek counseling for help in dealing with personal feelings about the incident. 

5.   The Role of School Counselors, Psychologists, and Social Workers 

a.    Stay in close contact with the counseling director of the Crisis Management and Response Team. 

b.    Be available by canceling other activities. 

        c.    Obtain the schedule of any seriously injured or deceased students and visit their classes.
               Also visit classes attended by their close friends. 

d.    Organize and provide individual and group counseling as needed to students, teachers, and
       staff.

e.   Contact parents/guardians of affected students with suggestions for counseling support and
      referrals. 

f.    Consider locating counseling assistance throughout the community, including counselors   

      from other nearby schools. 

g.    Establish a self-referral procedure. Make referral forms available. 

h.    Provide and advise counseling for the crisis team and emergency response personnel.

i.     Keep records of affected students and provide follow-up services. 

j.    Accept other responsibilities as designated by the Crisis Management or Response Team 
       leader.

NOTE:  Critical Incident Stress Debriefing
Following a serious act of violence in the schools, employees, counselors, students, police and other emergency responders, witnesses, and the families of each often suffer from stress-related ailments such as insomnia, depression, anger, headaches and ulcers. These conditions translate into higher rates of absenteeism and turnover, as well as lower school and job performance. Much of this suffering and loss can be reduced if the affected individuals receive debriefings from experienced counselors 24 to 72 hours after the traumatic incident. 

The purpose of such a debriefing is to provide students, school employees, and others affected by the event with the opportunity to express their thoughts and feelings about what happened and how it was handled. It also gives the debriefing team a chance to educate employees about the symptoms of Posttraumatic Stress Disorder and to identify individuals who might need further counseling. 

Depending on their developmental level, children have different coping skills for dealing with traumatic events and memories of them. Counseling interventions for younger children often require involvement and use of nonverbal material and/or very directive ways to elicit and reflect feelings. Frequently, facts and fantasy are intermingled, and young children have a difficult time acknowledging a crisis. With adolescents, however, a discussion format can be used as a possible means to activate and enhance their problem-solving and crisis-coping skills. 


6 attachments

1. USDOE:  Evaluation Guide

2. USDOE:  Guidelines for Families in Dealing With Their Children After a Crisis

3. USDOE:  Models of Crisis Intervention for Students

4. IACP:  The Role of Parents

5. IACP:  The Role of the Community

6. IACP:  The role of Law Enforcement
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United States Department of Education (USDOE):  Guide for Schools & Communities

Evaluating recovery efforts will help prepare for the next crisis. Use several methods to evaluate recovery efforts. Conduct brief interviews with emergency responders, families, teachers, students, and staff. Focus groups may also be helpful in obtaining candid information about recovery efforts. The following are examples of questions to ask:

· Which classroom-based intervention proved most successful and why?

· Which assessment and referral strategies were the most successful and why?

· What were the most positive aspects of staff debriefings and why?

· Which recovery strategies would you change and why?

· Do other professionals need to be tapped to help with future crises?

· What additional training is necessary to enable the school community and the community at large to prepare for future crises?

· What additional equipment is needed to support recovery efforts?

· What other planning actions will facilitate future recovery efforts?

USDOE:  Guidelines for Families in Dealing with Their Children After a Crisis

Remain calm. It is important to remain calm in the aftermath of a crisis. Children are greatly influenced by their family’s sense of well-being. Anything that families can do to reassure students will be helpful. At the same time, families need to be compassionate listeners when their children speak of the crisis.

Attend to children’s reactions.  Be alert to children’s emotional needs. Individuals recover from crisis at their own pace. Many children will benefit from mental health services regardless of whether they were directly or indirectly involved in the incident.

Return children to normal routine as quickly as possible. Families should adhere to the schedule of the school, and if the school remains open immediately after the aftermath of a crisis, it is important to let children return to school. Adhering to a typical routine will help children in the recovery process.

Refer the Media to the District’s PIO. Undoubtedly the media will try to interview families and children during or after a crisis. Families can make a very positive contribution to the school by referring the media to the PIO.

Attend community meetings. Families will receive invaluable information and support by attending community or school meetings. Community meetings often provide information to help dispel rumors and establish mechanisms of communication with parents, the media, and other affected parties.

The following statement, made by a parent of a child in a school near the World Trade Center on September 11, 2001, emphasizes the points made earlier.

“Children’s reactions are reflections of their parents. Too many parents expose children to their every emotion: fear, anxiety, anger, worry, etc. The fact is that children want parents to be heroes. If parents can be strong, this will benefit their recovery.”

USDOE:  Models of Crisis Intervention for Students

There are many approaches to crisis intervention for students. Most experts agree that school- or classroom-based stress management needs to be conducted for all students and that those with more severe reactions need to be referred for evaluation and possibly counseling.

Who provides interventions? Teachers, school counselors, and social workers, as well as community service providers may be involved in conducting interventions following a crisis. Families may also use school personnel as a resource for seeking outside counseling. During the planning phase, districts should identify service providers in the community that have the skills and appropriate credentials and develop a list of referrals.

What are the types of interventions? The following bullets briefly describe several approaches:

· Group crisis intervention, or GCI, a school-based intervention, is often defined as “psychological first aid.” GCI is an efficient and cost-effective way of helping students cope in the aftermath of a crisis. Basically, GCI is offered to homogeneous groups of students (class membership) and involves guided group discussions in a supportive environment. The agenda for GCI includes an introduction and sessions on providing facts, dispelling rumors, sharing stories, sharing reactions, providing empowerment, and offering a closing. Students with severe reactions to the crisis should receive more intensive interventions.

· Acute traumatic stress management for educators, another school-based intervention, offers a “road map” for educators to deal with the aftermath of a crisis. ATSM takes a practical approach to dealing with the psychological consequences of a traumatic event. The goal is to stimulate adaptive coping mechanisms and to stabilize more severe reactions among students. ATSM has 10 stages:

1. Assess for danger/safety for self and other.

2. Consider the mechanism for injury.

3. Evaluate the level of responsiveness.

4. Address medical needs.

5. Observe and identify.

6. Connect with the individual.

7. Ground the individual.

8. Provide support.

9. Normalize the response.

10. Prepare for the future.

· Individual counseling may be needed by students who experience severe symptoms after a crisis. It is important for these individuals to be referred for further evaluation by a mental health professional. There are many forms of individual counseling depending on the age of the child and presenting symptoms. Some of the approaches to individual counseling include play therapy, art therapy, talking therapy, drug therapy, and combination of therapies. Cognitive-behavioral therapy, among others, has shown to be an effective therapeutic intervention in the literature. Dr. Robert Pynoos, Director of Trauma Psychiatry at the University of California at Los Angeles, developed an interview guide for working with students who have been traumatized. The interview guide contains the following sections:
1. Triage questions.

2. Individual’s reaction to the event/traumatic reminders.

3. Life changes/changes in behavior.

4. Grief responses.

5. Affirmation and reinforcement of student’s strengths and assets.

International Association of Chiefs of Police (IACP):  The Role of Parents

1.
Learn to recognize and help children with their reactions. Common reactions include unrealistic fears of the future, insomnia, physical illness, and becoming easily distracted. 

2.
Encourage children to receive counseling or to speak to a trusted adult about their feelings surrounding the incident. 

3. 
Consider attending school as needed with children who are very fearful of returning to their classes. 

4.
Obtain counseling as needed in order to be able to remain physically and emotionally healthy and be available for one's children. 

IACP:  The Role of the Community

1. 
Volunteer time and resources to victims. 

2. 
Provide services to meet the needs of victims. 

3. 
Provide a central location where other members of the community can go to receive information about the types of assistance needed and/or available. 

IACP:  The Role of Law Enforcement

1. 
After a crisis, conduct a thorough investigation including debriefing of all persons present at the time of the incident. 

2. 
Encourage the development and use of regional Critical Incident Stress Debriefing Teams for involved emergency personnel. 

3. 
Coordinate with affected schools and other agencies to assist victims' families in locating survivors. 

4. 
Encourage schools to support their employees and students in the prosecution of people who commit acts of violent crime. 

5. 
Encourage law enforcement and schools to coordinate their news releases. 

6. 
Provide schools with a central point of contact in the police department who will answer questions and address concerns. 

7. 
Encourage students and school employees to participate in aftermath debriefings. 

8. 
Facilitate meetings in which teachers, staff, students, and parents/ guardians can express their thoughts on how police handled the incident. 

9. 
Undertake and coordinate critique of the department's response after a serious incident of school violence. Identify areas in need of improvement. 
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APPENDIX 1


BOMB THREAT SITUATION

SCHOOL BOARD POLICY 3.03, PROCEDURE SUMMARY
1.
Security measures shall be undertaken immediately upon receipt of a bomb threat.

2.
When a bomb threat is received at a school/work site, the site administrator shall immediately implement the procedures listed in their site's respective Crisis Management Plan (i.e., notification, preparation, and evacuation procedures) Contact: first, the local law enforcement agency via 911; next, the School Security Services Department; and then evacuate the work site.  The Security Services Department, in turn, will notify the Area Director, Director of Public Affairs, the Assistant Superintendent for Administration, the jurisdictional fire department, and the Florida Department of Law Enforcement.  The law enforcement agency, in turn, will notify, if applicable, the FBI. The person receiving the threat should attempt to get as much information as possible, such as where the bomb is located, the time it is to explode, and the identity of the caller (see Attachment #1, this tab, for a Phone Callchecklist).

3.
After the orderly evacuation of all personnel and subsequent inspection of the building by proper authorities, where no bomb has been found, the decision to reoccupy the building shall be made by the site administrator.

4.
If a suspicious or unusual item suspected of being a bomb is located, the police supervisor will immediately take charge and evacuate all persons to a safe area (at least 300' from the school or any portion thereof, to include portables). Any further orders by the police shall be followed explicitly.



GENERAL RESPONSIBILITIES
A.
Site Administrator
1.
Ensure a site Crisis Management Plan is developed and consider creating checklists for incidents not addressed in the District’s Emergency Action Checklist, Edition #6. Alternative locations (both on and off campus) must be considered for a command post, medical treatment, media staging area, counseling rooms, site relocation and/or unification, etc. and addressed in the plan. 

Note 1: In order to alleviate both the perceived and real threat of targeting our personnel during evacuations, the administrator must VARY between using the primary and alternate evacuation sites (i.e., primary, primary, alternate, primary, alternate, alternate, alternate, etc.). 

2.
Pre-select a Crisis Management Team (C.M.T.). The site administrator should predetermine specific positions or individuals who comprise this team (all administrators, head custodian, person who received the call, and any others deemed appropriate by the site administrator).  Ideally, team members should be staff members who do not have daily duties requiring the direct supervision of students.  When this is not possible or practical, consideration should be given to those individuals having an assistant or teacher aide to take charge of students during the individual's absence as a result of a crisis.  Also, if the selection of members of the instructional staff to the C.M.T. is deemed necessary, the administrator must pre-identify staff personnel to supervise students during the member's absence. C.M.T. members should be assigned to the following areas.

(a)
Evacuation procedures 

(b)
Communications and emergency notification process and phone numbers 

(c)
Student and staff accountability 

(d)
Media liaison (and holding area if required)

(e)
Search team leader

(f)
First aid/medical care 
(g)
Food, water, shelter, and transportation needs 

(h)
Rumor control/recorder of events 
(i)
Safety liaison 

(j)
Traffic/Crowd/Perimeter Control 

(k)
Bi-Lingual Translator

3.
Ensure that all staff members are trained relative to the site's Crisis Management Plan, that the training is documented, and can be found in Room 102g. 

4.
Perform as the District's On-Scene Crisis Management Leader.

5.
Immediately call 911, and then the Security Services Department at 623-3996 (a 24-hour District operation), who will notify the appropriate Area Director, Director of Public Affairs, and Assistant Superintendent of Administration.

6.
After the initial announcement code has been made, the Crisis Management Team will meet in the Incident Command Post (ICP).
7.
Consider requesting additional support from local law enforcement.

8.
Consider contacting contiguous school sites (see site’s Basic Plan for specifics).  

9.
Ensure the class-bell schedule and class changes are suspended during the emergency. 

10.After the evacuation routes and assembly point(s) have been cleared (looking for all suspicious/unusual items or objects), a determination will then be made when the site will be evacuated and searched by the search team(s).

11.Ensure that personnel are evacuated at least 300 feet from the school/site permanent and portable facilities or any suspicious/unusual item or object.

12.Coordinate with the Search Team Leader to assure that all common areas (to include, but not limited to, entryways, hallways, main foyer, restrooms, stairwells, student issued lockers [hall, P.E./Gym, shop, etc.) and classrooms/offices not already checked (i.e., teachers or other staff members who are absent, etc.) are searched. 

13.If a suspicions or unusual item or object is identified, coordinate with local law enforcement in determining further actions. NOTE 1: Local law enforcement becomes the primary authority after a suspicious or unusual object is located on campus.
14.Send home a written notice to parents concerning the crisis. See examples in the Districts Violence Prevention Strategies book or contact the Public Information Officer Information for assistance and or advice.

B.
Individual Receiving a Bomb Threat via the Telephone
1.
Remain calm - DEPENDING ON THE PHONE SYSTEM AT YOUR SCHOOL/SITE, YOU WILL EITHER DIAL  FORMCHECKBOX 
9 * 5 7, FORMCHECKBOX 
 9 9 * 5 7, OR  FORMCHECKBOX 
NOT HANG UP THE PHONE (if needed, contact the Director of Security Services for assistance). Ensure the telephone threat procedures are tailored for your site, that all personnel are trained, and that this training is documented. 

2.
Signal someone to call 911 to report the threat. NOTE 2:  The 911 operator will need the phone number on which the threat is being received.

3.
Try to have the caller repeat the message.

4.
Write down the exact time of the call and the exact words of the caller.

5.
Keep the caller on the line as long as possible.  Refer to the questions on the Attachment #1, "Phone Call Checklist".  Ask the listed questions and write down the exact responses.

6.
Even if the caller hangs up, the call may be traceable by either dialing  FORMCHECKBOX 
9 * 5 7, FORMCHECKBOX 
 9 9 * 5 7, OR  FORMCHECKBOX 
keeping the phone off the hook until told to do otherwise by a member of the Security Services Department.
7.
Inform the site administrator immediately after the caller hangs up.

8.
Review the "bomb threat checklist" and answer any questions you can about the caller. Write down everything you can remember about the caller. No detail is too trivial.
C.
Individual Receiving a Bomb Threat via a Note (to include faxes)

1.
Do not handle the note with your hands any more than absolutely necessary  this note is evidence of a criminal act and may assist in the investigation. DO NOT FOLD, CRUMPLE, TEAR, OR MARK this note in any way. Put it in a large envelope or folder to be handed directly to a law enforcement officer.

2.
Re-write the note exactly as it reads on a separate piece of paper.

3.
Inform the administrator immediately of the phone number the fax was received on.

a.
On your re-written copy include exactly where the note was found.

b.
On your re-written copy include the exact time and date the note was found.

c.
Also include any other information you feel may be pertinent.

D.
Individual Receiving a Bomb Threat in Person

1.
Take the threat seriously (it is a crime to make such threats).

2.
Inform the site administrator as soon as possible.

3.
If possible and practical, detain the person making the threat  consider the individual’s size, demeanor, etc.

4.
Write down the threat information.

a.
Exact wording of the threat.

b.
Who made the threat.

c.
The date and time the threat was made.

5.
If the person leaves the area:
a.
If possible, practical, and safe, follow him/her at a discreet distance.
b.
Inform the administrator of his/her description (i.e., race/sex, type and color of clothing, body size, hair color, and any other distinguishing features).

c.
Inform the site administrator of his/her direction of travel, means of travel, and any other information you feel may be pertinent.

E.
Receiving a Bomb Threat via Email:

1.
Print the computer screen(s) indicating the threat; this information will be used to assist investigators and subsequently as criminal evidence in the prosecution of the perpetrator(s).

2.
Do not delete the email or close the program.

3.
Secure the computer terminal; do not allowing anyone to touch the computer until instructed by either law enforcement or School Security Services.

4.
Contact your on-site Administrator/Principal.

5.
The Principal will contact local law enforcement – either SRO, SRD, or 911 – and call School Security Services at 623-3996.


REMEMBER:  Do not panic. Do not spread the word of a bomb threat.


GENERAL PROCEDURES

A.
Notification:  At the receipt of a bomb threat, the site administrator should:  

1.
Notify law enforcement via 911, unless the school/site receives the bomb threat notice via local law enforcement, Security Services Department, or District Administration.

2.
Contact the District's Security Services Department at 623-3996. The Security Services Department, in turn, will notify the Area Director, Public Information Officer, Assistant Superintendent for Administration, Transportation, the jurisdictional fire department, and the Florida Department of Law Enforcement.  
3.
Consider contacting contiguous school sites (both private and public).

4.
Announce over the intercom system the School Board approved code (3.03 meeting). An example site-wide notification would be: "A 3.03 meeting will be held in the main office at 10:30 a.m." This means a bomb threat has been received and the Crisis Management Team will meet in the main office at 10:30 a.m. The main office is the Incident Command Post (ICP).
5.
See Note 6 (end of this tab) for general procedures relative to receiving a bomb threat before the start of a school day.

NOTE 2:  The purposes of the 3.03 meeting announcement code are four-fold. (1) Alert the site’s Crisis Management Team (pre-selected staff) of the impending bomb threat and that they must report at a time-specific to a designated location for a meeting/briefing from the site administrator. (2) Alert all employees that there is a bomb threat and that an evacuation is imminent.  This gives the employees a heads up that there is a bomb threat and that the actions to take are different from a fire or tornado drill. (3) Once the Crisis Management Team is assembled, the Team is given assignments and time to clear the evacuation routes and assembly point(s) before they are used by the rest of our students and staff  giving everyone an opportunity to gather themselves and react in an orderly, planned, and SAFE fashion.  This procedure should be followed UNLESS there is an immediate need to evacuate everyone at the onset of a threat (i.e., caller states, A bomb is set to go off in 30 seconds) (4) With a District-wide standard code, all personnel, regardless of what school/site they are assigned to, will be aware of the situation. This addresses concerns regarding substitute teachers, substitute custodians, temporary employees, and District employees visiting a campus.
6.
Activate the site's individual "bomb threat contingency plan" and establish the Incident Command Post (I.C.P.).  The I.C.P. is the primary location from which the emergency can be managed.  Also, the E.C.C., if possible, should have phone and site communication capabilities, other than radio.

NOTE 3: Sites should have both a primary and backup I.C.P. sites pre-selected.
7.
Remind personnel that portable radio and cell phone communications should be turned off and not used within 300 feet of the site’s facilities. Radio/Cellular frequency signals could unexpectedly set off an explosive device.

8.
Ensure that the bell schedule and class changes are suspended during the emergency. 
B.
Evacuation Preparation: 

1.
Pre-planning is critical to save time and confusion during the event.  The school/site should be systematically divided into separate areas or zones (including student issued lockers [i.e., hall, P.E./Gym, Shop, etc.) and have pre-planned zone maps prepared.  This will assist in predetermining the number of search team members needed to reasonably search a specified area within 15-30 minutes (45 minutes or so for larger campuses). The search area, search team, and individual searches by staff may be modified depending on the specificity of the threat (i.e., caller states a certain time, location, area, etc. in the threat).

2.
Each search team should be composed of at least three volunteers (two primary and one alternate member, should a primary be unavailable or unable to perform the duties). The administrator should consider establishing an evacuation folder.  This folder should contain pre-identified school zone maps indicating which zone/area of the school the C.M.T. member is responsible for evacuating/clearing; evacuation checklists; master/area keys (at least one master key per zone or area); writing instruments; flashlights; masking tape (or post-it notes, magnets, or a dual hang-tag; one side green in color indicating the area searched is clear and the other side red, thus indicating the area contains a suspicious or unusual item) etc., that can be issued out to team members during an emergency.

NOTE 4:  When possible or practical, selected search team persons should search an area with which they are familiar, since they will know what is out of place, suspicious, or unusual. 

3. Once the Crisis Team is assembled at the I.C.P., the Team is given assignments and time to clear the evacuation routes and assembly point(s) before they are used by the rest of our students and staff.
4.
One administrator should manage the I.C.P. and one should supervise the evacuation of students and staff.  Other administrators should supervise or participate in the search of areas of the building(s) not yet cleared.

NOTE 5: The District does not want or expect our staff members (both instructional and non-instructional) to search for bombs or bomb made devices.  We do, however, want our staff to look for anything in the assigned area that is suspicious, unusual, or just out of place. Using area occupants to search their own areas is the best method for a rapid search.(Ref:  Bomb Threats and Physical Security Planning, Department of the Treasury and Bureau of Alcohol, Tobacco, and Firearms, ATF P 7550.2)

5.
Teachers (other than pre-identified C.M.T. members) will prepare for evacuation by:

a.
Settling and gaining immediate class control.

b.
Having students and visitors in their class gather up their personal belongings (purses, handbags, bookbags, coats, etc.) and remain seated in their desk area.

c.
Taking a walk and looking around the classroom area (to include classroom cabinets or bathroom) for any suspicious or unusual items.

(1)
Start by looking at the floor area from side to side

(2) Move to eye level searching from side to side

(3) Check the ceiling area from side to side

(4) Be sure to check trashcans, storage closets, etc. 

d.
After completing the classroom search, wait for the signal (fire alarm) to sound.

6.
If an unusual or suspicious item is discovered or observed, DO NOT TOUCH it, but immediately report your findings/observations using the class intercom and placing a marking on the outside of that door letting personnel know this area is not safe (i.e., the reverse side of a dual hang-tag; with one side green in color indicating the area searched is clear and the other side red, indicating the area contains a suspicious or unusual item).

7.
Other staff members, including school food service, custodial, clerical, and other instructional/non-instructional employees (other than pre-identified C.M.T. members) will prepare for evacuation by:

a.
Looking in/around their work area (desk, office, shop, closet, kitchen, locker, etc.) for any suspicious or unusual items. 

 



(1) Start by looking at the floor area from side to side


(2) Move to eye level searching from side to side


(3) Check the ceiling area from side to side


(4) Be sure to check trashcans, dumpsters, storage closets, etc. 

b.
After completing the room/area search, wait for the signal (fire alarm) to sound.

c.
If an unusual or suspicious item is discovered, DO NOT TOUCH IT, but immediately report your findings/observations using the office/area intercom or telephone and place a marking on the outside of that door letting personnel know this 

      area is not safe (i.e., the reverse side of a dual hang-tag; one side green in color indicating the area searched is clear and the other side red, thus indicating the area contains a suspicious or unusual item).

C.
Evacuation Process
1.
The announcement code will normally be followed by a fire alarm signal letting all personnel know to either initiate the evacuation of the building(s) and/or not to re-enter if already outside.

2. The building(s) should be evacuated by using the fire drill evacuation routes (unless another has been preplanned).  All personnel (students, staff, visitors, etc.) should move to a location at least 300 ft. (one football field length) from the building(s).  Preplanning is critical when choosing an evacuation site. Consideration should be given to such things as overhead cover, bathroom facilities, and water.

3. In order not to establish an easily targeted evacuation location, it is highly recommended that the site administrators often vary between their pre-selected Primary and Alternate evacuation sites.

4.
Once the evacuation has been ordered and sounded, all students and employees should:


a.
Exit with their personal belongings (i.e., book bags, purses, or jackets, etc.).


b.
Not touch the light switch (if lights are on, leave them on; if lights are off, leave them off).


c.
On the way out of an office, classroom, etc., take your student roster, and if possible, mark the room to indicate it has been searched and cleared (i.e., place a piece of masking tape or a post-it note on the outer door, placing a sheet of paper in the door jamb that is visible from the exterior, or place a dual hang-tag with one side green in color indicating the area searched is clear and the other side red, thus indicating the area contains a suspicious or unusual item.

d.
Proceed in an orderly manner to the pre-designated assembly location.

e.

Again, DO NOT TOUCH an unusual or suspicious item, but immediately report your findings/observations using the class intercom or telephone and place a marking on the outside of that door letting personnel know this area is not safe. 

5.
Search Team Process for General Areas - Once the evacuation is completed and students are being monitored by other staff member(s), search team members (volunteers previously identified to search specified areas for unusual or suspicious materials) must initiate their search. Those rooms/areas not marked with tape, paper, or hang-tag (as described in above) must be checked. Begin at the outside of an area and work your way to the center.

a.
Common areas include, but are not limited to: offices, entryways, main foyer, restrooms, hallways, stairwells, or student-issued lockers (hall, P.E./Gym, Shop, etc.)

b.
Areas easiest for perpetrator to reach unchallenged

6.   Locations which may be indicated by a recent problem on the campus

a.

Areas that a person with a grudge might target

b.

Remainder of the campus (including classrooms, lunchrooms, gyms, labs, grounds, roofs, etc.)

5. Search Team Techniques - When the search team enters a room, look for objects that are unusual, don't belong, or are obviously out of place.

a.

Stop just inside the doorway; one person goes to the left side, one goes to the right side of the room (split the room)

b.

Close your eyes and listen for a few moments (ticking sound?)

c.

Start by looking at the floor area from side to side

d.

Move to eye level searching from side to side

e.

Check the ceiling area from side to side

f.

Once the room is clear, exit, lock, and mark the door

g.

Be sure to check trashcans, dumpsters, storage closets, etc. 

h.

After the search team has completed their assigned area(s), they should respond back to the site administrator at the I.C.P.
6. Actions Relative to the Location of an Unusual or Suspicious Object:  If at any time during the search of the building/area and an unusual or suspicious object is discovered, DO NOT TOUCH it, but remain calm. Ensure you can identify the room/area you are in and the location of the object within that room/area.  Open all windows and doors in close proximity to the suspected device (if feasible).  Have one person respond to the I.C.P. and inform the site administrator as soon as possible and place a marking on the outside of that door letting personnel know this area is not safe (i.e., the reverse side of a dual hang-tag; with one side green in color indicating the area searched is clear and the other side red, thus indicating the area contains a suspicious or unusual item). Exit the building immediately, calmly telling other personnel to do the same. Do not use your radio or cell phone.  Once safely outside, mark the exact location on a school map where 

to find the suspicious/unusual item (as this will aid the law enforcement authorities). The administrator then coordinates with local law enforcement via 911 to determine further actions, as law enforcement becomes the primary authority after a bomb or suspected object is located  local law enforcement Emergency Ordinance Disposal (Bomb Squad) personnel will respond to neutralize this threat.  

7. All Clear:  After determining the entire campus is secure, and at the discretion of the site administrator, the "all clear" signal will be sounded, allowing personnel to return.

D.
After Action Debriefing:  As soon as possible at the conclusion of the bomb threat, review your site's procedures and handling. How efficient was the evacuation?  Was the building search completed in a timely manner?  What changes can be made to enhance the process? Solicit suggestions from staff members, etc.

NOTE 6:  Assistance may be obtained from School Security Services Department relative to the individual site’s bomb threat emergency plan.

NOTE 7: GENERAL PROCEDURES FOR A BOMB THREAT RECEIVED PRIOR TO THE START OF A SCHOOL DAY.  The site administrator should assemble the primary school Crisis Management Team (C.M.T.)/search team.  If both the primary and alternate members are unavailable, the administrator should assemble a suitable number of staff volunteers.  Once assembled, the team should secure the campus ensuring that no personnel (student, staff, or visitor) are allowed within 300 feet of any campus facility. The assembled C.M.T. should then follow the written procedures outlined in this plan (General Responsibilities and General Procedures).  After the administrator is comfortable that the campus has been searched (to include a walk-through of all classrooms and office areas, etc. by the C.M.T.), staff members (and only staff members, not students or visitors) should be assembled and briefed as to the events.  Staff members should then be advised to respond to their work areas and conduct the same type of search for suspicious and unusual items that they would normally do if a threat had been received during school hours.  Once the search is completed and no suspicious or unusual items are identified, the administrator may then declare the campus safe and secure and allow students and visitors to again enter the campus area. 

NOTE 8: GENERAL DISTRICT-WIDE THREAT NOTIFICATION PROCEDURES -  In the event that the Security Services Department is notified of a District-widebomb threat, the Communication Technician(s) will notify the Director of Security who will in turn contact the Assistant Superintendent for Administration and Public Affairs Officer, each of the seven Area Directors, and the General Director of Transportation. The Assistant Superintendent for Administration directs the activation of the District-wide Pager Alert System for all principals and sends an email to all sites relative to the threat.  In addition, the Area Directors will notify their respective schools by phone who have not acknowledged receipt of the bomb threat email.

BOMB THREAT CHECKLIST
Check Each Item Below

Completed   Not Applicable

          
            
1.
Gather Information:  (Questions to ask)

When is the bomb going to explode?                                                 

Where is the bomb located?                                                         
Review additional information on the Bomb Threat Phone Call Checklist.

           
            
2.
Call 911 or contact your SRO/SRD.
Have the specific bomb threat information available.

           
            
3.
Call the Security Services Department at 623-3996.
They will contact the Area Director, Director of Public Affairs and the Assistant Superintendent for Administration.

         
          
4.
REVIEW THE SITE’S CRISIS MANAGEMENT PLAN.

           
           
5. Notification of Staff.

Notify all staff using the bomb threat code (3.03), location of the Incident Command Post (ICP), and time for the site's Threat Team to meet.  Example: A 3.03 meeting will be held in the main office at ____ (time).  Remind staff to turn off hand-held radios and cell phones, as the use of these devices could trigger/activate the explosive device(s). 

Remember: Turn off the normal change of class bell. 

NOTE:  In order not to establish an easily targeted evacuation location, it is highly recommended that the site administrators often vary between their pre-selected Primary and Alternate evacuation sites.

           
            
6. Notification of contiguous schools (both public and private)
           
            
7.
Have selected Crisis Team Members clear the evacuation routes. 

         
          
8.
Evacuate the Facility (at least 300 feet from any part of a school).*

Have staff visually check their work areas for suspicious items and then have all students and visitors take outside all personal belongings (i.e., book bags, purses, lunch boxes, etc.).  Remind personnel to not operate any light switches (if lights are on leave them on, if the lights are off, leave them off, etc.). One administrator should manage the I.C.P. and one should supervise the evacuation of students and staff. 

           
           
9.
Search the Facility.
           
           
10.Report Unusual or Suspicious Object(s).

If, at any time during the search of the building, a suspicious object is found, staff should remain calm and instructed NOT TO TOUCH THE OBJECT/DEVICE. The site administrator must be informed of the specific location of the object or unusual device.  NOTE: Local law enforcement becomes the primary authority after a bomb or unusual object is located on campus.

          
                  11.  Termination of the Threat.

The Site Administrator shall determine when the campus is secure and sound the "all clear" signal.

           
                 12.  After Action.
Review your site's handling of this incident and send a prepared letter home to parents.

* A facility evacuation may be waived under special circumstances after coordination with local law enforcement and approval of the Director of Security Services, appropriate Area Director, or Assistant Superintendent of Administration.  Special circumstances could include, but are not limited to, facilities that have been previously searched, secured, and are still declared safe.

(BOMB THREAT PHONE CALL CHECKLIST ON NEXT PAGE)
BOMB THREAT PHONE CALL CHECKLIST
DEPENDING ON YOUR SCHOOLS PHONE SYSTEM, YOU WILL EITHER DIAL  FORMCHECKBOX 
9*57,  FORMCHECKBOX 
 99 *57, OR FORMCHECKBOX 
 DO NOT HANG UP THE PHONE  EVEN IF THE CALLER HANGS UP!

POST NEAR YOUR TELEPHONE !

	
BOMB THREAT


QUESTIONS TO ASK
When is it going to explode?

Where is it right now?

What does it look like?

What kind is it?

What will cause it to explode?

Did you place the bomb?

Why?

What is your address?

What is your name?

Exact wording of the threat:

Caller's Sex  
     Race

 Approx. Age



     
Telephone# receiving threat 
Date:                      Time

 

	
CALLER'S VOICE
      Calm
      Stutter

      Angry
      Lisp

      Excited
      Raspy

      Slow
      Deep

      Rapid
      Ragged

      Soft 
      Clearing Throat

      Loud
      Deep Breathing

      Crying
      Cracking Voice

      Normal
      Disguised

      Slurred
      Accented

      Nasal
      Drunk

      Familiar ? - If the voice sounded 

familiar, who did it sound like?


BACKGROUND SOUNDS
      Clear
               Street Noises

      Static                        House Noises

      Voices
               PA System

      Music
               Vehicle Noise

      Office Machines       Animals

      Other:
















	
THREAT LANGUAGE
      Taped
      Well Spoken

      Foul
      Message                 Read

      Irrational
      Incoherent

Other distinguishing characteristics:

REPORT THE CALL


IMMEDIATELY:
1.
Using different line, call 911

2.
Notify the site administrator.

3.
Call the Security Services Department at 623-3996 (24 hours)

4.
Site’s specific Instructions











COMMENTS







































    

APPENDIX 2


FIREARM OR WEAPON SITUATION

SUMMARY
1.  Security measures shall be undertaken immediately upon receipt of a firearm or weapon situation on school/site.

2.
When a firearm or weapon situation is reported and received at a school/work site, the site administrator shall immediately implement the procedures listed in their his/her respective Crisis Management Plan (i.e., notification, preparation, and evacuation procedures) and call, first, the local law enforcement agency, and next, the School Security Services Department. The person receiving the information should attempt to get as much information as possible, such as where the firearm or weapon is located, who is involved, etc.

3.
If an individual is found to have been involved in a firearm or weapon situation, the law enforcement supervisor will immediately take charge of the event. Any further orders by the law enforcement shall be followed explicitly.



GENERAL RESPONSIBILITIES
1. When confronted with a situation where a student may be armed with a weapon:

A. An employee will, if possible:


(1)
Identify the name (if known) and clothing description of the student involved.

(2)
Identify the description and location of the weapon (e.g., a small silver handgun location believed to be on the student or in the student's backpack).


(3)
Without arousing the suspicions of the suspected student:

a. write a note listing the suspected student’s name, location, and the location of the weapon (if known) and then have a teacher aide, another teacher near by, or a trustworthy student take the sealed note to an administrator. Ensure the employee or student knows to physically hand the note to an administrator (Principal or Assistant Principal) or the SRO/SRD and not to simply place the note on a desk or hand it to a student assistant.

b. call the main office via intercom, telephone, radio, or cell phone and relay the suspected student’s name, location, and the location of the weapon (if known).


(4)
If classes change, maintain observation of the student to determine his/her next location and advise the administration.

B.
The employee will not:

(1) Confront the student.

(2) Attempt to disarm the student.

(3) Make the student aware that you know of the suspected weapon.

C. 
The administrator will:

(1)
Take all allegations seriously.

(2)
Activate the site’s Crisis Management Plan and Team by implementing a:

(a) LOCKDOWN (see Basic Plan, page 13-14 for written procedures and pages 15-18 for a Lockdown Checklist)

(b) MODIFIED LOCKDOWN (see Basic Plan, page 20 for written protocols and pages 21-23 for a Modified Lockdown Checklist) 
(c) FORMATION OF THE CRISIS MANAGEMENT TEAM WITHOUT INITIATING A CAMPUS LOCKDOWN (see Basic Plan, page 24), or
(d) OFF CAMPUS EVACUATION (see Basic Plan, page 40 for Off-Campus Evacuation Checklist)
D.
The administrator will NOT:

(1)
Confront the student in populated areas without assistance and coordination of the SRO/ SRD or local law enforcement.

(2)
Attempt to disarm the student.

(3)
Ever conduct a body cavity, strip search (actual disrobing to underclothing), or remove or arrange clothing in a manner to permit a visual inspection of the student's underclothing, breasts, buttocks, or genitals.

NOTE 2:  “A law enforcement officer could be an agent of the school when: (1) it was clear that the search was the school official's idea; and (2) the search could not be carried out in safety without law enforcement assistance.”  (Ref: Law Advisory: Safety, Order, and Discipline in American Schools, 1997, page 404).
2.
When confronted with a situation where there is a weapon discharge (i.e., shots fired) on a campus:

A.
The employee will:

(1)
Attempt to determine the location from which the shots are coming.

(1) If feasible, notify the office.

(2) Evacuate yourself and all others from the danger area by moving away from the sound of the shooting and spread the word for evacuation by giving specific directions.

(3) Upon successful evacuation, notify the office (if not already accomplished) and call 911.

B.
The employee will NOT:

(1)
Attempt to disarm or in any other way confront the perpetrator.

(2)
Return to the building following an evacuation, unless directed by law enforcement.
C.
The administrator will activate the site’s Crisis Management Plan and Team and implement a LOCKDOWN (see Basic Plan, page 13-14 for written procedures and pages 15-18 for a Lockdown Checklist).


FIREARM OR WEAPON POSSESSION/DISCHARGE CHECKLIST
Check Each Item Below

Completed   Not Applicable

          
            1.
Notify the Administrator.

Contact the main office immediately without alerting students and/or suspects (if possible).

          
           

A.  Student observed.

(1)
Send reporting student to the main office, with an escort if possible.

(2)
If the reporting student is unable/unwilling, follow the Teacher/Employee Observed steps below.  NOTE: The student may remain anonymous.

          
           

B.
Teacher/Employee Observed.
(1)
Send, with a trusted student to the main office, a sealed message including:

 

(a)
your name and location, and the name/description of the suspect/weapon.

(b)
WAIT FOR ADMINISTRATIVE RESPONSE. DO NOT ATTEMPT TO DISARM THE INDIVIDUAL.

(2)
Contact the Main Office and ask to have another teacher temporarily take over the class. This enables the teacher to personally inform the administrator

          
            
2.
Call 911 (request law enforcement respond without sirens).

          
            
3.
Contact your School Law Enforcement Officer/Deputy (SRO/SRD), if assigned.
         
          
4.
IMPLEMENT THE SITE’S CRISIS MANAGEMENT PLAN.

          
          
5.
Consider instituting the site’s LOCK DOWN procedures.

(If possible, move students to a secure area, lock all doors, have students and staff assume a crouched position on the floor away from windows.)

          
           
6.
FIREARM DISCHARGE.
          
           

A.
Call 911.

          
           

B.
Call the Security Services Department at 623-3996.
They will contact the Area Director, Public Information Officer, and the Assistant Superintendent for Administration.
          
          

C.
Contact your School Law Enforcement Officer/Deputy (SRO/SRD), if assigned.  
NOTE 1:  Control of the scene will be relinquished to law enforcement upon their arrival. 

             
          
7.
IMPLEMENT THE SITE’S CRISIS MANAGEMENT PLAN and INSTITUTE THE SITE’S LOCK DOWN procedures.
Notification of Personnel: Notify all personnel using the lock down language, location of the Incident Command Post (ICP), and time for the site's CMT to meet.  Example: LOCKDOWN.  Personnel must immediately implement their LOCKDOWN procedures. (If possible, move students to a secure area, lock all doors, have students and staff assume a crouched position on the floor away from windows). Remember: Normal change-of-class bell will not be activated until the conclusion of the crisis.

           
             8.
Termination of the Threat. With Security Services monitoring the perimeter, the faculty should maintain a high visibility, watch the perimeter of the campus, monitor the hallways and closely observe student's arrival and departure. 

         
          
9. 
After Action.




A. Review your site's handling of this incident and send a prepared letter home to parents.






B. Consider obtaining Crisis Intervention Team services for both students and staff.

IN ALL CASES USE EXTREME CAUTION DO NOT CONFRONT THE SUSPECT(S).

Stay calm!!  If you are threatened with a weapon, follow the individual’s directions. DON’T BE A HERO.
APPENDIX 3

TRESPASSER

SUMMARY
Security measures shall be undertaken immediately upon receipt of a report of a trespasser on a school/site.



GENERAL RESPONSIBILITIES
When confronted with a trespass situation:

1. The employee/administrator may confront the person(s) by simply asking how the individual(s) may be helped or if directions are needed. They should, however, balance the potential control of the situation with the potential harm, which may arise if a confrontation occurs. Circumstances to be considered are:

A.
The number of trespasser(s).

B.
The size of the trespasser(s).

C.
Trespasser's demeanor, attitude, etc.

D.
Any other special circumstances which the employee may be aware.

E.
Depending on circumstances, advise the individual(s) of the trespass statute and that they must leave the site at once or law enforcement authorities will be called.

2. When an employee/administrator is confronted with a trespass situation and is uncomfortable with confrontation, the employee will, if possible:

A.
Identify the location of the trespasser(s).

B.
Identify the name (if known) and clothing description of the trespasser(s) involved.

C.
Notify an administrator and provide the above information.

D.
If classes change, maintain observation of the trespasser(s) to determine their next location and advise administration.

3. The administrator will:

A.
Consider initiating the school’s Crisis Management Plan and consider instituting lockdownor Crisis Management Team formation without look-down procedures depending upon the circumstances.

NOTE:  A school will use clear-speech when communicating the District language relative to a lockdown, LOCKDOWN.  Personnel must immediately implement their LOCKDOWN procedures.” Consider adding, IF SAFE TO DO SO, All C.M.T. members will report to the conference room...” in order to alert other school administrators, school Law Enforcement Officer/Deputy, and staff of the presence of trespasser(s) on the campus.
B.
Notify the site’s SRO, SRD, or SSO, if one is assigned, or call the local law enforcement/police or School Security Services if needed.

C.
Provide assistance to the employee who is or may be watching the trespasser.

D.
Consider requesting additional law enforcement support.

E.
Consider contacting contiguous school sites (both private and public).

F.
Document what actions were taken, why such actions were taken, and all findings.

TRESPASSING INCIDENT CHECKLIST

Check Each Item Below

Completed   Not Applicable

           
            
1.
Notify principal/designee.
          
          
2.
Consider confronting the person(s), by simply asking how the individual(s) may be helped or if directions are needed and balance the potential control of the situation with the potential harm, which may arise if a confrontation occurs. Circumstances to be considered are the number, size, demeanor, and attitude of trespasser(s), etc.

          
          
3.
Depending on circumstances, advise the individual(s) of the trespass statute (FS 810.097) must leave the site at once or law enforcement authorities will be called.
           
          
4.
If uncomfortable with confrontation relative to a trespass situation, identify the location of the trespasser(s), the name (if known) and clothing description of the trespasser(s) involved. If classes change, maintain observation of the trespasser(s) to determine their next location and advise administration.

           
          
5.
Contact your School Law Enforcement Officer/Deputy (SRO/SRD) if assigned.

           
           
6.
Attempt to assess the threat to the school/site (e.g., nature, location, number and identity of persons involved, injuries, time of day, classes in session, student schedules, etc.).
           
           
7.
Contact the School Security Services Department at 623-3996 (24-hour number) who will in turn notify the Director of Public Affairs, the appropriate Area Director, and the Assistant Superintendent of Administration.
           
           
8.
Implement the site’s Crisis Management Plan.
Consider initiating your school’s Crisis Management plan and consider instituting lockdown or a Crisis Management Team” formation without lookdown procedures, depending upon the circumstances.

                                
  9.
Consider contacting contiguous sites (both private and public).

                                     10.
If applicable, designate a staff member to meet law enforcement

 





officials as they arrive and provide them information about the







 incident.

                                
11.
Relinquish control to law enforcement authorities. 
                                      12.
Document all of the actions taken relative tot his incident. 

                                      13.
After Action






 Review your site's handling of this incident and send a prepared letter





      home to parents.

IN ALL CASES USE CAUTION

TRESPASSING  INCIDENT
APPENDIX 4

OUT OF CONTROL PERSON(S)

SUMMARY
1.
Security measures shall be undertaken immediately upon receipt of a report of an out of control parent/student/other.

2.
Out of control persons are likely to become violent. Administrators or other staff members should take precautions to protect themselves and/or others.



GENERAL RESPONSIBILITIES
When confronted with an out of control person (See Appendix 5 for Managing Elementary Level Severe Behavioral Incidents): 

1. An employee will, if possible:

A.
Identify the name (if known) and clothing and other descriptors of the person involved.

B.
Attempt to stand or maneuver into a position with a barrier (desk or other similar object) between yourself and the out of control person.

C.
Speak calmly and professionally.

D.
Attempt to evacuate the area of students.

E.
Notify the administrator of the situation.

2. The employee will not:

A.
Physically confront the person unless they or a student are threatened/ attacked, and then only use the minimum amount of force necessary to control the situation.

B.
Use abusive or inflammatory language.

3.
The administrator will activate the site’s Crisis Management Plan and Team by implementing either a:

A.
LOCKDOWN (see Basic Plan, page 13-14 for written procedures and pages 15-18 for a Lockdown Checklist)

B.
MODIFIED LOCKDOWN (see Basic Plan, page 20 for written protocols and pages 21-23 for a Modified Lockdown Checklist) 
C.
FORMATION OF THE CRISIS MANAGEMENT TEAM WITHOUT INITIATING A CAMPUS LOCKDOWN (see Basic Plan, page 24), or
D.
Attempt to de-escalate the situation using good interpersonal skills. 


E.
Identify any other violators or participants.

F.
Call parents of all students involved.


G.
Prepare letter to adult participants warning of undesirable behavior.

H.
Prepare a written report of the incident.

4.
The administrator will not:

A.
Physically confront the person unless they or a student are threatened/attacked, and/or then only use the minimum amount of force necessary to control the situation.

B.
Use abusive or inflammatory language.

OUT OF CONTROL PERSON(S) CHECKLIST
Check Each Item Below

Completed   Not Applicable

          
            
1.
Assess situation and establish the degree of support necessary to bring the person under control.

          
          
2.
Notify Principal/Designee.

          
           
3.
Decide if it is appropriate to call:
A. 911.

B. School Law Enforcement Officer/Deputy (SRO/SRD), if assigned.

C. Security Services Department at 623-3996 (24-hour number) who will, in, turn notify the Public Information Officer, the appropriate Area Director, and the Assistant Superintendent of Administration.

           
           
4.
Attempt to assess the threat to the school/site (e.g.; nature, location, number and identity of persons involved, injuries, time of day, classes, student schedules, etc.)

          
          
5.
Have school Administrators and Staff respond to the scene.
            
           
6.
Use de-escalation techniques to eliminate threat.

            
            
7.
Designate safe space to hold other students away from crisis scene.

            
             
8.
Identify any other violators or participants.
           
           
9.
Call parents of all students involved.
           
                10.
Prepare letter to adult participants warning of undesirable behavior.
          
                11.  Prepare a written report of the incident.


IN ALL CASES  USE EXTREME CAUTION
OUT OF CONTROL PERSON(S)


APPENDIX 5

GUIDELINES FOR MANAGING A SEVERE BEHAVIORAL INCIDENT

ELEMENTARY LEVEL


SUMMARY

At times school personnel must manage elementary students who are involved in severely disruptive behavior. While sound judgment and responsible actions de-escalate most incidents, occasionally conflicts escalate and special intervention is required. There are also times when all available interventions are exhausted and law enforcement or other agencies must be called for assistance. Although these situations are infrequent, they are severe when they do occur, especially where criminal behavior is involved, charges are filed, arrests are made, and students must be removed from the campus. Because of the sensitive nature of these situations, elementary principals have requested specific guidelines regarding the overall management of students involved in severe behavioral incidents.



GENERAL RESPONSIBILITIES
The Guidelines for Managing a Severe Behavioral Incident - Elementary Level include:

1. Strategies for managing severe behavioral incidents with techniques for de-escalating disruptive behavior.

2. Criteria for requesting law enforcement assistance and procedures to follow.

3. The role of principals when law enforcement assistance is necessary.

4. The importance of documentation.

5. Managing media representatives.

6. Resolving a disruptive incident.

7. School system and non-school system resource personnel.

These Guidelines should be utilized in developing Individual School Plans for Managing Severe Behavioral Incidents at each school site. Plans should be customized to establish responsibilities and procedures which individual staff members are to follow when managing disruptive students. The use of Non-Violent Crisis Intervention techniques should be stressed.

SCHOOL DISTRICT OF HILLSBOROUGH COUNTY

INDIVIDUAL SCHOOL PLAN -- MANAGING A SEVERE BEHAVIORAL INCIDENT

School Name                                                                                       Date                                



Staff Member                                           Responsibility


Training Date
School Incident

Management Team













Location of 

Prepared Incident

Folder/Forms/Ready 

Reference Card











 

Alternate Location











 
Location for Isolating

Acting-Out Student











 
Alternate Location











 
Location for 

Relocating 

Class/Group













Alternate Location













Location for

Meeting with Media

Representatives











 
Alternate Location












Law Enforcement

Agency

                                                                                            Phone Number:

 

Practice and Review
Dates













 

SCHOOL DISTRICT OF HILLSBOROUGH COUNTY

READY REFERENCE CARD  MANAGING A SEVERE BEHAVIORAL INCIDENT
ASSESS INCIDENT

If school staff can maintain control of the incident and no criminal act is committed, do not call for outside assistance.

CONTACT PARENT OR GUARDIAN

1.
Initiate Severe Behavioral Incident Log.

2.
Record phone number, time, message, and other information.

SELECT AND DIRECT INTERVENTION

1. Activate School Incident Management Team.

2.
Provide for safety of acting-out student and others.


a.
Relocate acting-out student.

b. Relocate other students.

c. Remove spectators.

d. Keep acting-out student under observation at all times.

3.
Use Non-Violent Crisis Intervention techniques.

a. Identify one person to act as speaker.

b. Give acting out student choices of acceptable behavior. Set limits.

c. Keep incident confined to specific area.

d. Use verbal interventions as long as possible.

e. Use Non-violent Physical Intervention techniques only as last resort and with least amount of restriction.

f. When restraining student, have at least two adults present.


4.
Continue efforts to contact parent or guardian.


LAW ENFORCEMENT ASSISTANCE

Life-Threatening Severe Behavioral Incident

A life-threatening incident exists when an acting-out student is a danger to self or others, is threatening to use a weapon, and efforts to de-escalate are unsuccessful.  The following procedure is suggested.  (Children under eight (8) years of age are usually not charged with crimes.)
1. Call 911.

2. Request assistance.

3. Provide responding operator explicit information regarding emergency.

4. Inform School Security Services at 623-3996.

5. Continue efforts to contact parent or guardian.

6. Continue Nonviolent Crisis Intervention techniques.

Non-Life-Threatening Severe Behavioral Incident

When incident is de-escalated and under control, but student has committed an act that may lead to arrest, the following procedure is suggested.  (Children under eight [8] years of age are usually not charged with crimes.)

1. Call non-emergency number for law enforcement agency:

Hillsborough County Sheriff's Office   247-8200

Tampa Police Department 231-6130
Plant City Police Department 757-9200

Temple Terrace Police Department 989-7110

2. Request assistance.

3. Provide responding operator explicit information regarding incident.

4. Inform School Security at 623-3996.

5. Continue efforts to contact parent or guardian.

6. Continue Non-violent Crisis Intervention techniques.

Arrival of Law Enforcement Personnel

1. Maintain calm voice and professional manner.

2. Communicate precisely, accurately, and objectively to ensure that facts and severity of incident are clearly understood.

3. Describe incident in behavioral terms.

4. State reason assistance is necessary.

5. Communicate background information regarding the student.

6. State anticipated outcomes.

7. When interviewed, maintain cooperative, businesslike relationship.

8. If student is not removed from school, obtain information for contacting law enforcement personnel should incident be repeated.

9. If law enforcement personnel do not satisfactorily respond to request for assistance, or if questions arise concerning management of incident, consult Area Director, School Security, or appropriate law enforcement agency Supervisor.

10. Record name, badge number, and contact phone number of law enforcement personnel.

11. Provide copy of student emergency card.

12. When student requires physical restraint cooperate during transition of authority.

13. Complete Release Into Custody Form prior to transporting student from campus.

14. Continue efforts to contact parent or guardian.

DOCUMENTING INCIDENT

Exercise care in recording information related to incident since all information becomes public record.

Resolving Incident

1. Continue efforts to notify parent or guardian.

2. Notify Area Director.

3. Obtain report number from law enforcement personnel.

4. Complete employee Assault/Battery report.

5. Complete injury report.

6. Complete Workers Compensation form.

7. Write student suspension letter.

8. Debrief individuals involved in incident.

9. Gather signed and dated written statements from witnesses.

10. Plan for student’s return to school.

11. Involve school personnel in making decisions concerning student’s needs, i.e., teacher, counselor, social worker, and school psychologist. Complete CST referral, if appropriate.

MANAGING MEDIA REPRESENTATIVES

1. Designate one spokesperson to provide information.

2. State incident is under control and school policies and procedures are being followed.

3. Designate school/campus area that is away from the incident to meet with media representatives.

4. Be aware that records/forms related to incident may be utilized by media.

5. Return phone calls by end of day.

6. Maintain confidentiality of individual student records.

7. Do not release names of students, even if arrested.

8. Manage flow of information. Be brief, accurate, and prepared when responding to questions.  Say you will get back with the information that is not readily available.

9. Note name of reporters and news organizations conducting interviews.

10. Call Public Affairs Office (272-4046) for assistance with multiple media management or when controversial or adversarial atmosphere exists.

SCHOOL DISTRICT OF HILLSBOROUGH

SEVERE BEHAVIORAL INCIDENT LOG
Student                                                                      
School





 
This document may be used to record events, behaviors, and actions that occur during a severe behavioral incident and to provide information for decision-making to meet student needs. All sections may not apply.

PART I - BEHAVIORAL INDICATORS (Check behaviors that apply.)

A severe behavioral incident occurs when a student acts out in a manner that causes danger to self or others, or when a student commits an act that may lead to arrest. Student behaviors include but are not limited to the following:

           Injured Others


           Struck Adult



           Appeared out of Touch With Reality

           Injured Self


           Left Campus Without Permission
           Cried Uncontrollably

           Threw Objects or Furniture

           Verbalized Intent To Harm Self

           Acted Extremely Agitated

           Possession of Weapon

           Attempted To Harm Self

            Other Behaviors     
           Struck Other Student

           Spoke Incoherently


                                                      .  

PART II  DATES, TIMES, EVENTS, AND ACTIONS TAKEN

DATE




TIME



 

EVENT / ACTION










 
Parent / Guardian or Other Person Called
 








Law Enforcement Agency Called 










Law Enforcement Personnel Log Signed

Yes

No
     


Area Director Notified



Yes

No
   

School Security Notified



Yes

No
  


Copy of Student Emergency Card Provided to

     Law Enforcement Personnel


Yes

No
      

Release into Custody Form Completed

Yes

No
      
 

Media Interviews Conducted


Yes

No
     
 

Media Agency  



Yes

No
     

Public Information Office Called


Yes

No
     
 
Assault/Battery Report Filed


Yes

No
      
 

Injury Report Field



Yes

No
      
 

Workers Compensation Form Filed

Yes

No
      
 

Suspension Letter Mailed


Yes

No
      


School Personnel Debriefed


Yes

No
      
 

Parents, Students, Community Informed

Yes

No
      
 

Signed/Dated, Witness Statements, Gathered

Yes

No
      


Team Meeting Regarding Student's

Behavior/Return to School


Yes

No
      
 
         Signature of School Personnel


             Title


      Date


APPENDIX 6

FIGHTING

SUMMARY
Security measures shall be undertaken immediately upon the notice of a fight on a school/site.



GENERAL RESPONSIBILITIES
When confronted with a fight situation:

1.
The employee/administrator will:


A.
Notify administration by:

(1)
intercom

(2)
sending a responsible/reliable student to the main office


B.
Speak loudly and in an assertive tone letting everyone know this behavior must stop immediately


C.
Call out the names of the students involved (if known) and let them know they have been identified


D.
Attempt to separate the students involved by again speaking in an assertive tone


E.
Before physically attempting to separate those involved, consider:

(1)
the size

(2)
age

(3)
number of students 

(4)
personal safety

(5)
any other special circumstances of which the employee may be aware

F.
If successful in separating the students, try to avoid using further confrontational behavior by:

(1)
pointing at the students  

(2)
making accusations

(3)
“cornering” them with their backs against the wall

NOTE 1: Remember that people do not calm down instantly; give students time to talk in a calm setting, gradually changing the climate of the situation.  

2.
The administrator will:

A.
Identify the location of the fight.

B.
Provide assistance to the employee(s) involved in the fighting situation. 

C.
The administrator will activate the site’s Crisis Management Plan and Team by implementing either a:

(1) LOCKDOWN (see Basic Plan, page 12-13 for written procedures and pages 14-17 for a Lockdown Checklist)

(2) MODIFIED LOCKDOWN (see Basic Plan, page 18 for written protocols and pages 19-21 for a Modified Lockdown Checklist) 
(3) FORMATION OF THE CRISIS MANAGEMENT TEAM WITHOUT INITIATING A CAMPUS LOCKDOWN (see Basic Plan, page 22), or
(4) OFF CAMPUS EVACUATION (see Basic Plan, page 35 for Off-Campus Evacuation Checklist)
NOTE 2:  A school may choose to include the use of a specific code or phrase in their Crisis Management Plan in order to alert other school administrators, SRO/SRD, and staff of a fight on the campus.

NOTE 3: If a fight evolves into a large affray or riot situation, refer to Appendix 9.

FIGHTING/CIVIL UNREST INCIDENT CHECKLIST
Check Each Item Below

Completed   Not Applicable

           
            1.
Notify Principal/Designee: 

Note as many specifics as possible, number of participants, description, location, etc.
          
          
2.
Call for medical assistance, if necessary.

          
          
3.
IMPLEMENT THE SITE'S CRISIS MANAGEMENT PLAN and, depending upon the circumstances: 
           
          

A.
consider calling 911.

           
          

B.
contact your School Law Enforcement Officer/Deputy (SRO/SRD), if assigned.


C.
notify Security Services Department at 623-3996, who will contact the Area Director, Public Information Officer, and the Assistant Superintendent for Administration.

D.
institute the site’s Lockdown or Crisis Management Team Formation Without Lockdown procedures.

E.
Contact contiguous schools (both public and private)

          
          
4.
Have school Administrators and Staff members respond to the scene.

            
          
5. 
Separate combatants, using diffusing techniques.

            
          
6.
Identify any violators or participants.
          
          
7.
When investigating the incident (unless law enforcement has assumed control due to a criminal complaint/incident) ensure the victim, suspect, and witnesses (if applicable) are interviewed separately.
           
          
8.
Termination of the Threat.

           
          

A.
Document the incident.

           
          

B.
Call parents of all parties involved.

          
          
9.
After Action.
Review your site's handling of this incident and consider sending a prepared letter home to parents.

IN ALL CASES  USE EXTREME CAUTION
APPENDIX 7

ATTEMPTED/REMOVAL OF A STUDENT BY NON-CUSTODIAL PARENT


SUMMARY
Security measures shall be undertaken immediately upon receipt of a report of the attempted/forcible removal of a student.



GENERAL RESPONSIBILITIES
When confronted with the attempted or forcible removal of a student by a non-custodial parent:

1.
The employee will:
A.
Assess the situation relative to personal and student safety. 

B.
Notify administration of the situation via:

(1)
intercom

(2)
sending a responsible/reliable person to the main office 

C.
Confront (no closer than 6 feet) the person attempting to remove a student.

(1)
Simply ask how the individual(s) may be helped or if directions are needed. The employee should, however, balance the potential control of the situation with the potential harm, which may arise if a confrontation occurs. Circumstances to be considered are:

(a)
the number of person(s).

(b)
the size of the person(s).

(c)
the individual’s demeanor, attitude, etc.

(d)
any other special circumstances which the employee may be aware

(e)
depending on circumstances, advise the individual(s) of the trespass statute and that they must leave the site at once or law enforcement authorities will be called

(2)
In a loud authoritative voice, demand the immediate release of the student.

(3)
In a loud authoritative voice, demand the person immediately leave the campus without the child.

(4)
Should the non-custodial parent refuse to comply with the instructions, maintain observation of the person, mode, direction of travel, and immediately re-contact administration.

2.
The administrator will:

A. Notify law enforcement authorities via 911 and call School Security Services at 623-3996 who will notify the Public Information Officer, the appropriate Area Director, and the Assistant Superintendent for Administration.

B. Provide back-up to the employee(s) in need.

C.
Assess the situation (e.g., nature, location, number of persons involved, injuries, time of day, classes in session, student schedules, etc.) and immediately establish an Incident Command Post from which to control the situation.
D.
The administrator will activate the site’s Crisis Management Plan and Team by implementing either a:

(1) LOCKDOWN (see Basic Plan, page 13-14 for written procedures and pages 15-18 for a Lockdown Checklist)

(2) MODIFIED LOCKDOWN (see Basic Plan, page 20 for written protocols and pages 21-23 for a Modified Lockdown Checklist) 
Enclosure:

Physical Description Aid

OBTAINING DESCRIPTIONS OF SUSPECTS
In order to obtain a description of a suspect, you must look at them.  Here are a few pointers on how to obtain a description without a continuous stare.

A. First, take a brief glance at the perpetrator’s upper portion (neck to head), i.e., hair, complexion, scars, jewelry, glasses, mustache or beard, height, age, sex, nationality, hat, etc.

B. Second, glance at the middle portion (waist to shoulder), i.e., shirt, jacket, tie, pockets, any writing on clothing, weight, jewelry, belt, etc.

C. Third, as the person is departing, glance at the lower portion (foot to waist), i.e., pants, skirt, shoes, etc.

D. Fourth, compare your height to the height of the suspect. Do the same for the weight. However, remember that even though a man and a woman physically appear to be the same size, a woman’s weight is approximately 30 pounds less than a man of the same size.

 
REMOVAL/ATTEMPTED REMOVAL OF A STUDENT CHECKLIST
Check Each Item Below

Completed   Not Applicable

           
            
1.
Notify the Principal / designee.

          
          
2.
Assess the situation relative to personal and student safety.

          
          
3.
Call 911.

          
          
4.
Contact your School Law Enforcement Officer/Deputy (SRO/SRD).

          
           
5.
Contact the School Security Services Department at 623-3996 (24-hour number) who will notify the Public Information Officer, the Area Director, and Assistant Superintendent for Administration.

          
          
6.
Employees should confront (no closer than 6 feet) the person attempting to remove a student, simply ask how the individual(s) may be helped or if directions are needed. The employee should balance the potential control of the situation with the potential harm that may arise if a confrontation occurs. Circumstances to be considered are the number, size, attitude/ demeanor, etc. of person(s).

          
          
7.
Depending on circumstances:

A.
advise the individual(s) that the trespass statute states that he/she must leave the site at once or law enforcement authorities will be called, or

B.
demand the immediate release of the student and the person immediately leave the campus without the child.

          
          
8.
Whether or not the non-custodial parent complies with the instructions, maintain observation of the person, mode, direction of travel, and immediately re-contact 911.

           
           
9.
Consider activating the site’s Crisis Management Plan’s Lockdown procedures. Ensure that the normal change-of-class bell will not be activated until the conclusion of the crisis. 
            
          
10.
Notify parent or legal guardian as soon as possible.
           
          
11.
Document all of the actions taken relative to this incident.

            
          
12.
Review your site's handling of this incident and send a prepared letter home to parents.

REMOVAL/ATTEMPTED REMOVAL OF A STUDENT

APPENDIX 8

ARMED ROBBERY

SUMMARY

Security measures shall be undertaken immediately upon receipt of a report of an armed robbery. 


GENERAL RESPONSIBILITIES

When confronted with an armed robbery situation:

1. The employee will:

A. Attempt to avoid any confrontation with the robber, as personal injury or hostage situation may develop.

B. If the robber cannot be avoided:

(1)
Cooperate completely with the robber -- do not argue or antagonize.

(2)
Comply with any and all instructions given by the robber – don’t be a hero.

(3)
Be observant and try to remember everything that is seen or heard.

(4)
If a rescue takes place, lie on the floor and await instructions from the rescuers.

(5) As soon as possible, after the event, complete the attached form (Obtaining Description of Suspects).

(6) When/if the robber leaves the site, secure the area in which the robbery occurred, as evidence may be recovered for law enforcement use in the prosecution of the perpetrator.

2.
The administrator will:

A. Assess the situation (e.g., nature, location, number of persons involved, injuries, time of day, classes in session, student schedules, etc.) and immediately establish an Incident Command Post from which to control the situation.
B.
Implement the site’s Crisis Management Plan:

(1) LOCKDOWN protocol (see Basic Plan, pages 13-14 for written procedures and pages 20-23 for a Lockdown Checklist), or 

(2) OFF CAMPUS EVACUATION (see Basic Plan, page 40 for Off-Campus Evacuation Checklist)

OBTAINING DESCRIPTIONS OF SUSPECTS
In order to obtain a description of a robber, you must look at them.  Here are a few pointers on how to obtain a description without a continuous stare.

A. Once you recognize the fact you are being robbed, take a brief glance at the perpetrator’s upper portion (neck to head), i.e., hair, complexion, scars, jewelry, glasses, mustache or beard, height, age, sex, nationality, hat, etc.

B. Second, while handing the perpetrator cash or receipt, glance at the middle portion (waist to shoulder), i.e., shirt, jacket, tie, pockets, any writing on clothing, weight, jewelry, belt, etc.

C. Third, as the perpetrator/robber is departing, glance at the lower portion (foot to waist), i.e., pants, skirt, shoes, etc.
D. Fourth, compare your height to the height of the robber. Do the same for the weight. However, remember that even though a man and a woman physically appear to be the same size, a woman's weight is approximately 30 pounds less than a man of the same size.
ARMED ROBBERY CHECKLIST
Check Each Item Below

Completed   Not Applicable

           
             
1.
Notify Principal/Designee.
If you become aware of a robbery on campus, immediately, if possible, contact the main office without alerting students and/or suspects.

           
           
2.
Contact your School Law Enforcement Officer/Deputy (SRO/SRD) if assigned.

           
            
3.
Contact the School Security Services Department at 623-3996 (24-hour number) who will notify the Public Information Officer, the appropriate Area Director, and the Assistant Superintendent of Administration.
           
            
4.
Attempt to assess the threat to the school/site (e.g., nature, location, number [and identity] of persons involved, injuries, time of day, classes in session, student schedules, etc.)

           
            
5.
Implement the site’s Crisis Management Plan and depending on the threat, implement either:

A.
Lockdown of the entire campus.  Remember:  Normal change-of-class bell will not be activated until the conclusion of the crisis, or

B.
order a controlled evacuation and relocation of the students and staff.

          
          
6. 
Designate a staff member to meet law enforcement officials as they arrive and provide them information about the incident.

           
          
7.
Relinquish control of the scene upon the arrival of law enforcement authorities.

          
          
8. 
Notify any contiguous site of the nature and extent of the problem.

           
            
9.
Document all of the actions taken relative to this incident.

            
                10.
After Action.
A.
Review your site's handling of this incident and send a prepared letter home to parents.

B.
Consider obtaining Crisis Intervention Team services for students and staff.
DO NOT ATTEMPT TO CONFRONT, DISARM, OR NEGOTIATE WITH THE INDIVIDUAL

ARMED  ROBBERY

APPENDIX 9

CIVIL UNREST/RIOTOUS SITUATION

SUMMARY
Security measures shall be undertaken immediately upon the notice of civil unrest/riotous situation either near or on a school/site.



GENERAL RESPONSIBILITIES
When notified of civil unrest/riotous situation either in a neighborhood close to or on the school/site:

1. The employee will take appropriate and immediate actions necessary to:

(A)
Protect oneself and the students under his/her control

(B)
Notify the site administrator/main office for assistance by:

(1)

Intercom

(2)

Send two responsible/reliable students to the main office with instructions to contact a school administrator.

(C)
Not be a hero and/or put oneself in harm’s way.

(D)
Attempt to identify persons in the civil unrest/riotous situation, and pass this information on to the site administrator/local law enforcement authorities.

2. The administrator will:

(A)
If not contacted by law enforcement authorities, School Security Services Department, or District Administration, immediately contact your SRO/SRD (if assigned) OR 911, and School Security Services Department at 623-3996 (24-hour number).  School Security Services will in turn notify the Public Information Officer, appropriate Area Director, and the Assistant Superintendent of Administration.

(B)
Attempt to assess the threat to the school/site (e.g., nature, location, number, identity of persons involved, injuries, time of day, classes in session, student schedules, etc.).

(C)

Activate the site’s Crisis Management Plan and Team by implementing a(n):

(1)

LOCKDOWN (see Basic Plan, page 13-14 for written procedures and pages 15-18 for a Lockdown Checklist)

(2)

MODIFIED LOCKDOWN (see Basic Plan, page 20 for written protocols and pages 20-23 for a Modified Lockdown Checklist) 
(3)

FORMATION OF THE CRISIS MANAGEMENT TEAM WITHOUT INITIATING A CAMPUS LOCKDOWN (see Basic Plan, page 24), or
(4)

OFF-CAMPUS EVACUATION (see Basic Plan, page 40 for Off-Campus Evacuation Checklist)

CIVIL UNREST CHECKLIST
Check Each Item Below

Completed   Not Applicable

          
             1.
Notify Principal/Designee: 

Note as many specifics as possible, number, description, location, etc.
         
          
2.
Call for medical assistance, if necessary.
         
          
3.
IMPLEMENT THE SITE’S CRISIS MANAGEMENT PLAN and depending upon the circumstances: 
          
          

A.
Consider calling 911.
          
          

B.
Contact your School Law Enforcement Officer/Deputy (SRO/SRD), if assigned.

          
          

C.
Notify Security Services Department at 623-3996, as Security will contact the Area Director, Public Information Officer, and the Assistant Superintendent for Administration.

          
          

D.
Institute the site’s Lockdown or Crisis Management Team formation without Lockdown procedures.

          
          

E.
Notify contiguous schools (both public and private).

         
            4.
Have school administrators and staff members respond to the scene.

           
            5. 
Separate combatants, using diffusing techniques.

           
            6.
Identify any violators or participants.
         
            7.
When investigating the incident (unless law enforcement has assumed control due to a criminal complaint/incident) ensure the victim, suspect, and witnesses (if applicable) are interviewed separately.

          
            8.
Document the incident.
                              
9.
Call parents of all parties involved.

                                 10.
After Action
Review your site's handling of this incident and consider sending a prepared letter home to parents.
IN ALL CASES USE EXTREME CAUTION

APPENDIX 10
HOSTAGE SITUATION

_____________________________________________________________

SUMMARY

1.
Security measures shall be undertaken immediately upon notification of a hostage situation at a school/site.
2.
When a hostage situation is reported at a school/work site, the person receiving the information should attempt to get as much information as possible, such as where the hostage taker is located, who is involved, etc.  The site administrator shall immediately implement the procedures listed in his/her site’s respective crisis management plan (i.e. notification, preparation, and evacuation procedures) and call, first, local law enforcement agency, and next, the School Security Services Department. 

3.
In all hostage situations, the first law enforcement officer on scene will take charge of the situation.  All subsequent orders from law enforcement shall be followed explicitly.


GENERAL RESPONSIBILITIES
1.  The employee will not:  

A.
Confront the hostage taker.

B.
Attempt to disarm the hostage taker.

C.
Overtly attempt to free the hostages.

D. Take any action that could result in becoming another hostage.

2. The employee will, if possible: 

A.
Notify the site administrator, supervisor, or SRO/SRD (if assigned) as quickly and discreetly as possible. 

B.
 Identify the name (if known) and clothing description of the hostage taker.

C.
Identify the type of weapon (if known) or other means by which the hostages are being held against their will.

D.
Maintain observation of the hostage taker if classes change and the hostages are taken to a new location, and advise the site administrator.

3.  The administrator will not:  

A.
Confront the hostage taker without the assistance and approval of law enforcement personnel.

B.
Attempt to disarm the hostage taker.

C.
Overtly attempt to free the hostages.

D.
Take any action that could result in becoming another hostage or endangering the existing hostages.

4.  The administrator will activate the site’s Crisis Management Plan and Team by implementing either a(n):

A. LOCKDOWN (see Basic Plan, page 13-14 for written procedures and pages 15-18 for a Lockdown Checklist)

B. MODIFIED LOCKDOWN (see Basic Plan, page 20 for written protocols and pages -21-23 for a Modified Lockdown Checklist) 
C. OFF CAMPUS EVACUATION (see Basic Plan, page 40 for Off-Campus Evacuation Checklist)
OBTAINING DESCRIPTIONS OF SUSPECTS
In order to obtain a description of a suspect, you must look at them.  Here are a few pointers on how to obtain a description without a continuous stare.

E. First, take a brief glance at the perpetrator’s upper portion (neck to head), i.e., hair, complexion, scars, jewelry, glasses, mustache or beard, height, age, sex, nationality, hat, etc.

F. Second, glance at the middle portion (waist to shoulder), i.e., shirt, jacket, tie, pockets, any writing on clothing, weight, jewelry, belt, etc.

G. Third, as the person is departing, glance at the lower portion (foot to waist), i.e., pants, skirt, shoes, etc.

H. Fourth, compare your height to the height of the suspect. Do the same for the weight, however, remember that even though a man and a woman physically appear to be the same size, a woman’s weight is approximately 30 pounds less than a man of the same size.

HOSTAGE SITUATION CHECKLIST
Check Each Item Below

Completed   Not Applicable

           
             
1.
Notify the Principal.

If you become aware of a hostage situation on campus, immediately contact the main office without alerting students and/or suspects, if possible, and WAIT FOR LAW ENFORCEMENT RESPONSE DO NOT ATTEMPT TO DISARM OR NEGOTIATE WITH THE INDIVIDUAL.
           
             
2.
Call 911 (request police respond without sirens).

           
           
3.
Contact your School Law Enforcement Officer/Deputy (SRO/SRD), if assigned.

           
            
4.
Contact the School Security Services Department at 623-3996 (24-hour number) who will notify the Public Information Officer, the appropriate Area Director, and the Assistant Superintendent of Administration.
          
           
5.
Attempt to assess the threat to the school/site (e.g., nature, location, number, and identity of persons involved, injuries, time of day, classes, student schedules, etc.)

          
          
6.
Implement the site’s Crisis Management Plan and, depending on the threat, implement either:

A.
Lockdown of the entire campus.  Remember:  Normal change-of-class bell will not be activated until the conclusion of the crisis.

B.
A controlled evacuation and relocation of the students and staff to another site/school, or


C.
A modified lockdown with evacuation.

          
          
 7.
Designate a staff member to meet law enforcement officials as they arrive and provide them information about the incident.
           
          
 8.
Relinquish control of the scene upon the arrival of law enforcement authorities.

          
          
 9.
Notify any contiguous school site (public or private) of the nature and extent of the problem.
           
               10.
Document all of the actions taken relative to this incident.
            
               11.
Review your site's handling of this incident and send a prepared letter home to parents.
           
               12.
Consider obtaining Crisis Intervention Team services for students and staff.

DO NOT ATTEMPT TO DISARM OR NEGOTIATE WITH THE INDIVIDUAL
THE SCHOOL DISTRICT OF HILLSBOROUGH COUNTY
TAMPA, FLORIDA
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BIOLOGICAL (ANTHRAX/RICIN) THREAT and PROPER MAIL HANDLING TECHNIQUES
1.
The School District, in coordination with the public safety agencies of Hillsborough County, has developed a plan designed to efficiently and effectively handle biological (anthrax) threat situations — a suspected exposure substance/item, or a verbal or written threat without a suspect substance/item.  

2.
DO NOT PANIC. Anthrax organisms can cause infection in the skin, gastrointestinal system, or the lungs. To do so the organism must be rubbed into abraded skin, swallowed, or inhaled as a fine, aerosolized mist. Disease can be prevented after exposure to the anthrax spores by early treatment with the appropriate antibiotics. Anthrax is not spread from one person to another person. For anthrax to be effective as a covert agent, it must be aerosolized into very small particles. This is difficult to do and requires a great deal of technical skill and special equipment.
3.
Once a threat has been received, our primary objective is to provide the safest environment for our students and staff.  Unless otherwise directed by our Security Services Department, local law enforcement, District Administration, or Health Department officials, we will accomplish this by: (1) isolating the threat, (2) containing the threat and anyone who may have been exposed, and (3) securing the threat location preventing anyone else from entering the affected area and being exposed.

4.
After a subsequent inspection of the affected area(s) by proper authorities, the decision to reoccupy the area(s) shall be made by the site administrator in coordination with public health officials.

5.
If a suspicious article, package, envelope, substance, or other item is located or identified, law enforcement assumes primary control and their orders shall be followed explicitly.

GENERAL RESPONSIBILITIES
A.
SUSPECTED BIOLOGICAL SUBSTANCE: Upon the discovery of a “suspected” biological substance/item, personnel should NOT TOUCH, MOVE, or otherwise DISTURB the item.  In addition, the suspected substance or item and personnel in the affected area should be ISOLATED, CONTAINED, and SECURED.
1. Not only should the substance be left alone, but also any access to it should be restricted.

2. Immediately contact the site principal/administrator.
3.
The site principal/administrator will:




a.
Immediately contact his/her School Resource Deputy/Officer, if applicable, or call 911, AND then the Security Services Department at 623-3996 (a 24- hour District operation) who will coordinate all other necessary notifications (i.e., Area Director, Public Information Officer, Assistant Superintendent of Administration, etc.).




b.
Identify a separate location for use by personnel who were in the affected area, had exposure, or were potentially exposed. This location should be in close proximity, must be able to be contained (i.e., doors, windows, etc.), and should have restroom/wash facilities.



c.
Direct personnel in the affected area to go to the separate location identified in “b” above.




d.
Once all personnel have been relocated from the affected area, that affected area must be secured along with posting “no entry” signs — thus ensuring no one either intentionally or unintentionally accesses this location.  Shut off fans and consider turning off the ventilation system.




e.
In this “separate” identified area, persons with obvious signs of contamination (i.e., more than a suspected substance on their hands, but a suspected substance on their clothes)  may be kept in the same room as those “potentially” exposed, but should be away from one another.  In addition, persons with obvious signs of contamination should be instructed NOT to attempt to brush off any substance from their clothes, as this may help spread the unknown substance.  All persons should be directed to wash their hands with soap and water.




f.
Compile a listing of all personnel having direct/potential exposure, to include name, address, phone number, social security number, and parent name, if applicable.

4.
The above list should be immediately given to the first responding law enforcement officer.

5.
As local law enforcement becomes the primary authority, we must follow their instructions explicitly. The officer will follow the standard protocol of their agency — assessing, handling, notifications to the Bomb/HAZMAT Team, disposal, etc.  Normally, once the officer has verified the information contained in the affected person listing, the isolated persons will be allowed to leave.

6. Send a written notice to parents.  Contact the Public Information Officer for assistance.

B.
THREAT WITH NO PRESENCE OF A BIOLOGICAL SUBSTANCE: Upon receiving a verbal or written threat (i.e., in person, phone, fax, email, written on the wall, etc.) WITHOUT the presence of a suspected substance/item, we will:
1.   Immediately contact the site principal/administrator.


2.
The site principal/administrator will:




a. Immediately contact the Security Services Department at 623-3996 (a 24-hour District operation) who will notify the appropriate law enforcement agency, Area Director, Public Information Officer, Assistant Superintendent for Administration, etc.


b.
Unless otherwise directed by your Security Services Department, local law enforcement, District Administration, or Health Department officials, alert the site’s staff using the following standardized code, “All CMT members will report to the conference room at          o’clock for a meeting.”


c.
Coordinate with the Search Team Leader to assure that particular attention is paid to all common areas (to include, but not limited to, entryways, hallways, main foyer, restrooms, stairwells, outside entrances) and unoccupied classrooms/offices (i.e., teachers or other staff members who are absent, etc.). 


d.
If a suspicions or unusual item, object, or substance is identified, refer to the protocol listed on the previous page of this document (Suspected Biological Substance).


e.
Contact the Public Information Officer for assistance and/or advice regarding the sending home of a written notice.

NOTE 1: Local law enforcement becomes the primary authority after a suspicious or unusual object/substance is located on campus.
NOTE 2: Depending on circumstances, law enforcement may secure the affected area as a crime scene. Thus, the area will remain off-limits for any and all use until the suspect substance test results are rendered — usually, 24 to 48 hours.

HOW TO HANDLE ANTHRAX AND OTHER BIOLOGICAL AGENT THREATS - Distributed via Health Alert Network, October 12, 2001, 21:00 EDT (9:00 PM EDT)

ADVANCE \d 4 Many facilities in communities around the country have received anthrax threat letters. Most were empty envelopes; some have contained powdery substances. The purpose of these guidelines is to recommend procedures for handling such incidents.

C.
UNOPENED LETTER OR PACKAGE MARKED WITH THREATENING MESSAGE SUCH AS “ANTHRAX”:

ADVANCE \d 4 

1. Do not shake or empty the contents of any suspicious envelope or package.
ADVANCE \d 4 2. PLACE the envelope or package in a plastic bag or some other type of container to prevent leakage of contents.

ADVANCE \d 4 
3. If you do not have any container, then COVER the envelope or package with anything (e.g., clothing, paper, trash can, etc.) and do not remove this cover.

ADVANCE \d 4 
4. Then LEAVE the room and CLOSE the door or section off the area to prevent others from entering (i.e., keep others away).

ADVANCE \d 4 5. WASH your hands with soap and water to prevent spreading any powder to your face.

ADVANCE \d 4 6. What to do next…

ADVANCE \d 4 · If you are at HOME, report the incident to local law enforcement.

ADVANCE \d 4 · If you are at WORK, report the incident to your site administrator.

ADVANCE \d 4 


7. LIST all people who were in the room or area when this suspicious letter or package was recognized. Give this list to both the local public health authorities and law enforcement officials for follow-up investigations and advice. 

D.
ENVELOPE WITH POWDER AND POWDER SPILLS OUT ONTO SURFACE:

ADVANCE \d 4 


1. DO NOT try to CLEAN UP the powder. COVER the spilled contents immediately with anything (e.g., clothing, paper, trash can, etc.) and do not remove this cover!

ADVANCE \d 4 2. LEAVE the room and CLOSE the door, or section off the area to prevent others from entering (i.e., keep others away).

ADVANCE \d 4 3. WASH your hands with soap and water to prevent spreading any powder to your face.

ADVANCE \d 4 4. What to do next…

ADVANCE \d 4 
· If you are at HOME, report the incident to local law enforcement.

ADVANCE \d 4 
· If you are at WORK, report the incident to your site administrator.

ADVANCE \d 4 5. REMOVE heavily contaminated clothing as soon as possible and place in a plastic bag, or some other container that can be sealed. This clothing bag should be given to the emergency responders for proper handling.

ADVANCE \d 4 6. SHOWER with soap and water as soon as possible. Do Not Use Bleach Or Other Disinfectant On Your Skin.

ADVANCE \d 4 7. If possible, list all people who were in the room or area, especially those who had actual contact with the powder. Give this list to both the local public health authorities so that proper instructions can be given for medical follow-up, and to law enforcement officials for further investigation. 

E.
QUESTION OF ROOM CONTAMINATION BY AEROSOLIZATION:

ADVANCE \d 4 For example: small device triggered, warning that air-handling system is contaminated, or warning that a biological agent released in a public space.

ADVANCE \d 4 
1. Turn off local fans or ventilation units in the area.

ADVANCE \d 4 


2. LEAVE area immediately.

ADVANCE \d 4 

3. CLOSE the door or section off the area to prevent others from entering (i.e., keep others away).



4. What to do next…

· ADVANCE \d 4 If you are at HOME, then dial “911” to report the incident to local law enforcement.

· ADVANCE \d 4 If you are at WORK, immediately contact your site administrator.

ADVANCE \d 4 



5. SHUT down air handling system in the building, if possible.

ADVANCE \d 4 6. If possible, list all people who were in the room or area. Give this list to both the local public health authorities so that proper instructions can be given for medical follow-up, and to law enforcement officials for further investigation.

F.
HOW TO IDENTIFY SUSPICIOUS PACKAGES AND LETTERS 
ADVANCE \d 4 Some characteristics of suspicious packages and letters include the following…

ADVANCE \d 4 


· Excessive postage

ADVANCE \d 4 
· Handwritten or poorly typed addresses

ADVANCE \d 4 
· Incorrect titles

ADVANCE \d 4 
· Title, but no name

ADVANCE \d 4 
· Misspellings of common words

ADVANCE \d 4 
· Oily stains, discolorations or odor

ADVANCE \d 4 
· No return address

ADVANCE \d 4 
· Excessive weight

ADVANCE \d 4 
· Lopsided or uneven envelope

ADVANCE \d 4 
· Protruding wires or aluminum foil

ADVANCE \d 4 
· Excessive security material such as masking tape, string, etc.

ADVANCE \d 4 
· Visual distractions

ADVANCE \d 4 
· Ticking sound

ADVANCE \d 4 
· Marked with restrictive endorsements, such as “Personal” or “Confidential”

ADVANCE \d 4 
· Shows a city or state in the postmark that does not match the return address

BACKGROUND ON RICIN

Ricin is a poison that can be made from the waste (mash) left over from processing castor beans. Ricin can be made in the form of an off-white powder, a mist, or a pellet or it can be dissolved in water or weak acid.  It would take a deliberate act to make Ricin and use it to poison people.  Ricin is one of several toxins that exert toxicity by inhibiting protein synthesis.  Ricin can enter the body through inhalation, ingestion, abraded (non-intact) skin, mucosal membranes (e.g., eyes and nose), and injection.  Ricin poisoning is not contagious, and person-to-person transmission does not occur.
Toxicity
Exposure to ricin may occur through:
Inhalation, skin, or eye contact: as an aerosol, powder, or dust 
Ingestion: through contamination of food, water, or consumer products 
Injection: directly through the skin 

Ricin toxicity and lethality can vary by dose and route of exposure.  In animal studies, inhalation and intravenous injection have been shown as the most lethal routes.  The lethal dose for humans, by inhalation or injection, is estimated to be 5 - 10 mg/kg.  Because the ricin protein is large, it is not well absorbed orally or through the skin.
To date ricin poisonings have only occurred in humans after ingestion or injection.  Ricin is considered to be a much more potent toxin when inhaled or injected compared with other routes of exposure, however ricin would need to be dispersed in particles smaller than 5 microns to be used as an effective weapon via inhalation.  It is technologically difficult to produce ricin particles of this size and purity.
For more information about ricin go to: http://www.bt.cdc.gov/agent/ricin/ 

SUGGESTED PROTECTIVE MEASURES 

Suggested Actions for Mail Room, Postal and Shipping Facility Operators

Two categories of actions are necessary: 1) Identifying and assessing biological (including ricin) threats; 2) Managing biological threats that appear credible.
Identifying and Assessing Biological Threats
Measures that can be taken without installing special detection equipment are the same for most biological threats and are organized according to whether the mail is opened or unopened and whether it contains a written threat or an unidentified container. 
1.
Opened mail that is leaking a suspicious liquid or powder, or mail that has a suspicious odor:  If you open a letter or package and see an unknown material, or if an unknown material is leaking from the mail as a liquid, powder, or odor, do not try to clean it up or otherwise disturb it.  Set the mail down on a stable surface and call the first responder designated to respond to this type of threat, e.g., the HAZMAT team at the local fire and rescue department.
2.
Opened mail that contains a written threat: If anyone in the organization opens a letter or package with or without powder and discovers a written threat, such as a note that says “You have been contaminated with ricin,” put the package or letter down on a stable surface and call the first responder designated to deal with this type of threat.  The site supervisor must ensure that local law enforcement authorities and (i.e., 911) are notified in either of these events.
3.
Unopened mail: 

(a)
Whenever a mail center worker identifies an unopened package or letter as “suspicious,” a mail center supervisor or specially trained employee should examine the mail piece to confirm that it meets the “suspicious” criteria established for the location (e.g., it is covered with powder or appears saturated from the inside).  If confirmed, do not open it.  A supervisor or designated mail center worker who is trained to confirm the identification must be available during all working hours.

(b)
Next, determine if the mail piece is addressed to a person who actually works in the facility.  If so, and if the addressee can be located in a reasonable period of time, contact the addressee and ask him or her to identify the package.  If the addressee recognizes the package and is certain it is not threatening, deliver it.  If the addressee does not recognize the package, or if you cannot locate the addressee, attempt to contact the individual listed on the return address to verify the contents of the package.  If you successfully contact the sender of the package, ask them to provide a description of the contents, intended addressee, and the reason it was mailed to your location.  Provide this information to the addressee for further verification.
(c)
If the addressee does not recognize the package, or if you cannot locate the addressee, do not open it.  The supervisor or designated mail center worker should call the previously designated first responder.  This first responder will be responsible for opening the package in a controlled environment and following the appropriate protocol for evaluation of the threat.  A “controlled environment” may be a glove box, hood with negative airflow and HEPA filters on the exhaust airflow, or a similar device.  When identifying the first responder who will open suspicious letters or packages, make sure they have a controlled environment available.

(d)
Mail that contains an unidentified secondary container: If x-ray inspection shows a secondary container that may contain an unknown material, or if you open a letter or package and discover such a container, do not open or otherwise disturb the secondary container.  Treat the secondary container as suspicious, unopened mail.  As above, first call the addressee and see if they can identify the container.  If he or she cannot be located, then call in the first responder designated to open suspicious mail. 
DWF:Ricin Background and Procedures.doc

BIOLOGICAL (ANTHRAX/ RICIN) THREAT CHECKLIST
Check Each Item Below

Completed   Not Applicable


          
            
1.
Gather Information. 

              
             
2.
Isolate, contain, and secure the affected area.

              
             
3.
Call 911.




Have the specific threat information available
              
             
4.
Call the Security Services Department at 623-3996.

They will contact the appropriate persons/agencies (i.e., Area Director, Public Information Officer, Assistant Superintendent for Administration, etc.).

              
             
5.
REVIEW THE SITE’S CRISIS MANAGEMENT PLAN.

              
             
6.
Identify and direct “affected” persons to a separate location — preferably one with both restroom and wash facilities.

              
             
7.
Consider shutting off air handling/ventilation system and/or fans in the affected area/building.

              
             
8.
Compile a list of affected personnel to give to law enforcement (include name, address, phone number, social security number, and parent name if applicable).

              
             
9.
 Assemble the crisis management team using the standardized threat code, stating the location of the Incident Command Post (ICP), and time for the site's Crisis Team to meet.  Example: “The CMT will be meeting in the main office at ____ (time).” 

              
             
10. Have selected Crisis Team Members search the facility.

              
             
11. Report Unusual or Suspicious Object(s), Substance(s).


If, at any time during the search of the building, a suspicious object is found, staff should remain calm and instructed NOT TO TOUCH THE OBJECT, ITEM, OR SUBSTANCE. The site administrator must be informed of the specific location of the object or unusual device.  NOTE: Local law enforcement becomes the primary authority after an unusual object, item, or substance is located.

              
             
12. After coordination with law enforcement and public health officials, the Site Administrator shall sound the "all clear" signal.

14. Review your site's handling of this incident.

15. Send a prepared letter home to parent.
APPENDIX 12

SHELTER-IN- PLACE CONCEPTS
(Produced by our District Risk Management and Safety Office)

&

Chemical & Radiation Terrorism Threats

(Obtained via the internet [Ready.Gov] and Texas Public Schools)

PURPOSE

When the need arises, the site administrator shall implement a prearranged contingency “sheltering” plan to ensure the safety of students, staff, and visitors to our campuses.  The site’s shelter-in-place locations must be coordinated with the Area Safety Specialist, telephone #872-5263.


INTRODUCTION

There are essentially two ways to protect the public from effects of toxic gas or vapor discharges into the atmosphere.  One of these methods is evacuation and involves relocation of threatened populations to shelters in safer areas.  The other involves giving instructions to people to remain inside their homes or businesses until the danger passes. In other words, SHELTER- IN- PLACE. 

Evacuation is clearly safer with respect to the specific hazards posed by toxic gas or vapor release but has certain limitations and may pose new problems. For example, it is fairly well appreciated that a major evacuation takes time and may not be feasible once large amounts of toxic gases or vapors have actually entered the atmosphere. Indeed, asking people in the path of a toxic cloud or plume to leave their homes, businesses, or schools, may actually cause greater harm than good in some cases. Thus, large-scale evacuations in response to toxic gas or vapor hazards are best considered when:

There is a strong potential for toxic discharge, the discharge has not taken place, and there appears to be time available to relocate people.

The discharge has taken place but people are far enough downwind to permit time for evacuation.

People not in the direct path of a cloud or plume are threatened by a future shift in the wind direction.

The safety hazards of evacuation are outweighed by benefits of the action and/or telling people to SHELTER- IN-PLACE which might not fully protect them from serious consequences.

GENERAL INFORMATION

Outside Air Entry into Buildings

If a building or other structure is airtight, (i.e., like a sealed box), people inside will be completely immune from exposure to any toxic gases or vapors outside its walls.  There are essentially three ways in which air can enter (and exit) a structure, these being:

· Natural Ventilation

· Mechanical ventilation

· Infiltration

Natural ventilation refers to entry of outdoor air into a building through open windows or doors without assistance from fans.  Obviously, the more openings in a building, the greater the rate at which outdoor air can pass through.  Occupants can generally control this rate by closing various windows and doors.

Mechanical ventilation refers to the use of fans and other equipment to bring air into a building, usually to heat, cool, and then exhaust it from the structure.  This type of system is most often seen in office buildings, and other commercial establishments. Occupants usually have control over the rate of ventilation.

Infiltration is air leakage into a building through cracks and small openings around windows and doors and through floors and walls.  The rate at which air enters a building depends on the type of building, workmanship and materials used during construction, and the condition of the building. Infiltration differs from natural and mechanical ventilation in the sense that occupants are generally considered to have little effective control over its rate.  The total rate at which outdoor air enters a building can be considered as being the sum of the three types of ventilation described above. 

Building ventilation rates are expressed normally in units of air changes per hour (acph ), the number of times the total volume of air in a given space is completely changed in an hour. For example, if a building has an internal volume of 10,000 cubic feet, and 20,000 cubic feet of outdoor air enters the building each hour; its total fresh air ventilation rate is said to be 2.0 acph.  If only 5,000 cubic feet of air enter the building in the same span of time, the rate becomes 0.5 acph.

Possible Scenarios

· Discharge can be a pipeline rupture (or caused by construction in close proximity to your facility.)

· An automobile accident involving a truck tanker with unknown contents.

· A train derailment with contents unknown, several chemicals can be involved to create and intensify a hazardous condition.

How will I know when to Shelter- In - Place?

· The obvious: Vehicle, railcar or tank truck accident.  Trust your senses, smell, vision and touch.

· Notification from local emergency management office

· National Atmospheric & Oceanic Administration (NOAA) Radio Alert System

· Port of Tampa Siren.  Schools near the Port may hear siren tones:

· Wail Tone – siren test

· One Long High Pitched Sound – Tornado Warning

· High/Low Pitched Sounds – Hazardous material accident
· Radio or T.V.

· Local Police Dept

· Local Fire Dept

· School Administrative Center

· Safety Office 

GENERAL PROCEDURES

1. Control the situation 

2. Get students, staff and visitors inside rooms not hallways or go to a pre-determined sheltering room or rooms 

3. Shut down all Air Handlers, Wall units, Heaters, vents, dryers

4. Lock doors to prevent unwanted entry into building

5. Close as many internal doors as possible

6. Close and lock all windows

7. **Seal any windows and or vents with pre-cut plastic sheets and duct tape.  Seal the door(s) with duct tape around the top and sides: place a wet towel or cloth at the bottom of the door. (Doors & windows that lead directly out side) ** NOT ALL SITES WILL REQUIRE PLASTIC AND DUCT TAPE KITS.  DISTRICT SAFETY WILL IDENTIFY THE SITES AND PROVIDE TRAINING.
8. Minimize the use of elevators in buildings. These tend to pump outdoor air in and out of the building as they travel up and down. Wait until the all clear is given from emergency response personnel before attempting to go out side.

9. If the gas or vapor starts to bother you use a wet cloth over your nose and mouth.

REMEMEBER:  Response time is critical in shutting down air handlers and getting people inside. Cross train staff in locations of air handler units and how to shut them down.

Use a designated signal to alert staff members (to go) to SHELTER-IN-PLACE.  Do not use the FIRE ALARM for this notification, but a general Shelter-in-Place statement made via your PA/intercom, “All personnel must immediately implement Shelter-in-Place procedures.  Stay tuned for further instructions.  Again, please implement your Shelter-in-Place procedures now.”
How will I know when it’s over?

· Listen to Radio and TV stations   

· Notification from on site Incident Commander 

· Notification from local emergency management office

·  National Atmospheric & Oceanic Administration (NOAA) Radio Alert System
· Local Police Department

· Local Fire Department

· School Administrative Center

· District Safety Office

CHEMICAL TERRORISM

Unlike biological attacks, most chemical attacks by terrorists tend to be overt in nature. While symptoms of a biological attack may take several days or even weeks to manifest, the display of illness caused by a chemical attack will be immediate and obvious. Chemical agents that might be used by terrorists range from highly refined and processed warfare agents to common industrial toxins. As with biological attacks, public buildings may be specifically targeted for attack, or, may be affected because they are part of the larger community under attack.

Categories of chemical agents include: nerve agents; blood agents; blister agents; heave metals; volatile toxins; pulmonary agents; incapacitation agents; pesticides; dioxins; explosive compounds; flammable gasses and liquids; poisons gasses; and corrosive industrial acids. Terrorists, in fact, have hundreds of chemicals available to choose from. Many agents are both odorless and colorless.

A chemical agent may be introduced:

· Into a water supply such as a reservoir

· Into the air using a missile warhead or similar device

· Into a building, through the ventilation system

· By spilling or leaking toxin into a populated area

· Inside a building using a small explosive device

Signs that a chemical attack may have occurred:

Birds and small animals will succumb to chemical attack quickly. If birds are falling from the sky, this is a sign that chemicals may be present in the air. If a single person among several has fallen to the ground, this person may be having a heart attack. But, if more than one person falls to the ground with similar symptoms, this is a good sign that they have been overcome by a toxic chemical. Specific symptoms of exposure to the following are:

· A nerve agent:  Convulsions; sudden loss of consciousness; difficulty breathing; jerking and twitching; runny nose and salivation; pinpoint pupils.

· A blood agent: Headaches; strong stimulated breathing; loss of consciousness; convulsions.

· A blister Agent:  Reddening of eyes; severe itching and burning of skin; blisters; sore throat and hoarseness.

· A choking agent: Immediate irritation of eyes, nose, and throat; shortness of breath, coughing, frothy secretions (2 – 24 hrs. later); nausea/vomiting; pulmonary edema.

School officials may be alerted that a chemical attack has occurred because local government has sounded an audible alarm to signal a disaster (High/Low Pitched Sounds via Port of Tampa siren). The school might be alerted by a parent or a concerned citizen who has learned about the attack on local radio or television. School occupants may even detect signs of a chemical attack directly. Regardless, having a documented plan in place will be instrumental in saving lives.

Since an outdoor chemical attack within a local community can affect all schools within a school district, or a single school, the district plan should provide for a central command post with a prearranged method of communication with all schools in the district.

Prevention

Be sure your plans include the following proactive e measures for each school:

►
Make sure all common hazardous chemical materials are properly disposed of when no longer needed (not stockpiled needlessly).

►
Review and coordinate your plans with local emergency response officials in advance of an incident happening.

►
Practice shelter-in-place and evacuation procedures as you would a fire drill.

►
Know your local government’s warning signal that a disaster has occurred.
►
Make sure your campus emergency evacuation kit is complete and up to date.

►
Know your local emergency broadcast station.

►
Train key individuals in basics of how to assist chemical victims before medical help arrives.

►
Let parents and the local community know that a plan has been prepared and that children will be in the hands of professionals should a situation occur. Ask that parents not come to the school in a crisis situation, unless specifically instructed to do so.

Response

Pre-Plan Decisions

· Your plan should clearly designate a first (the principal), a second, and even a third person in charge for each campus. Consider the possibility that the primary and secondary persons in charge may not be on campus when an attack occurs or, that the primary or secondary in charge may be among the first to be incapacitated during an attack.

· Your plan should clearly designate who will make the decision to evacuate or to shelter in place, and under what circumstances.

· Everyone should know his or her role in advance.

· Include training for substitute teachers and volunteers as well.

Sample Chemical Attack Plan

Scenario 1 – School has been alerted that a chemical attack has occurred in a neighboring town, somewhere with or near the local community:

Immediately
· Determine how emergency instructions will be communicated by local government (refer to page A12-3); stay tuned in.

· Alert the principal.

· Alert the Campus Crisis Management Team.

· Have a procedure for notifying students and faculty that may be outside (sports facilities, etc.) to return to the building.

· Shut down ventilation system, heating and air conditioning system.

· Maintain contact with your Area Director & District Crisis Management Team according to prearranged procedures.

· Keep phone lines open to the extent possible.

· Await specific instructions from local emergency management officials.

· Be prepared to: 1) arrange for transportation and to evacuate; or 2) shelter-in-place. Depending on the location of the contamination and other factors, emergency management officials may recommend either option.

Scenario 2 – Persons inside the school fall ill (if under chemical attack, multiple victims will exhibit similar symptoms simultaneously or within minutes of one another).

Immediately

· Call 911, let the operator know that there is a possible chemical attack and that there are person with injuries.

· Notify School Security Services.  School Security Services will in turn contact Safety, the Area Director, Public Information Officer, and the Assistant Superintendent for Administration.

· Shut down ventilation system, heating and air conditioning system.

· Alert the Crisis Management Team.

· Evacuate, if the hazard is originating from within the building. Establish an outside command post.

· Execute the shelter-in-place procedure in an unaffected area, if the hazard is originating from outside the building.

· Keep students calm.

· Identify and attend to injured persons.

Next 5 – 10 minutes

· Meet emergency response personnel.

· Lead medical personnel to injured persons.

· Allow emergency response personnel to take control of the scene.

· Notify parents of injured children (when physically possible).

Rest of the day
· Cooperate with HAZMAT officials on decontamination procedures.

· Declare all clear and resume normal operations, or, make decision to close facility for prolonged decontamination.

· Provide appropriate information to press

· Keep Area Director informed.

· Hold staff meeting and provide details.

· Meet with parents, if necessary.

Subsequent Days (same for all levels)
· Meet with Crisis Management Team and review response.

· Update plan, if needed.

· Meet with parents, if needed.

· Involve counselors to assist students if needed.

Special shelter-in-place procedures for chemical attacks:

· Use duct tape to seal areas around windows, and air ducts.

· Place wet towels (or duct tape) at doorsills.

· Injured should be sheltered-in-place within rooms that have running water if possible.

· Assistance for persons who have been affected by a gas or liquid chemical toxin – prior to arrival of emergency response personnel (these steps may mean the difference between life and death):

· Affected person should be told to remove his/her clothes immediately and completely for contact with liquid toxin, or down to their underwear if an aerosol toxin.

· He/she should remove all jewelry.

· He/she should be placed in a shower, or should rinse as much of the body as possibly with water.

· If physically able and with close supervision, he/she should enter a pool, if available.

· Clothes should be secured so that they do not pose a hazard to anyone else.

RADIATON TERRORISM THREAT

A radiation threat or “Dirty Bomb” is the use of common explosives to spread radioactive materials over a targeted area. It is not a nuclear blast. The force of the explosion and radioactive contamination will be more localized.  While the blast will be immediately obvious, the presence of radiation will not be clearly defined until 

trained personnel with specialized equipment are on the scene. As with any radiation, you want to try to limit exposure.

If There is a Radiation Threat or “Dirty Bomb”

To limit the amount of radiation you are exposed to, think about shielding, distance, and time.

· Shielding:  If you have a thick shield between yourself and the radioactive materials more of the radiation will be absorbed, and you will be exposed to less.

· Distance:  The farther away you are from the blast and the fallout the lower your exposure.

· Time:  Minimizing time spent exposed will also reduce your risk.

As with any emergency, local authorities may not be able to immediately provide information on what is happening and what you should do. However, you should watch TV, listen to the radio, or check the Internet often for official news and information as it becomes available.
SHELTER-IN-PLACE CHECKLIST
Check Each Item Below

Completed   Not Applicable

           
            
1.
DO NOT USE THE FIRE ALARM FOR THIS NOTIFICATION
          
          
2.
Control the situation, ensuring ALL students, staff, and visitors are located inside of rooms, NOT hallways.
          
          
3.
Shut down all air handlers, wall units, heaters, vents, etc.
           
           
4.
Secure doors to prevent unwanted entry to your facility(s).

           
          
5.
Assemble the Site’s Crisis Management Team.

           
          
6.
Call the Security Services Department at 623-3996. They will contact Safety, the Area Director, Public Information Officer, and the Assistant Superintendent for Administration.
           
           
7.
Remember to turn off the change-of-class bell.

           
          
8.
Contact contiguous schools sites (both public and private)

           
           
9.
Close as many internal doors as possible.
          
          
10.
Go to a pre-determined shelter room(s) -- pre-approved by the Area Safety Specialist, telephone #872-5263. 
           
          
11.
If needed, seal windows and vents with pre-cut plastic sheets and duct tape. For doors and windows that lead directly to the outside, seal them with duct tape around the top and sides.  Place a wet towel at the bottom of doors.

            
          
12. Minimize the use of elevators.

           
          
13. If a gas or vapor starts to bother someone, have them place a cloth over their nose and mouth.

           
          
14. Wait for emergency personnel to give the All-Clear before attempting to go outside.

           
          
15. Review your site’s handling of the incident, make changes as necessary, and send a prepared letter home to parents.

SHELTER-IN-PLACE CHECKLIST

APPENDIX 13

WATER CONTAMINATION OR OUTAGE

PURPOSE

When a water emergency is discovered by a site or declared by the Health Department or other competent authority, the sites shall implement a prearranged contingency plan to ensure the safety of students, staff, and visitors to our campuses. 

                                                                                                                                               

GENERAL NOTIFICATION

1. During normal school hours, notification of a District-wide water emergency will take place at the direction of the Assistant Superintendent for Administration, via the pager notification system. Site Administrators must then check their e-mail for details of the current emergency and notify their respective Area Director to acknowledge receipt of the notification.

2. During other than normal duty hours, the Security Services Department Communications Technicians will contact the Assistant Superintendent for Administration, Public Information Officer, and, in turn, call the Area Directors and assist in the notification of the Site Administrators relative to a District-wide water emergency.

3. Notifications for site-specific emergencies will be handled via the normal chain of command -- Appropriate Area Director and Assistant Superintendent for Administration.


GENERAL RESPONSIBILITIES AND PROCEDURES

The site administrator will:

1.
Ensure a site-specific Crisis Management Plan is created to address water-outage-related issues (e.g., situations where the site’s water source is determined non-potable [drinkable] or is experiencing a total water outage). 

2.
Be knowledgeable of the site’s primary water source (i.e., city, county, well, etc.), as well as applicable water shut-off locations and methods.

3.
During an emergency where there is the risk of contamination of water on the campus:

A. Notify the Area Director, Public Information Officer, and Risk Management/Safety Office.

B. Assemble the site’s Crisis Management Team.

C. Assign specific duties to individuals such as:

(1) Make a general announcement to all students and staff: DO NOT DRINK FROM ANY WATER FOUNTAIN OR OTHER FAUCET IN THE SCHOOL UNTIL FURTHER NOTICE.

(2) Post signs on drinking fountains directing students and staff – DO NOT DRINK FROM THIS WATER FOUNTAIN. Direct your custodian to turn off the individual water supply to each fountain

(3) If allowable, direct your Student Nutrition Services Manager and staff to boil all water to be used for cooking for at least one minute prior to use.

(4)
If allowable, direct your Student Nutrition Services Manager and staff to boil water for the needs of students and staff for use as drinking water.

(5)
Alert your staff that ice produced during the last 24 hours may not be safe for consumption and should be discarded.

(6) Teachers with sinks in their classrooms should be notified and the teachers should shutoff the sink if possible and place signage on the sink telling persons not to drink water from the sink.

(7) Fountain drinks in the cafeteria and the concession stands should also be turned off.

NOTE 1:
Considerations:

-
If you have bottled water on hand, you may utilize this instead of boiling water for student and staff consumption.

-
In the event that an advisory is extended, arrangements will be made for the delivery of bottled water to your site to supplement your current supply. This will be coordinated via the Area Director, the Central Warehouse, and the Student Nutrition Services office.

-
Milk, juice, and other drinks may be given out in-lieu of water if available.

4.
If the site experiences a total water interruption, the principal should contact the:

A. Area Director, Public Information Officer, and Risk Management/Safety Office.

B. Maintenance area office to request assistance with water for flushing toilets.

C. Maintenance area office and air conditioning office to determine what impact this may/will have on your site and/or what equipment should be turned off. Example – HVAC, boilers, water-cooled chillers, hot water heaters, etc.

D. Site’s Crisis Management Team to assemble.

NOTE 2:
Once the advisory ends, please remember it will be necessary to flush out all water fountains prior to use. Please note that water fountains have tanks that hold approximately 2 gallons of water -- these should be completely flushed prior to use. A rule of thumb is to run the fountain until the water is no longer cold. Fountain drink machines lines need to be cleared of potentially contaminated water prior to making more drinks. Ice machines should also be cycled and cleaned prior to making more ice.

NOTE 3:
The controlling authority (Emergency Operations Center of Hillsborough County, County Health Department, or City of Tampa) may advise that the water can still be used for hand washing and toilet flushing. The advisory may be precautionary. Specific instructions for each water contamination emergency will be given by the controlling authority via the Assistant Superintendent for Administration or designee.

5.
Alternative Sources of Drinking Water

A.
Student Nutrition Services will obtain water to be delivered to schools in the event of a contamination emergency or water shut-off. This option may take at least one day for water delivery.

B. Sites may send an employee to purchase water from a local store to meet short-term needs. Funding for this needs to be pre-planned, as Student Nutrition Services does not have emergency funds for this purpose.

C.
Receipt’s should be retained for any purchases you are required to make as there may be an opportunity for reimbursement from the Florida Emergency Management Agency (F.E.M.A.)

NOTE 4: If your school/site determines a need to maintain an emergency supply of water, please plan on the following:

-
Provide appropriate storage.

-
Determine expiration date, shelf life, and a rotation schedule for the water.

-
Plan on a funding source other than Student Nutrition Services.

WATER CONTAMINATION OR OUTAGE

During an emergency where there is the risk of contamination of water on the campus -- 

□
Notify the Area Director and Public Affairs Office.

□
Assemble the site’s Crisis Management Team.

□
Assign specific duties to individuals.

□
Make arrangements for the delivery of bottled water to your site to supplement your current supply.

For a total water interruption, NOTIFY:



□
Area Director



□
Security Services Department
□
Public Affairs

□
 Risk Management/Safety Office.

          □
Contact Maintenance area office to request assistance with water for flushing toilets.

□
Assemble the site’s Crisis Management Team. 

□
Arrange for the delivery of bottled water to your site.

APPENDIX 14

ELECTRIC DISRUPTION/OUTAGE
PURPOSE

When an electric emergency is discovered by a site or declared by a competent authority, the site shall implement a prearranged contingency plan to ensure the safety of students, staff, and visitors to our campuses. 


GENERAL NOTIFICATION

2. During normal school hours, notification of a District-wide electric emergency will take place at the direction of the Assistant Superintendent for Administration, via the pager notification system. Site Administrators must then check their e-mail, if able, for details of the current emergency and notify their respective Area Director to acknowledge receipt of the notification.

3. During other than normal duty hours, the Security Services Department Communications Technicians will contact the Public Information Officer, Assistant Superintendent for Administration and, in turn, call the Area Directors and assist in the notification of the Site Administrators to advise them of a District-wide power emergency.

3.
Notifications for site-specific emergencies will be handled via the normal chain of command -- Appropriate Area Director and Assistant Superintendent for Administration.

GENERAL RESPONSIBILITIES AND PROCEDURES

The site administrator will:

1.
Ensure a site-specific Crisis Management Plan is created to address power-outage-related issues (e.g., situations where the site’s electric source is out). 

2.
Be knowledgeable of the site’s primary electric source (i.e., city, county, etc.), as well as applicable electric and natural gas shut-off locations / methods.

3.
Be knowledgeable of the site’s alternative power source (generator), if available.

4.
Be knowledgeable of the location of the sites emergency telephone location (this phone should work even with the loss of electric power).

5.
Should a site experience a total power outage the site administrator will:

A. Notify the Area Director, Public Affairs, and Risk Management/Safety Office.

B. Assemble the site’s Crisis Management Team.

C. Notify Security Services.

D. Notify Student Nutrition Services, so that foodstuffs can be obtained / moved should the freezer temperatures rise above acceptable levels.

NOTE:   The administrator should consider the need for uninterruptible power supplies (U.P.S.) for computers, as required. Also, any generator on the campus must be tested once a month to ensure proper function. These tests should include fuel levels, radiator fluid levels, and power output tests, and should be documented.

6.
Considerations before/upon the resumption of power --

A. Before power resumes, if possible, turn off the A/C chillers. Upon the resumption of power; turn the chillers back on. This will require an Air Conditioning technician or competent site operator (site specific) to check all motor starter resets while the power is out and after it is restored. In either event A/C & Energy Management Services should be notified.

B. Upon the resumption of power reset all timers, including the exterior light timers and auto dialers for student absentee parent notification.

C. When the power goes out; kitchen personnel should turn off all appliances and stove burners. 

D. Freezer and cooler doors need to remain shut and the temperatures monitored. Equipment should be checked and reset where applicable. Student Nutrition Services needs to be notified if the temperatures rise to unacceptable levels or if there are any other concerns.

E. The fire alarm should be checked upon the resumption of power.

F. Natural gas solenoids may need to be checked and reset upon the resumption of power.
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ELECTRIC DISRUPTION/OUTAGE CHECK LIST
Total power outage:

□
Assemble the site’s Crisis Management Team.


Notify the: 

□
Area Director

□
Public Affairs

□
Security Services

□
Risk Management/Safety Office

□
Student Nutrition Services

    □
Insure that the A/C chillers are turned off.

    □
Have kitchen personnel turn off all appliances and stove burners. 

    □
Monitor temperatures on freezers.

APPENDIX 15

DISTRICT TERRORIST THREAT LEVELS

SCHOOL BOARD PRIORITY 5.0 SUMMARY

The District will provide a safe, caring, and orderly environment for all students, teachers, staff, and visitors.



GENERAL RESPONSIBILITIES

1. Schools/sites will implement appropriate protective measures to reduce vulnerability or increase response capabilities during normal operating conditions or periods of increased/heightened or terrorist alert.

2. The protective measures that are implemented must interface with the schools/sites existing crisis plans and school board policies.

3. Over and above normal school / site operation are the five recognized National terrorist threat levels: Low (Condition Green), Guarded (Condition Blue), Elevated (Condition Yellow), High (Condition Orange), and Severe (Condition Red).

4. During periods when warranted (see * below for guidance criteria), the Assistant Superintendent for Administration will direct the implementation of the appropriate District terrorist threat level (via District email, District emergency notification system, person-to-person, etc.).

5. Upon receipt of threat intelligence, innuendos, or rumors, the Manager for Security Services will communicate with local law enforcement authorities to ascertain relevant terrorist threat intelligence.  Subsequently, this manager will immediately disclose and coordinate necessary actions / plans with the Assistant Superintendent for Administration, Superintendent, and Area Directors as required.
The Nation’s terrorist experts, down through our School Administration, will initiate an appropriate threat level based upon the quality of the threat information itself.  The evaluation shall include, but is not limited to the following factors:  (1) To what degree is the threat information credible?  (2) To what degree is the threat information corroborated?  (3) To what degree is the threat specific and / or imminent?  (4) How grave are the potential consequences of the threat?   Furthermore, it must be understood that the initiation and implementation of a specified National Threat Level does NOT automatically dictate that we must implement every item listed under that threat level.  However, it DOES mean that we will at least CONSIDER each item listed under that threat level, as well as the preceding threat levels.  The Assistant Superintendent for Administration, Area Directors, and Security Manager will give specific guidance relative to these considerations and recommendations.


GENERAL TERMS

1. LOW Terrorist Threat Level (Condition Green) - Selected protected measures are implemented during this threat condition when we receive low level, general, non-specific, credibility-questioned terrorist threat information.  This threat level may be implemented for extended periods of time.

2. GUARDED Terrorist Threat Level (Condition Blue) - Selected protected measures are implemented during this threat condition when we receive general, non-specific, credibility-questioned terrorist threat information.  This threat level may be implemented for extended periods of time.

3. ELEVATED Terrorist Threat Level (Condition Yellow) - These selected protective measures are considered when we there is an elevated condition in which there is a significant credible risk of terrorist attacks to non-specific locations / targets that may affect the general well-being of our students, staff, and visitors. Because the duration of the general non-specific credible terrorist threat is, or may be, unknown, the selected measures are designed to be implemented for extended periods of time, while we continue our primary mission to educate students, while providing a safe, caring, and orderly environment.

4. HIGH Terrorist Threat Level (Condition Orange) - These selected protective measures are considered when we receive high level, generalized, credible terrorist threats that may affect the general well being of our students, staff, and visitors. Because the duration of the general non-specific credible terrorist threat is, or may be, unknown, the selected measures are designed to be implemented for extended periods of time.

5. SEVERE Terrorist Threat Level (Condition Red) - These selected protected measures are the safest and tightest threat level security measures we have at a school / site and are only implemented when we receive a severe risk of a credible terrorist threat.  Because these selected measures will have an adverse impact upon the educational process of the school / site as we lock-down the campus, the measures are only designed to be implemented for very short periods of time.

GENERAL PROCEDURES

1.
LOW Terrorist Threat Level (Condition GREEN) - General, non-specific, credibility-questioned threat information. In addition to reviewing (and updating as required) all five threat level procedures with your site’s Crisis Management Team and staff, the following protective measures will be considered:

a. Positive Key Control.

b. Require all Visitors to Possess Positive Identification.

c. Require all Visitors to Sign In.

d. Compel all Visitors to Wear/Properly Display the School/Site’s Visitor Pass.

e. Post Appropriate Visitor Signage (Promote Visitors, but Direct Them Where to Sign In.).

f. Issue Passes for all Students out of Class

g. Have Staff “Challenge” Visitors on Campus Not Displaying an Appropriate Pass.

h. Ensure Visitors Park in Designated Area(s).

i. Monitor Class Changes and/or Student Movement (by Teachers and Staff).

j. Require Person(s) Signing Students Out to Possess Appropriate Identification and be on the Authorized Student Release and Emergency Information Card. 

k. Establish and Monitor a Central Receiving Area (e.g., Deliveries).

l. Issue Student Parking Permits.

m. Have Adult Supervision of All Outside Activities.
n. Check and Review Emergency Communication Equipment and Procedures.

o. Monitor Local and National News for Threat Conditions and Information.

2.
GUARDED Terrorist Threat Level (Condition BLUE) - General, non-specific terrorist threat information. In addition to reviewing all five terrorist threat level procedures with your site’s Crisis Management Team and staff, the following protective measures will be considered:

b. Perform all Items Included in the Green Threat Level Procedures.

c. Be Alert to Suspicious Behavior and Report it to Local Law Enforcement and School Security Services.

d. Review the Site’s Security Assessment Guide Relative to Enhanced Security Measures.

e. Conduct Lockdown, Fire, Evacuation, and/or Shelter-in-Place Drills as Required.

4. ELEVATED Terrorist Threat Level (Condition YELLOW) - General, non-specific credible terrorist threat information. In addition to reviewing all five terrorist threat level procedures with your site’s Crisis Management Team and staff, the following protective measures will be considered:

a. Perform all Items Included in Both Green and Blue Terrorist Threat Level Procedures.

b. Plan for Limited Number of Access/Egress Points to the School/Site/Campus/ Facility (e.g., Open Only the Minimum Number of Facility Doors, Campus Gates, etc.).

c. Issue/Require Student ID Cards (or other identification system from picture ID to “Hello My Name Is” tags to colored ribbons, etc.).
d. Provide/Require Staff ID Cards (or other identification system from picture ID to “Hello My Name Is” tags to colored ribbons, etc.).
e. Insure all Important Contact Telephone Numbers Lists are Up-to-Date.
f. Review locations of all Utility Shut-Off Locations, as Well as How to Quickly Shut Off These Systems.
g. Review Mail Handling Procedures With Staff.
h. Ensure Site Communication Systems are Operational and Radios are Fully Charged. 
i. Make Certain all Emergency Supplies are Stocked and Ready. 
j. Do Not Alarm Your Students, but be Prepared to Discuss Events as Needed, Dependant Upon Grade Level and Maturity of Students. (Contact Student Psychological Services for Additional Assistance).
k. Review and Assess Implementation of Security Assessment Guide Suggestions / Recommendations.
l. School Security Services Department will Increase “Random” Patrol Coverage, When Not Otherwise Engaged, Especially for Elementary Schools.
4.
HIGH Terrorist Threat Level (Condition ORANGE) - These selected protective measures are considered when we receive high level, generalized, credible terrorist threats that may affect the general well being of our students, staff, and visitors. Because the duration of the general credible terrorist threat is, or may be, unknown, the selected measures are designed to be implemented for extended periods of time.  In addition to reviewing all five terrorist threat level procedures with your site’s Crisis Management Team and staff, the following protective measures will be considered:

a.
Perform all Items Included in Green, Blue, and Yellow Terrorist Threat Level Procedures and review threat condition SEVERE (Red).

b. Make Special Provisions to Review Lockdown and Shelter-in-Place Concepts/Procedures With Your Crisis Management Team, AND to Review Your Crisis Management Kit.

c. Secure Perimeter of Campus (Except for one Main Entrance).

d. Limit Entry and Exit Control to one Designated Location (Other Than Emergency Evacuation).

e. Restrict Personnel Movement to Specified Areas of the Campus.

f. Have an Adult Escort All Visitors Within the Campus. 

g. Suspend all Outside Activities.

h. Suspend all Off-Campus Activities and Field Trips.

i. Limit/Reduce Direct Visibility/Exposure of Students and Staff From Off Campus.

j. Limit Routes of Travel Within School/Site to Reduce Exposure.

k. Lock all Classroom Doors (Both During and After Class).

m. Close all Blinds/Shades Facing Off Campus.

n. Perform Visual Security Checks Prior to the Start of the School/Site Day and at least Twice During School/Site Hours.  Include all Outside and Common Areas, Non-Used Offices, Storage Rooms, Classrooms, Air Handler Units, Utility Shut-Off Switches/Valves, etc.

o. Restrict all Vehicles From Parking Within 30' of Facility (to Include Normal Lunchroom Custodial, and Delivery Areas).

p. Suspend all Special Activities (i.e., Field Day, Parent/Teacher Conferences, PTA/PTSA Meetings, etc.).

q. Move Teachers, NOT Students (Elementary Schools; Art, PE, and Music).

r. Ask Local Law Enforcement to Increase Patrol Coverage During Elementary School Student Drop Off and Pick Up. 

5.  SEVERE Terrorist Threat Level (Condition RED) - Implemented when we receive specific credible threat information. In addition to reviewing all five terrorist threat level procedures with your site’s Crisis Management Team, the following protective measures will be considered:

a. Implement all Items in Green, Blue, Yellow, and Orange Terrorist Threat Level Procedures.

b. Cover all Windows Facings Facing Off-Campus.

c. Escort or Monitor (by an Adult) All Student and Visitor Movement (e.g., Class Change, Restroom, Office, etc.).

d. Relocate Students and Staff From Portables to “Permanent” Inner Campus Facility Areas.

e. Follow all Established Crisis Plan Lockdown or Shelter-in-Place Procedures.
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LOW TERRORIST THREAT LEVEL (CONDITION GREEN) CHECKLIST

General, non-specific, credibility-questioned threat information. In addition to reviewing (and updating as required) all five threat level procedures with your site’s Crisis Management Team and staff, the following protective measures will be considered:

□
Positive Key Control.

□
Require all Visitors to Possess Positive Identification.

□
Require all Visitors to Sign In.

□

Compel all Visitors to Wear/Properly Display the School/Site’s Visitor Pass.

□
Post Appropriate Visitor Signage (Promote Visitors, but Direct Them Where to Sign In.).

□
Issue Passes for all Students Out of Class

□
Have Staff “Challenge” Visitors on Campus Not Displaying an Appropriate Pass.

□
Ensure Visitors Park in Designated Area(s).

□
Monitor Class Changes and/or Student Movement (by Teachers and Staff).

□
Require Person(s) Signing Students Out to Possess Appropriate Identification and be on the Authorized Student Release and Emergency Information Card. 

□
Establish and Monitor a Central Receiving Area (e.g., Deliveries).

□
Issue Student Parking Permits.

□
Have Adult Supervision of All Outside Activities.
□
Check and Review Emergency Communication Equipment and Procedures.

□
Monitor Local and National News for Threat Conditions and Information.

DWF:dwf/green
GUARDED Terrorist Threat Level (Condition BLUE) CHECKLIST

General, non-specific terrorist threat information. In addition to reviewing all five terrorist threat level procedures with your site’s Crisis Management Team and staff, the following protective measures will be considered:

□
Perform all Items Included in the Green Threat Level Procedures.

□
Be Alert to Suspicious Behavior and Report it to Local Law Enforcement and School Security Services.

□

Review the Site’s Security Assessment Guide Relative to Enhanced Security Measures.

□ 
Conduct Lockdown, Fire, Evacuation, and/or Shelter-in-Place Drills as Required.
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ELEVATED Terrorist Threat Level (Condition YELLOW) checklist
General, non-specific credible terrorist threat information. In addition to reviewing all five terrorist threat level procedures with your site’s Crisis Management Team and staff, the following protective measures will be considered:

□Perform all Items Included in Both Green and Blue Terrorist Threat Level Procedures.

□Plan for Limited Number of Access/Egress Points to the School/Site Campus/Facility (e.g., Open Only the Minimum Number of Facility Doors, Campus Gates, etc.).

□Issue/Require Student ID Cards (or other identification system from picture ID to “Hello My Name Is” tags to colored ribbons, etc.).
□Provide/Require Staff ID Cards (or other identification system from picture ID to “Hello My Name Is” tags to colored ribbons, etc.).
□Insure all Important Contact Telephone Numbers Lists are Up-to-Date.
□Review locations of all Utility Shut-Off Locations, as Well as How to Quickly Shut Off These Systems.
□Review Mail Handling Procedures With Staff.
□Ensure Site Communication Systems are Operational and Radios are Fully Charged. 
□Make Certain all Emergency Supplies are Stocked and Ready. 
□Do Not Alarm Your Students, but be Prepared to Discuss Events as Needed, Dependant Upon Grade Level and Maturity of Students. (Contact Student Psychological Services for Additional Assistance).
□Review and Assess Implementation of Security Assessment Guide Suggestions/ Recommendations.
□School Security Services Department will Increase “Random” Patrol Coverage, When Not Otherwise Engaged, Especially for Elementary Schools.
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HIGH Terrorist Threat Level (Condition ORANGE) checklist
These selected protective measures are considered when we receive high level, generalized, credible terrorist threats that may affect the general well being of our students, staff, and visitors. Because the duration of the general credible terrorist threat is, or may be, unknown, the selected measures are designed to be implemented for extended periods of time.  In addition to reviewing all five terrorist threat level procedures with your site’s Crisis Management Team and staff, the following protective measures will be considered:

□
Perform all Items Included in Green, Blue, and Yellow Terrorist Threat Level Procedures and review threat condition SEVERE (Red).

□
Make Special Provisions to Review Lockdown and Shelter-in-Place Concept/ Procedures With Your Crisis Management Team, AND to Review Your Crisis Management Kit.

□
Secure Perimeter of Campus (Except for one Main Entrance).

□
Limit Entry and Exit Control to one Designated Location (Other Than Emergency Evacuation).

□
Restrict Personnel Movement to Specified Areas of the Campus.

□
Have an Adult Escort All Visitors Within the Campus. 

□
Suspend all Outside Activities.

□
Suspend all Off-Campus Activities and Field Trips.

□
Limit/Reduce Direct Visibility/Exposure of Students and Staff From Off Campus.

□
Limit Routes of Travel Within School/Site to Reduce Exposure.

□
Lock all Classroom Doors (Both During and After Class).

□
Close all Blinds/Shades Facing Off Campus.

□
Perform Visual Security Checks Prior to the Start of the School/Site Day and at least Twice During School/Site Hours.  Include all Outside and Common Areas, Non-Used Offices, Storage Rooms, Classrooms, Air Handler Units, Utility Shut-Off Switches/Valves, etc.

□
Restrict all Vehicles From Parking Within 30' of Facility (to Include Normal Lunchroom Custodial, and Delivery Areas).

□
Suspend all Special Activities (i.e., Field Day, Parent/Teacher Conferences, PTA / PTSA Meetings, etc.).

□
Move Teachers, NOT Students (Elementary Schools -- Art, PE, and Music).

□
Ask Local Law Enforcement to Increase Patrol Coverage During Elementary School Student Drop Off and Pick Up. 
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SEVERE Terrorist Threat Level (Condition RED) checklist
Implemented when we receive specific credible threat information. In addition to reviewing all five terrorist threat level procedures with your site’s Crisis Management Team, the following protective measures will be considered:

□
Implement all Items in Green, Blue, Yellow, and Orange Terrorist Threat Level Procedures.

□
Cover all Windows Facings Facing Off-Campus.

□
Escort or Monitor (by an Adult) All Student and Visitor Movement (e.g., Class Change, Restroom, Office, etc.).

□
Relocate Students and Staff From Portables to “Permanent” Inner Campus Facility Areas.

□
Follow all Established Crisis Plan Lockdown or Shelter-in-Place Procedures.
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APPENDIX 16

SHIELD’S ese CRISIS PLAN
Upon any emergency/Crisis situation, the ESE classrooms will be notified by the ESE specialist of the specific details prior to any announcements being broadcast over the intercom.  The TMH/asd facilitators will follow the plan below to insure the safety of the ESE students.  All other ESE students will follow the standard crisis plan.

rOOM 316 (asd)

· the ESE classrooms will be notified by the ESE specialist of the specific details prior to any announcements being broadcast over the intercom.

· During a lockdown, students will be escorted to room 311A.

· Emrgency supplies, Water, snacks, activities, and a first Aid kit, will be kept in the room specified.  Also, a duplicate emergency kit will be kept in room 316 in the event that an evacuation must occur.
ROOM 314 (tmh)

· the ESE classrooms will be notified by the ESE specialist of the specific details prior to any announcements being broadcast over the intercom.

· During a lockdown, students will be escorted into room 314A.  This will protect the students from seeing out the windows.

· Emrgency supplies, Water, snacks, activities, and a first Aid kit, will be kept in the room specified.  Also, a duplicate emergency kit will be kept in room 314 in the event that an evacuation must occur.
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